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Professionsbachelor - Cybersikkerhed - University College Nordjylland

Institutionsnavn: University College Nordjylland

Indsendt: 11/09-2025 07:27

Ansøgningsrunde: 2025-2

Status på ansøgning: Godkendt

Afgørelsesbilag

Download den samlede ansøgning

Læs hele ansøgningen

Ansøgningstype

Nyt udbud

Udbudssted

Sofiendalsvej 60, 9200 Aalborg SV

Informationer på kontaktperson for ansøgningen (navn, email og telefonnummer)

Anja Lyager degn ajd@ucn.dk, 72690348

Er institutionen institutionsakkrediteret?

Ja

Er der tidligere søgt om godkendelse af uddannelsen eller udbuddet?

Nej

Uddannelsestype

Professionsbachelor

Uddannelsens fagbetegnelse på dansk

Cybersikkerhed

Uddannelsens fagbetegnelse på engelsk

Cyber Security

Angiv den officielle danske titel, som institutionen forventer at bruge til den nye uddannelse

Professionsbachelor i cybersikkerhed

Angiv den officielle engelske titel, som institutionen forventer at bruge til den nye uddannelse

Bachelor of Cyber Security
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Hvilket hovedområde hører uddannelsen under?

Tekniske område

Hvilke adgangskrav gælder til uddannelsen?

• Adgang via gymnasial eksamen

Specifikke adgangskrav: Matematik B og Engelsk B

• Adgang via 3-årig erhvervsuddannelse

Specifikke adgangskrav: Matematik B og Engelsk B

De specifikke adgangskrav skal være bestået.

Er det et internationalt samarbejde, herunder Erasmus, fællesuddannelse el. lign.?

Nej

Hvis ja, hvilket samarbejde?

-

Hvilket sprog udbydes uddannelsen på?

Dansk

Er uddannelsen primært baseret på e-læring?

Nej, undervisningen foregår slet ikke eller i mindre grad på nettet.

ECTS-omfang

210

Beskrivelse af uddannelsens formål og erhvervssigte. Beskrivelsen må maks. fylde 1200 anslag

Ikke relevant

Uddannelses struktur og konstituerende faglige elementer

Ikke relevant
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Begrundet forslag til takstindplacering af uddannelsen

Ikke relevant

Forslag til censorkorps

Censorkorpset for IT- og softwareudvikling

Dokumentation af efterspørgsel på uddannelsesprofil - Upload PDF-fil på max 15 sider. Der kan kun uploades én

fil

Dokumentation af efterspørgsel på PBA i Cybersikkerhed i Nordjylland.pdf

Kort redegørelse for det nationale og regionale behov for den nye uddannelse. Besvarelsen må maks. fylde 1800

anslag

KEA dokumenterer i 2024 i uddannelsesansøgningen, at cybersikkerhed er den største bekymring i de danske

virksomheder, at trusselsvurderingen mod Danmark er meget høj, og at der er behov for 600-800 dimittender årligt med

kompetencer i cybersikkerhed nationalt. Det svarer til ca. 60-80 i Nordjylland. Dette behov er ikke dækket af eksisterende

uddannelser, hvilket medfører en stigende kompetence- og rekrutteringsudfordring (bilag).

IT-Barometer 2024 viser, at cybersikkerhedsbranchen er i vækst, at 40% efterspørger kompetencer indenfor sikkerhed, og

at manglen på samme er en barriere for vækst. I 2023 var der 107.330 ansatte, og der er behov for langt flere (Deloitte

2024). Implementeringen af EU-direktivet, NIS2, i virksomhederne understøtter dette.

Nordjylland halter bagud ift. cybersikkerhed. Hverken det offentlige eller industrivirksomhederne – Nordjyllands to største

sektorer – har styr på de mest basale it-sikkerhedsforanstaltninger (bilag).

UCN vurderer, pba. dialog med erhvervssamarbejder, eksterne analyser, uddannelsesudvalget for it-uddannelserne på

UCN, interesseorganisationer, a-kasser, fagforeninger, jobopslag, forskning, samt vores behovsanalyse i 2018 for vores

eksisterende PBO i It-sikkerhed, at der er behov for uddannelsen i Nordjylland.

19 virksomheder og organisationer har entydigt erklæret, at Nordjylland mangler kompetencer indenfor cybersikkerhed. 37

virksomheder indgår via forskning, der dokumenterer behovet yderligere.

UCN’s uddannelsesudvalg for it-uddannelserne udtrykker bekymring over, at overbygningsuddannelsen PBO i It-sikkerhed

nedlægges med sidste optag i 2027/2028, og et samlet udvalg indstiller, at UCN sikrer, at den nødvendige, uddannede

arbejdskraft er til rådighed i Nordjylland, hvorfor det er nødvendigt at igangsætte et nyt udbud.

Uddybende bemærkninger

Flg. citater er fra erklæringer i bilaget ”Dokumentation af efterspørgsel på PBA i Cybersikkerhed i Nordjylland”, som

tydeliggør, at både det offentlige og det private efterspørger flere og bedre kompetencer indenfor cybersikkerhed, og at

nordjyske industri- og produktionsvirksomheder er mindre digitaliserede end resten at landet pga. mangel på kompetencer:
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”Som en virksomhed geografisk spredt over et stort område og dermed med mange it-installationer og opkoblinger, er det

særligt vigtigt, at vi har en solid viden blandt vores medarbejdere om, hvordan sikkerhed inkorporeres i alt, hvad vi gør… Vi

har lokalt brug for flere i fremtiden, som har taget uddannelse indenfor cybersikkerhed og hvis man er uddannet lokalt, er

der en større chance for, at vi som lokalt erhvervsliv kan finde kvalificerede personer at ansætte.”

Kristian Thulesen Dahl, CEO, Port of Aalborg

”Vi oplever, at det er svært at finde medarbejdere med de rette kompetencer inden for cybersikkerhed, og ser derfor et

stort behov for, at der uddannes flere inden for området og gerne lokalt… Når dimittenderne er færdiguddannede, ser vi

frem til at rekruttere dem til stillinger, hvor de kan bruge deres viden og kompetencer, samt bidrage til at styrke vores

forsyning. På baggrund af den store vigtighed af cybersikkerhed og behov for kompetente specialister, vi klart anbefale, at

uddannelsen fremadrettet kan tilbydes hos UCN.”

Jesper Høstgaard-Jensen, Kst. Administrerende Direktør, Aalborg Forsyning

”Aalborg Lufthavn er dybt afhængig af en lang række IT-systemer samt infrastruktur for at kunne opretholde en normal og

stabil drift, og derved få både fly og passagerer afsted til tiden. Vi ser professionsbacheloruddannelse i cybersikkerhed på

UCN som et yderst vigtigt og relevant tiltag til at imødekomme branchens behov fremadrettet… Når dimittenderne er

færdiguddannet, forventer vi at kunne bruge deres kompetencer til at sikre alt fra betalingsterminaler til kompleks

netværkstrafik på tværs af check-in-systemer”

Niels Kjær Hemmingsen, Lufthavnsdirektør/CEO, Aalborg Lufthavn

”Cybersikkerhed er vigtig for os… Derfor ser vi en klar fordel i at kunne ansætte kandidater med en

Cybersikkerhed-bacheloruddannelse… Vi tager også meget gerne imod praktikanter fra uddannelsen, så de kan få

hands-on-erfaring i en international og teknisk specialiseret kontekst.”

Jan Robert Ekstrøm, Group IT Business Partner, Svanehøj

PBA i Cybersikkerhed ”directly addresses the needs we see in the industry.”

Mette Kellberg Jensen, Head of People and Culture, XCI A/S

”Den nylige implementering af NIS2”-direktivet i Danmark har yderligere understreget behovet for kompetencer inden for

cybersikkerhed… Ved at etablere uddannelsen i Nordjylland vil vi kunne sikre tilgængeligheden af højt kvalificerede

specialister, som kan støtte virksomheder i at navigere i de komplekse og dynamiske trusler, de står over for i dag.

Uddannelsen vil være en direkte investering i at styrke den digitale robusthed og konkurrenceevne i regionen.”

Peter Birkegaard, Formand for Dansk Industri, Aalborg



Prækvalifikation af videregående uddannelser - Cybersikkerhed

Styrelsen for Forskning og Uddannelse   ·   pkf@ufm.dk   ·   Udskrevet 20. februar 2026 Side 6 af 14

”Det nordjyske erhvervsliv står midt i en omfattende digital transformation, hvor både private og offentlige aktører i stigende

grad efterspørger specialiserede kompetencer inden for digital forretningsudvikling og cybersikkerhed… Samtidig er

cybersikkerhed blevet en forudsætning for drift og innovation i stort set alle sektorer. Den foreslåede professionsbachelor i

Cybersikkerhed vil uddanne specialister, der kan arbejde med både tekniske og organisatoriske aspekter af

informationssikkerhed – fra netværk og software til governance og risikostyring. Det er kompetencer, som i dag er i

mangel, og som er afgørende for at beskytte både kritisk infrastruktur og følsomme data i en stadig mere kompleks

virkelighed.”

Per Bach Laursen, Formand for Business Region North og Borgmester i Vesthimmerlands Kommune

”Der er et voksende behov for specialiserede medarbejdere, som kan sikre, at grønne teknologier og bæredygtige

systemer udvikles og driftes under sikre forhold. Professionsbacheloruddannelsen i cybersikkerhed – med dens fokus på

både governance, software- og datasikkerhed samt automation – matcher netop de behov, vores medlemmer oplever i

arbejdet med bæredygtige løsninger.”

Line Boel Tversted, Network Facilitator, Netværk for Bæredygtig Erhvervsudvikling

”I Nordjylland står vi overfor den udfordring, at Nordjyske produktionsvirksomheder i mindre grad er digitaliserede

virksomheder end resten af landet… Cybersikkerhed er et afgørende element i, at kommunerne kan levere de mange

velfærdsydelser til vores borgere. Derfor ser vi ind i en fremtid, hvor vi kommer til at skulle bruge flere kompetencer på

området omkring cybersikkerhed, hvorfor vi har brug for de nødvendige uddannelsesmuligheder.”

Lasse Frimand Jensen, Formand, og Mogens Christen Gade, Næstformand, KKR Nordjylland

”Cybersikkerhed er et strategisk vigtigt område for erhvervsvirksomheder i Nordjylland… Den stigende digitalisering og de

komplekse trusler mod it-infrastruktur stiller store krav til virksomhedernes evne til at beskytte deres data og systemer. Der

er derfor et markant behov for specialiseret arbejdskraft med kompetencer inden for netværkssikkerhed, governance,

trusselsvurdering og sikkerhedsledelse… Vi betragter uddannelsen som en vigtig investering i fremtidens digitale

robusthed og konkurrenceevne og bakker derfor op om etableringen af uddannelsen.”

Lars Erik Jønsson, Administrerende Direktør, Erhvervshus Nordjylland

”… der er et generelt og fortsat sigende behov for flere it-specialister med kompetencer indenfor it-sikkerhed… Området

omkring Aalborg og resten af Nordjylland har en stor mængde små og store it-virksomheder, der søger disse

kompetencer”

Mathilde Kirk Damsgaard, PROSA

”Cybersikkerhed er centralt for vores infrastruktur i både offentlig og privat regi og derfor giver det mening, at UCN også får

dette udbud, så vores medlemmer kan opkvalificere sig…. På det private område har vi rigtigt mange medlemmer i store

virksomheder, hvor sikkerhed er i højsædet. KMD, Kyndryl, Mapspeople og ATEA er blot nogle af vores arbejdspladser,

men også store produktions og teknologitunge arbejdspladser i eller tæt på Nordjyllands geografiske område.”

Christina Madsen Kristiansen, Afdelingsformand, HK Nordjylland
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Ovenstående underbygger den eksisterende viden, som vi har indenfor udviklingen i it- og cybersikkerhed. Ved oprettelsen

af overbygningsuddannelsen i It-sikkerhed dokumenterede UCN i 2018 behovet ved direkte involvering af Dolle,

Trackunit, Labtech, Danphone, KMD, Trifork, Spar Nord og NetIP. Dertil bidrog BrainsBusiness (i dag DigitalLead)

på vegne af 150 nordjyske virksomheder indenfor IKT-erhvervet, som det tredjestørste IKT-miljø i Danmark med godt

10.000 arbejdspladser.

Behovet er siden da kun vokset, og regionalt har vi i dag velfungerende samarbejder med over 70 praktiksteder alene

indenfor it-sikkerhed, som vi forventer at kunne udvikle yderligere med PBA i Cybersikkerhed. Endvidere forventer at

kunne etablere helt nye samarbejder med afsæt i cybersikkerhedstruslen.

UCN’s nyeste forskning (2024) baseret i de nordjyske produktionsvirksomheder viser, at disse overvejende ikke arbejder

systematisk med digitalisering, og at it-sikkerhed ikke spiller nogen stor rolle i virksomhedernes bevidsthed; Fx har kun et

fåtal et system til at holde overblik over produktionen og 85 % stiller ikke krav til leverandører af produktionsudstyr. Dette

er ret bekymrende, da angreb i forsyningskæden er en alvorlig trussel. Det er vigtigt for virksomhederne, at medarbejderne

er ”med på rejsen”, og forskningen konkluderer, der er et kompetencebehov, som virksomhederne har brug for at udvikle

inkrementelt indefra.

Underbygget skøn over det nationale og regionale behov for dimittender. Besvarelsen må maks. fylde 1200 anslag

Et forsigtigt skønnet behov er 70 dimittender årligt.

Dette baserer sig på flg.:

• PROSA fremhæver, at Nordjylland har mange små og store it-virksomheder, der søger de kompetencer, som PBA i

Cybersikkerhed giver, samt at behovet er stigende

• Behovserklæringerne viser et entydigt behov for dimittenderne i Nordjylland

• Antallet af jobannoncer på Jobindex med søgeordet ”informationsteknologi”, der bredt definerer jobs i it-branchen, er fra

2019 til 2024 steget med knap 30%. Dette imens det samlede antal af alle jobannoncer er faldet både i Nordjylland og

på landsplan; Dvs. et udtryk for et forholdsmæssigt øget jobudbud indenfor it

• Jobkategorien ”It-konsulent” har de seneste fire kvartaler har haft ”gode jobmuligheder” i Nordjylland (jf. 

Arbejdsmarkedsbalancen) 
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• De nuværende optag på PBO i It-sikkerhed og PBO i Softwareudvikling (som lukkes) er 65 årligt, hvoraf ca. 35

forventes at kunne konverteres

• Der findes ingen øvrige EA- og PBA-uddannelser i Nordjylland, som dækker behovet for cybersikkerhedskompetencer.

Se endv. bilag.

Hvilke aftagere har været inddraget i behovsundersøgelsen? Besvarelsen må maks. fylde 1200 anslag

UCN har være i direkte dialog med 12 repræsentative interessenter fra både det offentlige og fra det private

arbejdsmarked i Nordjylland. Disse har fremsendt erklæringer:

Aalborg Forsyning

Port of Aalborg

XCI A/S

Svanehøj

Netværk for Bæredygtig Erhvervsudvikling

Business Region North

KKR Nordjylland

Erhvervshus Nordjylland

PROSA

HK Nordjylland
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Dansk Industri

Aalborg Lufthavn

Endvidere har vi været i direkte dialog med uddannelsesudvalget for it-uddannelserne, som dækker Datamatiker,

It-teknolog og overbygningsuddannelserne i It-sikkerhed og Softwareudvikling. Fra disse har vi modtaget individuelle

tilkendegivelser fra samtlige, nuværende eksterne repræsentanter:

Labtech Data

Subaio

Ahlsell

Solita

Trifork Security

Vesthimmerlands Gymnasium

Institut for elektroniske systemer, AAU

Med et særligt fokus på industrien som sektor har UCN i 2024 publiceret forskning om cybersikkerhedsudfordringer i

industri og produktion i Nordjylland og derigennem være i mundtlig/skriftlig dialog med 37 SMV’er. Respondenterne er alle

relevante it-professionelle, product managers og HR-managere fra produktionsvirksomheder af stålkomponenter, møbler,

industrielt køleudstyr og maskiner.

Beskriv ligheder og forskelle til beslægtede uddannelser, herunder beskæftigelse og eventuel dimensionering.

Besvarelsen må maks. fylde 1200 anslag

Ingen andre uddannelser har samme fagsammensætning og kompetenceprofil, og som praksisnært forener

forretningsmæssige og tekniske fagelementer omkring cybersikkerhed.

Uddannelsen tilbyder afstigning til Operationel Cybersikkerhed (EA) efter to år.
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Ug.dk angiver bl.a. flg. som beslægtede:

• It-teknolog (EA): Beskæftigelsesgrad: 52,3% (DK 46,4%). 32.9% læser videre

• Datamatiker (EA): Beskæftigelsesgrad: 49,1% (DK 56,1%). 32% læser videre

I disse uddannelser indgår cybersikkerhed ikke som begreb i studieordningen, og det forretningsmæssige aspekt mangler

også, men der undervises i begrænset omfang i it-sikkerhed.

Begge er pt. ledighedsbaseret dimensioneret.

På BA-niveau nævner ug.dk to beslægtede uddannelser, som har sidste optag i 2027/2028:

• PBO i It-sikkerhed. Ledigheden er 7,7%, dvs. under landsgennemsnittet for videregående uddannelser på 8,8%.

Beskæftigelsesgraden er 87%

• PBO i Software. Ledigheden er 4,5%, hvor landsgennemsnittet er 5,6%. Beskæftigelsesgraden er 52,8%

I disse uddannelser indgår cybersikkerhed heller ikke.

I de uddybende bemærkninger er øvrige sammenlignelige uddannelser beskrevet med udgangspunkt i UCN’s geografiske

placering og i ug.dk.

Uddybende bemærkninger

Til sammenligning med PBA i Cybersikkerhed angiver ug.dk udover de før nævnte uddannelser (IT-teknolog, Datamatiker,

PBO i It-sikkerhed og PBO i Software):

• BA i Cyberteknologi, som er en civilingeniøruddannelse, udbydes på DTU i Lyngby. Her indgår ingen forretningsrettede

cybersikkerhedsfag
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• BA i Cyber- og computerteknologi, som udbydes på AAU i København. Den har fokus på programmering,

softwareudvikling og internetteknologier. Der er få tekniske sikkerhedsfag, men ingen forretningsrettede

• PBA i It-arkitektur udbydes i Aarhus, Kolding og København og indgår ikke som sammenlignelig uddannelse i KEA’s

uddannelsesansøgning. Uddannelsen har fokus forretningsarkitektur, informationsarkitektur og teknologisk arkitektur og

it-sikkerhed indgår i lav grad som et delelement af et fagområde jf. bekendtgørelsen

• PBA i Økonomi og informationsteknologi udbydes i Aarhus, Odense, Roskilde og København, og den indgår heller ikke

som sammenlignelig uddannelse i KEA’s uddannelsesansøgning. Uddannelsen har fokus på hvordan man ved hjælp af

it kan forbedre og effektivisere forretningsprocesser. It-sikkerhed indgår i lav grad som et delelement af et fagområde jf.

bekendtgørelsen.

PBO i Cybersikkerhed adskiller sig således fra alle andre udbudte bacheloruddannelser, da cybersikkerhed på

bekendtgørelsesniveau og i studieordningerne ikke indgår i kombination med det forretningsmæssige.

I forhold til det regionale behov er det væsentligt at nævne, at der fra 2028 ikke længere eksisterer en

professionsbacheloruddannelse i Nordjylland indenfor it, når overbygningsuddannelserne (PBO i It-sikkerhed og PBO i

Softwareudvikling) udfases i forbindelse med reformen. Disse er pt. er de eneste professionsbacheloruddannelser indenfor

it i Nordjylland, og der er derfor en generel bekymring hos aftagerne bredt over, at disse bortfalder.

Der eksisterer heller ikke andre bacheloruddannelser i Nordjylland, som kan sammenlignes med PBA i Cybersikkerhed.

AAU uddanner akademiske it-bachelorer, som dog primært læser videre og bliver kandidater, og som dermed ikke dækker

behovet for praksisnære hands-on-kompetencer på bachelorniveau i Region Nordjylland. AAU’s uddannelser indenfor

cybersikkerhed er placeret på AAU i København.

Til sammenligning med PBA i Cybersikkerhed, ligger KVU-uddannelserne som Datamatiker og It-teknolog nærmest. På

Datamatiker og It-teknolog optages der dog i dag studerende, hvis interesse ligger i periferien af disse uddannelser, og

hvis egentlige mål er, at blive professionsbachelorer i it-sikkerhed. De er udfordret på først at skulle gennemføre fx

Datamatiker, som er yderst programmeringstung, og efterspørger derfor et andet tilbud, som vi mener PBA i

Cybersikkerhed bidrager til med en ny profil.

For de studerende, som kun ønsker en kortere videregående uddannelse, giver PBA i Cybersikkerhed mulighed for

afstigning efter to år til EA i Operationel Cybersikkerhed. Der eksisterer ikke andre EA-uddannelser i øvrigt indenfor

cybersikkerhed.
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Beskriv rekrutteringsgrundlaget for ansøgte, herunder eventuelle konsekvenser for eksisterende beslægtede

udbud. Besvarelsen må maks. fylde 1200 anslag

Rekrutteringsgrundlaget udgøres af ansøgere fra Nordjylland med en gymnasial adgangsgivende eksamen eller en anden

adgangsgivende uddannelse, fx erhvervsuddannelser indenfor fx Data- og kommunikationsuddannelsen, i alt 4.219 i 2024.

PBO’erne i It-sikkerhed og Softwareudvikling har i alt haft et optag på 65 i 2024/2025, som vi forventer at kunne konvertere

en del af. På den baggrund forventer vi et fald i optag på Datamatiker og i mindre grad It-teknolog.

Samtidig kan vi konstatere, at det for nogle ansøgere i dag er en barriere, at de først skal gennemføre en anden

grunduddannelse – fx Datamatiker eller It-teknolog - som har et andet sigte end cybersikkerhed, og som stiller langt større

krav til fx programmering. Derfor forventer vi at nå flere nye ansøgere bl.a. den geopolitiske situation og det faglige indhold

taget i betragtning. KEA oplyser fx i august 2025 at de optager 25% kvinder, hvor UCN’s optag i 2024/2025 på

it-uddannelserne samlet lå under 9%.

Der er indhentet høringssvar fra Dania, EAAA og AAU. De har ingen indsigelser, og AAU indbyder til øget samarbejde.

Beskriv kort mulighederne for videreuddannelse

Jf. ug.dk giver Cybersikkerhed forskellige muligheder for at læse videre, fx indenfor det tekniske område på master- eller

kandidatniveau.

For dem, som afslutter med den toårige erhvervsakademiuddannelse, vil det være muligt at vende tilbage og gennemføre

det sidste halvandet år og dermed blive PBA i Cybersikkerhed.

PBA’er i Cybersikkerhed vil med to års relevant erhvervserfaring og efter en konkret vurdering have mulighed for

videreuddannelse fx på Master i Cybersikkerhed og Privacy på Aalborg Universitet (AAU) i København.

AAU, København, udbyder også en kandidatuddannelse i Cyber Security, hvor man kan få en individuel vurdering; De

fremhæver specifikt, de ikke foretager forhåndsvurderinger.

UCN har desuden gennem mange år samarbejdet med AAU og har i dag en partnerskabsaftale, bl.a. om sammenhæng i

uddannelsesvejene. Dermed gives der også adgang til AAU’s øvrige uddannelser, efter en konkret vurdering.

Forventet optag på de første 3 år af uddannelsen. Besvarelsen må maks. fylde 200 anslag

2026/2027: 35

2027/2028: 70

2028/2029: 70
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Hvis relevant: forventede praktikaftaler. Besvarelsen må maks. fylde 1200 anslag

UCN’s udbud af tekniske uddannelser og af it-uddannelser oplever ingen udfordringer med at finde praktikpladser.

Tværtimod er vi ofte udfordrede på at kunne præsentere nok studerende for vores aftagere.

Vi har i dag samarbejde med over 70 praktikvirksomheder alene specifikt på PBO i It-sikkerhed. Dertil kommer

praktikpladser fra Softwareudvikling, Datamatiker og It-teknolog. I alt udgør disse flere, end vi optager studerende til. Dertil

kommer de flere hundrede virksomheder og organisationer vi har samarbejder med på andre relevante uddannelser.

Nye praktiksamarbejder kommer ind fortløbende – fx de virksomheder, som indgår i UCN’s forskningsaktiviteter.

Endvidere er det vores erfaring, at langt hovedparten af alle studerende ved egen hjælp finder en egnet praktikplads.

To gange årligt afholder vi ”Matchmaking”, som er en messe for alle vores uddannelser, med op til 145 deltagende

virksomheder.

Vi vurderer, at der ingen konsekvens er for beslægtede uddannelser.

Øvrige bemærkninger til ansøgningen

Tilrettelæggelsesmæssigt forventer vi, at udbuddet af PBA i Cybersikkerhed vil adskille sig fra de eksisterende nordjyske

uddannelsestilbud indenfor it.

Med afsæt i professions- og erhvervsakademiuddannelsernes reform og ønsket om ”fleksible uddannelsesmuligheder for

flere” (ufm.dk), forventer vi at kunne tilrettelægge et hold fleksibelt med mulighed for online deltagelse. Dette placeres i

sammenhæng med det fysiske udbud.

Derved adskiller et kommende udbud af PBA i Cybersikkerhed sig også fra vores eksisterende udbud indenfor

it-uddannelser.

UCN’s Teknologi og Businessuddannelser har 15 års erfaring med onlineundervisning i forskellige formater og kan bl.a.

dokumentere, at vi dimitterer studerende fra udkanten af Region Nordjylland, som ellers ikke ville have kunnet gennemføre

en uddannelse – fx pga. familie eller for lang rejsetid. Dette er både til gavn for den studerende, for det lokale erhvervsliv

og for UCN som igennem de studerende kommer i direkte kontakt med langt flere virksomheder, der er beliggende i

udkanten af Region Nordjylland.

Hermed erklæres, at ansøgning om prækvalifikation er godkendt af institutionens rektor

Ja

Status på ansøgningen

Godkendt
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Dokumentation af efterspørgsel på nyt udbud af Professions-
bachelor i cybersikkerhed i Nordjylland 

1. Baggrund 

Det daværende Københavns Erhvervsakademi (KEA) nu Erhvervsakademi København (EK) ansøgte i 2024 

om ny uddannelse og udbud af Professionsbachelor i Cybersikkerhed. Ansøgningen blev godkendt af RUVU 

i 2024, som vurderede, at uddannelsen var relevant. Siden har Erhvervsakademi Aarhus (EAAA), UCL Er-

hvervsakademi og Professionshøjskole, IBA) Erhvervsakademi Kolding samt Erhvervsakademi Syd-Vest 

søgt og fået godkendt nye udbud af uddannelsen. Jf. IBA’s prækvalifikationsansøgning har KEA ved uddan-

nelsens etablering estimeret et årligt behov for 600-800 dimittender indenfor cybersikkerhed nationalt. 

Bilaget her er den underliggende dokumentation for behovet af et nyt udbud af Professionsbachelor i Cyber-

sikkerhed i Region Nordjylland, som ikke er dækket af de nuværende udbud. Professionshøjskolen UCN’s 

ansøgning om nyt udbud af uddannelsen er initieret af nordjyske aftageres efterspørgsel på medarbejdere 

med kompetencer i cybersikkerhed.   

Professionshøjskolen UCN har til opgave at sikre de 

nødvendige kompetencer for aftagere i et relativt 

stort geografisk område. UCN’s dækningsområde er 

Region Nordjylland (jf. Dækningsområde, UFM), som 

dækker et areal på 7.884 km² og består af 11 kom-

muner; dvs. er lidt større end Sjælland. Ca. 10% af 

Danmarks befolkning bor i Nordjylland.  

Målgruppen for udbuddet er borgere bosiddende i 

hele regionen. Udbuddet placeres fysisk på Campus 

Sofiendalsvej i Aalborg (jf. figur 1), hvor alle UCN’s 

tekniske uddannelser er placeret, og hvor al UCN’s 

forskning indenfor it er samlet i forskningscenteret 

Industriel digital transformation. Samtidig er det øn-

sket at udbyde uddannelsen online mhp. at understøtte behovet i udkanten af regionen, hvor rejsetiden til 

Aalborg er over 2 timer med offentlig transport.  

Afdækningen af behovet baseres på dialoger og samarbejder med interessenter om behov og ønsker: 

• Erhvervssamarbejder og virksomheder 

• Uddannelsesudvalget for UCN’s it-uddannelser 

• Interesseorganisationer, A-kasser og fagforeninger  

• Andre analyser af relevante data, rapporter, jobopslag, forskning mv. 

Samtlige tilkendegiver et stort lokalt behov for øgede kompetencer indenfor cybersikkerhed, og derfor anbe-

faler og støtter de etableringen af PBA i Cybersikkerhed i Nordjylland. 

2. Professionsbachelor i cybersikkerhed 

PBA i Cybersikkerhed kvalificerer den uddannede til at kunne fungere selvstændigt som cybersikkerheds-

specialist med udvikling, drift og sikkerhedsledelse af it-systemer i private virksomheder såvel som offentlige 

organisationer. Centrale fagområder: 1) Cybersikkerhedsledelse, -governance og -processer, 2) Netværks-

sikkerhed, detektering og arkitektur og 3) Software- og datasikkerhed og automation.  

Uddannelsen giver mulighed for afstigning til EA i Operationel Cybersikkerhed, hvor den uddannede på et 

lavere niveau kan indgå i samarbejde om cybersikkerhedsopgaver med fokus på at udvikling, drift og support 

af it-systemer (jf. Bekendtgørelsen). 

Lokale fagelementer på hhv. 60 og 30 ECTS tilrettelægges ud fra det aktuelle, lokale/regionale behov. 

Figur 1:  

UCN's dækningsområde - Region Nordjylland (Nordjyske kommuner) 

https://ufm.dk/uddannelse/institutioner-og-drift/styring-af-uddannelsesudbud/regionalisering/regionale-daekningsomrader
https://www.ucn.dk/forskning/industriel-digital-transformation/
https://www.retsinformation.dk/eli/lta/2025/445
https://rn.dk/Om-Region-Nordjylland/Fakta-om-nordjylland/Nordjyske-kommuner
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3. Det nationale behov 

Det nationale behov for dimittender med kompetencer indenfor cybersikkerhed er stigende – ikke mindst qua 

den aktuelle verdenspolitiske situation. Det gælder både offentlige myndigheder og private virksomheder. 

Forsvarets Efterretningstjeneste har flere gange siden 2021 hævet trusselsvurderingerne for cyberkriminali-

tet. Det generelle billede dokumenteres i en lang række af rapporter, bl.a.:  

• Styrelsen for samfundssikkerhed konstaterer i den nationale strategi for cyber- og informationssikkerhed 

2022-2024, at cybertruslen er en af de alvorligste trusler mod Danmark. I 2024 hævede de igen trussels-

niveauet til ”meget højt” i forhold til cyberkriminalitet og -spionage. 

• IDA spørger i rapporten ”Cyber- it- og informationssikkerhed. Har Danmark de rigtige kompetencer?” 

(2023), og svaret er, at der er behov for en opgradering indenfor både it-sikkerhed, informationssikker-

hed og cybersikkerhed, og derfor behov for øget optag på uddannelser inden for cybersikkerhed. Be-

skæftigelsesområdet er præget af kompetencemangel, hvilket er danske SMV’ers største udfordring.  

• Rambøll har de sidste 29 år taget temperaturen på digitalisering i Danmark med ”IT i praksis®”. Nyeste 

vurdering baserer sig på 149 besvarelser fra CEO’s og CIO’s i de største virksomheder i Danmark samt 

145 besvarelser fra offentlige topledere og it-direktører, samt fra 1.025 borgere i Danmark. 93 % af virk-

somhederne finder det strategisk vigtigt at forbedre cyber- og informationssikkerheden.  

• Rapporten ”Potentialet ved et styrket dansk økosystem for cybersikkerhed og -forsvar” udarbejdet af De-

loitte for Security Tech Space og Nationalt Forsvarsteknologisk Center 2024 dokumenterer, at Danmark 

vil mangle op til 20.000 ansatte med cybersikkerhedskompetencer i 2030, og at man derfor bør sætte 

ekstra ind i uddannelsessektoren for at tiltrække og uddanne flere her og nu. 

4. Dokumentation af det nordjyske behov 

Det nordjyske behov dokumenteres herved pba. eksterne og interne undersøgelser og analyser. 

4.1. Afdækning af behov via It-uddannelsernes uddannelsesudvalg  

It-uddannelsernes uddannelsesudvalg på UCN dækker de toårige uddannelser til Datamatiker og It-teknolog. 

Dertil kommer de halvandetårige overbygningsuddannelser - It-sikkerhed og Softwareudvikling - som ned-

lægges med sidste optag i 2027/2028 i forbindelse med reformen af erhvervsakademiuddannelserne.  

Behovet for kompetencer er løbende blevet drøftet på uddannelsesudvalgsmøder de seneste år. Det ople-

ves på uddannelsesudvalgsmøderne, at der er et stigende behov for profiler, der kan kombinere en teknisk 

og en forretningsmæssig forståelse samt en praksisnær hand-on-tilgang i arbejdet med cybersikkerhed. 

Uddannelsesudvalgets eksterne medlemmer er flg. og repræsenterer flg. virksomheder og organisationer: 

• Kenny Schødt, COO (B2B & Internal IT), Labtech Data Erhverv www.labtech.dk (formand) 

• Kåre Werner Storgaard, VPE, Subaio https://subaio.com  

• Pelle Ravn, Software Developer, Ahlsell www.ahlsell.dk  

• Cecilie Nielsen, Software Developer, Solita www.solita.fi  

• Aske Hornbæk Knudsen, Security & Analytics Consultant, Trifork Security https;//trifork.security 

• Ralf Michael Leimbeck, Vicerektor, Vesthimmerlands Gymnasium og HF https://vhim-gym.dk  

• Ove Andersen, Uddannelsesleder ved Institut for Elektroniske Systemer, AAU www.es.aau.dk  

Disse indstiller: 
”Uddannelsesudvalget indstiller, at UCN sikrer, at der fortsat uddannes dimittender på bachelorniveau med 
spidskompetence inden for cybersikkerhed i Nordjylland og dermed sikrer, at den nødvendige uddannede 
arbejdskraft er til rådighed for de nordjyske virksomheder. Derudover vurderer uddannelsesudvalget, at en 
bacheloruddannelse bedre vil kunne matche de nordjyske virksomheders fremtidige kompetencebehov i ly-
set det stigende sikkerheds- og trusselsniveau, og hvor der er et stort uforløst potentiale for de nordjyske 
SMV’er. 
Uddannelsesudvalget vurderer samtidig, at det er rettidig omhu, at UCN opretter en ny bacheloruddannelse i 
cybersikkerhed fra 2026, således der også er færdiguddannede dimittender til rådighed i 2029 efter top-up 
uddannelsen i It-sikkerhed er udfaset.” 

https://fm.dk/media/rgmchosw/national-strategi-for-cyber-og-informationssikkerhed_web-a.pdf
https://fm.dk/media/rgmchosw/national-strategi-for-cyber-og-informationssikkerhed_web-a.pdf
https://ida.dk/media/14371/ida-ekspertgruppe-rapport_cybersikkerhed_a4.pdf
https://c.ramboll.com/da/it-i-praksis-2023
https://securitytechspace.dk/wp-content/uploads/2024/09/Deloitte-Markedsanalyse-Cyber-Endelig-rapport-10032023-Offentlig.pdf
http://www.labtech.dk/
https://subaio.com/
http://www.ahlsell.dk/
http://www.solita.fi/
https://trifork.security/
https://vhim-gym.dk/
http://www.es.aau.dk/
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4.2. Afdækning via eksterne analyser og intern forskning 

KKR Nordjylland påpeger i deres input til ny regional erhvervsfremmestrategi, at Nordjylland er udfordret af 

mangel på kvalificeret arbejdskraft og af en lavere grad af digitalisering end resten af landet. De ønsker, at 

automatisere og digitalisere yderligere, hvilket kræver et betydeligt øget fokus på cybersikkerhed i industri og 

produktion generelt – ikke mindst pga. industriens særlige rolle som væsentlig sektor i Nordjylland. 

FremKom-rapporterne undersøger fremtidens arbejdskraft- og kompetencebehov i Nordjylland (2007, 2009, 

2014 og 2022) og er etableret i et samarbejde mellem nordjyske virksomheder, organisationer og aktører 

indenfor erhvervs- uddannelses- og beskæftigelsesområdet. To tredjedele af vidensservicevirksomhederne 

angiver i 2022, at STEM-integratorkompetencer bliver ”mere vigtige” og/eller ”meget vigtige” frem mod 2026; 

dvs. evnen til få digitale løsninger til at hænge sammen og skabe forretningsmæssig værdi. 

Danmarks Erhvervsfremmebestyrelse når i analysen af virksomhedsudvikling i hele Danmark 2024-2027 

frem til, at der er behov for at øge digitalisering og automatisering, som i Nordjylland er den vigtigste forud-

sætning for at styrke produktivitetsniveauet; særligt i industrien, da dette har betydning for følgeerhverv og 

international handel, og at der er behov for at styrke kompetenceforsyningen. 

Forskere på It-uddannelserne ved UCN har netop undersøgt digitalisering og it-sikkerhed i industri- og pro-

duktionsvirksomheder i Nordjylland i forskningsartiklen "Digitalization and Cybersecurity challenges and solu-

tions for Industry 4.0 in manufacturing SMEs" (2024) og dokumenterer bl.a., at langt hovedparten af industri- 

og produktionsvirksomhederne overser cybersikkerhedsproblematikker, og fx ikke har nogle it-sikkerheds-

krav til deres leverandører af udstyr, hvilket er bekymrende i forhold til fx angreb på forsyningskæden. Nord-

jylland har således behov for at styrke kompetencer indenfor cybersikkerhed i industrien betydeligt.  

I forhold til det offentlige, konstateres det i rigsrevisions rapport om cybersikkerhed i regionerne, at bered-

skab til at håndhæve konsekvenserne af cyberangreb er yderst mangelfuldt i Region Nordjylland, hvilket gør 

manglen på kompetencer indenfor cybersikkerhed yderligere kritisk. Dette bekræftes af en måling i 2023 er 

publiceret på Sikkerdigital, som Politiets Efterretningstjeneste og Center for Cybersikkerhed står bag. 7 ud af 

11 nordjyske kommuner ikke har styr på den allermest basale it-sikkerhed, skriver Ingeniøren. At truslen mod 

vores offentlige forsyning allerede er massiv og konkret fremgår som eksempel af Nordjyske, 17. juni 2025: 

”Fjernvarmeværk under konstant angreb”. Hver to minutter og 20 sekunder rettes der et hackerangreb mod 

Løgstør Fjernvarmeværk – det svarer til 19.000 angreb om måneden. 

4.3. Afdækning via behovstilkendegivelser fra nordjyske interessenter   

Der er indhentet repræsentative behovstilkendegivelser fra forskellige interessenter i Nordjylland. Samtlige 

har tilkendegivet et stort behov for uddannelsen. Der mangler specialiseret arbejdskraft indenfor trusselsvur-

deringer, sikkerhedsledelse, netværkssikkerhed mv., hvilket gælder både det private og det offentlige. Af-

dækningen er foretaget bredt i forhold til nordjysk geografi og branchespænd: 

Aalborg Forsyning. Norbis Park 100, 9310 Vodskov. https://aalborgforsyning.dk 

En række forsyningsvirksomheder ejet af Aalborg Kommune, som forsyner kunder med fjernvarme, køling, 

gas og vand, samt afleder spildevand og tilbyder energirådgivning. 

Port of Aalborg. Langerak 19, 9220 Aalborg Ø. https://portofaalborg.dk 

Aktieselskab ejet af Aalborg Kommune. Erhvervspark og logistikhub med over 100 private virksomheder. 

Aalborg Lufthavn www.aal.dk 

Eneste inden- og udenrigslufthavn med faste rutefly til og fra Nordjylland 

Dansk Industri (DI) Aalborg www.danskindustri.dk  

Danmarks største arbejdsgiver- og erhvervsorganisation 

XCI A/S. Niels Jernes Vej 6A, 9220 Aalborg Ø. www.xci.dk 

Sælger cybersikkerhedsudstyr. 

Svanehøj. Fabriksparken 6, 9230 Svenstrup J. www.svanehoj.com 

Producerer pumper til marineindustrien på det internationale marked og ejet af den børsnoterede ameri-

kanske virksomhed ITT.  

NBE (Netværk for Bæredygtig Erhvervsudvikling i Norddanmark). www.nben.dk  

Repræsenterer over 115 virksomheder og offentlige aktører i Nordjylland. 

https://www.kl.dk/media/bbqghmtm/bilag-til-moede-i-kkr-nordjylland-den-28-april-2023.pdf?format=noformat
https://fremkom.dk/
https://www.em.dk/Media/638523934014086145/Strategi%20for%20virksomhedsudvikling%20i%20hele%20DK%202024_2027.pdf
https://www.ucviden.dk/da/publications/digitalization-and-cybersecurity-challenges-and-solutions-for-ind-2
https://www.ucviden.dk/da/publications/digitalization-and-cybersecurity-challenges-and-solutions-for-ind-2
https://www.ft.dk/statsrevisor/20241/beretning/sb9/bilag/1/2967177.pdf
https://radar.dk/artikel/kl-og-39-kommuner-dumper-egne-krav-til-it-sikkerhed
https://radar.dk/artikel/kl-og-39-kommuner-dumper-egne-krav-til-it-sikkerhed
https://nordjyske.dk/nyheder/vesthimmerland/vild-statistik-angribes-19-000-gange-om-maaneden/5624112
https://aalborgforsyning.dk/
https://portofaalborg.dk/
http://www.aal.dk/
http://www.danskindustri.dk/
http://www.xci.dk/
http://www.svanehoj.com/
http://www.nben.dk/
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BRN (Business Region North). https://businessregionnorthdenmark.dk  

Erhvervspolitisk samarbejde mellem de 11 nordjyske kommuner og Region Nordjylland. 

KKR Nordjylland (Kommunekontaktrådet) https://www.kl.dk/politik/kkr/kkr-nordjylland/om-kkr-nordjylland 

Koordination af de 11 nordjyske kommuners fælles regionalpolitiske indsats. 

EHNJ. (Erhvervshus Nordjylland). https://ehnj.dk  

Fokus på det nordjyske erhvervslivs behov. 

Prosa www.prosa.dk  

It-fagforening 

HK www.hk.dk 

Nordjyllands største fagforening indenfor it.  

 

4.4. Behovserklæringer 

 

 

 

 

http://www.businessregionnorthdenmark.dk/
https://www.kl.dk/politik/kkr/kkr-nordjylland/om-kkr-nordjylland
https://ehnj.dk/
http://www.prosa.dk/
http://www.hk.dk/
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5. Høringssvar 

UCN har anmodet om høringssvar fra Erhvervsakademi Aarhus, Erhvervsakademi Dania og Aalborg. Alle 

svarer positivt, at de ikke har nogen indsigelser imod UCN’s ønske. AAU byder ind til et øget samarbejde i 

forhold til bl.a. tydeliggørelse af sammenhæng og transparens i forskellige uddannelsestilbud, skabe øget 

interesse for STEM, samt Efter- og videreuddannelse af undervisere. 
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6. Kilder 

Nordjyske kommuner: https://rn.dk/Om-Region-Nordjylland/Fakta-om-nordjylland/Nordjyske-kommuner 
Regionale dækningsområder for professionshøjskoler og erhvervsakademier — Uddannelses- og Forskningsministeriet 
https://ufm.dk/uddannelse/institutioner-og-drift/styring-af-uddannelsesudbud/regionalisering/regionale-daekningsomrader 
Industriel digital transformation: https://www.ucn.dk/forskning/industriel-digital-transformation/ 
Teknisk LEP-bekendtgørelse: https://www.retsinformation.dk/eli/lta/2025/445 
national-strategi-for-cyber-og-informationssikkerhed_web-a.pdf https://fm.dk/media/rgmchosw/national-strategi-for-cyber-og-informati-
onssikkerhed_web-a.pdf 
ida-ekspertgruppe-rapport_cybersikkerhed_a4.pdf: https://ida.dk/media/14371/ida-ekspertgruppe-rapport_cybersikkerhed_a4.pdf 
Få IT i praksis® 2023-2024 her: https://c.ramboll.com/da/it-i-praksis-2023 
Deloitte-Markedsanalyse-Cyber-Endelig-rapport-10032023-Offentlig.pdf: https://securitytechspace.dk/wp-content/uploads/2024/09/Delo-
itte-Markedsanalyse-Cyber-Endelig-rapport-10032023-Offentlig.pdf 
bilag-til-moede-i-kkr-nordjylland-den-28-april-2023.pdf: https://www.kl.dk/media/bbqghmtm/bilag-til-moede-i-kkr-nordjylland-den-28-april-
2023.pdf?format=noformat 
Fremkom | Fremtidens kompetencer i Nordjylland: https://fremkom.dk 
Strategi for virksomhedsudvikling i hele DK 2024_2027.pdf: https://www.em.dk/Media/638523934014086145/Strategi%20for%20virk-
somhedsudvikling%20i%20hele%20DK%202024_2027.pdf 
Digitalization and Cybersecurity Challenges and Solutions for Industry 4.0 in Manufacturing SMEs - UC Viden - Professionshøjskolernes 
Videndatabase: https://www.ucviden.dk/da/publications/digitalization-and-cybersecurity-challenges-and-solutions-for-ind-2 
2967177.pdf: https://www.ft.dk/statsrevisor/20241/beretning/sb9/bilag/1/2967177.pdf 
KL og 39 kommuner dumper egne krav til it-sikkerhed | Radar: https://radar.dk/artikel/kl-og-39-kommuner-dumper-egne-krav-til-it-sikker-
hed 
Løgstør Fjernvarme under konstant angreb | Nordjyske.dk: https://nordjyske.dk/nyheder/vesthimmerland/vild-statistik-angribes-19-000-
gange-om-maaneden/5624112 
Statistik om elevtal på erhvervsuddannelser | Børne- og Undervisningsministeriet: https://uddannelsesstatistik.dk/Pa-
ges/Topics/6.aspx?excel=2401 

https://ucndk-my.sharepoint.com/personal/amb_ucn_dk/Documents/Skrivebord/Nordjyske%20kommuner:
https://ufm.dk/uddannelse/institutioner-og-drift/styring-af-uddannelsesudbud/regionalisering/regionale-daekningsomrader
https://www.ucn.dk/forskning/industriel-digital-transformation/
https://www.retsinformation.dk/eli/lta/2025/445
https://fm.dk/media/rgmchosw/national-strategi-for-cyber-og-informationssikkerhed_web-a.pdf
https://ida.dk/media/14371/ida-ekspertgruppe-rapport_cybersikkerhed_a4.pdf
https://c.ramboll.com/da/it-i-praksis-2023
https://securitytechspace.dk/wp-content/uploads/2024/09/Deloitte-Markedsanalyse-Cyber-Endelig-rapport-10032023-Offentlig.pdf
https://www.kl.dk/media/bbqghmtm/bilag-til-moede-i-kkr-nordjylland-den-28-april-2023.pdf?format=noformat
https://fremkom.dk/
https://www.em.dk/Media/638523934014086145/Strategi%20for%20virksomhedsudvikling%20i%20hele%20DK%202024_2027.pdf
https://www.ucviden.dk/da/publications/digitalization-and-cybersecurity-challenges-and-solutions-for-ind-2
https://www.ucviden.dk/da/publications/digitalization-and-cybersecurity-challenges-and-solutions-for-ind-2
https://www.ft.dk/statsrevisor/20241/beretning/sb9/bilag/1/2967177.pdf
https://radar.dk/artikel/kl-og-39-kommuner-dumper-egne-krav-til-it-sikkerhed
https://nordjyske.dk/nyheder/vesthimmerland/vild-statistik-angribes-19-000-gange-om-maaneden/5624112
https://uddannelsesstatistik.dk/Pages/Topics/6.aspx?excel=2401
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Kære Kristina Østergaard Kristoffersen 

 

På baggrund af gennemført prækvalifikation af University College Nordjyllands an-

søgning om godkendelse af nyt udbud er der truffet følgende afgørelse: 

 

Godkendelse af udbud af professionsbacheloruddannelse i cybersikkerhed 

(Aalborg) 

 

Afgørelsen er truffet i medfør af § 23, stk. 1, i bekendtgørelse om akkreditering af 

videregående uddannelsesinstitutioner og godkendelse af videregående uddan-

nelser (nr. 820 af 23. juni 2025 med senere ændringer), og § 3, stk. 1, i bekendt-

gørelse nr. 271 af 22. marts 2014 om særlige betingelser for godkendelse af ud-

bud af erhvervsakademiuddannelser, professionsbacheloruddannelser, akademi-

uddannelser og diplomuddannelser. 

 

Da University College Nordjylland er positivt institutionsakkrediteret, gives godken-

delsen til umiddelbar oprettelse af uddannelsen.       

 

Ansøgningen er blevet vurderet af Det rådgivende udvalg for vurdering af udbud af 

videregående uddannelser (RUVU). Vurderingen er vedlagt som bilag. 

 

Vedlagt i bilag er desuden følgebrev fra Uddannelses- og Forskningsstyrelsen an-

gående uddannelsens adgangskrav, titler, struktur, omfang, mv. Ved spørgsmål til 

afgørelsen eller følgebrevet kan Uddannelses- og Forskningsstyrelsen kontaktes 

på pkf@ufm.dk.  

 

 

Med venlig hilsen 

 

 

Christina Egelund 

 

 

 

Bilag: 1 – RUVU’s vurdering af ansøgningen 

 2 – Følgebrev fra Uddannelses- og Forskningsstyrelsen med ud-

dannelsens grundoplysninger 

 

17. november 2025 

 
Uddannelses- og 

Forskningsministeriet 

 

Bredgade 40-42 

1260 København K 

 

Tel. 3392 9700 

ufm@ufm.dk 

www.ufm.dk 

 

CVR-nr. 1680 5408 

 

Ref.-nr. 

2025 - 55262 
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Bilag 1 – RUVU’s vurdering af ansøgningen 

 

Nr. C6 – Nyt udbud 
(Efterår 2025) 

Status på ansøgningen:  
Godkendt 

Ansøger og udbuds-
sted: 

University College Nordjylland (Aalborg) 

Uddannelsestype: 
 

Professionsbacheloruddannelse 

Uddannelsens navn 
(fagbetegnelse) på 
hhv. dansk/engelsk: 

Professionsbacheloruddannelse: 
- Cybersikkerhed 
- Cyber Security 

 
Erhvervsakademiuddannelse (afstigningsmulighed): 

- Operationel cybersikkerhed 
- Operational Cyber Security 

 

Titel, som uddannel-
sen giver ret til at an-
vende: 

Professionsbacheloruddannelse: 
- Professionsbachelor i cybersikkerhed 
- Bachelor of Cyber Security 

 
Erhvervsakademiuddannelse (afstigningsmulighed): 

- AK i operationel cybersikkerhed 
- AP Graduate in Operational Cyber Security 

 

Hovedområde: Det tekniske område 
 

Genansøgning: Nej 
 

Sprog: Dansk  Antal 
ECTS: 

210 ECTS 

Link til ansøgning på 
pkf.ufm.dk: 

https://pkf.ufm.dk/flows/cea69c4c39ee53d6ba675c2
1160178a0  
 

Link - Uddannelses-
Guiden 

https://www.ug.dk/videregaaende-uddannelser/pro-
fessionsbacheloruddannelser/cybersikkerhed  
 

RUVU’s vurdering  RUVU vurderer, at ansøgningen opfylder kriterierne 
som fastsat i bekendtgørelsen. 
 
RUVU vurderer, at UCN har gennemført en velun-
derbygget behovsanalyse med inddragelse af afta-
gere og det lokale erhvervsliv. RUVU lægger vægt 
på, at ansøgningen dokumenterer et nationalt og re-
gionalt behov for flere dimittender med kompetencer 
inden for cybersikkerhed. RUVU har i sin vurdering 
lagt vægt på det aktuelle behov for kompetencer in-
den for cybersikkerhed til implementering af EU-di-
rektivet NIS II. 
 
Herudover lægger RUVU vægt på, at der er lav le-
dighed på beslægtede uddannelser.  
Endelig noterer RUVU sig, at ansøgningen skal ses i 
lyset af den kommende afvikling af overbygningsud-
dannelsen i IT-sikkerhed, som følge af den politiske 
aftale om Reform af professionsbachelor- og er-
hvervsakademiuddannelserne i Danmark. 

https://pkf.ufm.dk/flows/cea69c4c39ee53d6ba675c21160178a0
https://pkf.ufm.dk/flows/cea69c4c39ee53d6ba675c21160178a0
https://www.ug.dk/videregaaende-uddannelser/professionsbacheloruddannelser/cybersikkerhed
https://www.ug.dk/videregaaende-uddannelser/professionsbacheloruddannelser/cybersikkerhed
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Bilag 2 – Følgebrev fra Uddannelses- og Forskningsstyrelsen 

I forbindelse med godkendelsen af University College Nordjyllands nye udbud af 

professionsbachelor i cybersikkerhed bemærker Uddannelses- og Forskningssty-

relsen, at uddannelsen tidligere er godkendt til udbud, og at uddannelsen er fast-

sat i bekendtgørelse nr. 445 af 7. maj 2025 om tekniske og merkantile erhvervs-

akademiuddannelser og professionsbacheloruddannelser. Uddannelsens ad-

gangskrav fremgår endvidere af bekendtgørelse nr. 46 af 21. januar 2025 om ad-

gang til erhvervsakademiuddannelser og professionsbachelor-uddannelser.  

 

Det betyder, at hvis der måtte være uoverensstemmelser omkring det i ansøgnin-

gen anførte om uddannelsen og bekendtgørelsens regler, så er det de centralt 

fastsatte regler i ovenstående bekendtgørelser, som finder anvendelse f.eks. i for-

hold til titler, adgangskrav m.v. 

 

Styrelsen gør opmærksom på, at uddannelsen skal følge de regler, som er fastsat 

om uddannelsen i den til enhver tid gældende uddannelsesbekendtgørelse og ad-

gangsbekendtgørelse.  

 

Udbudsgodkendelsen kan bortfalde efter § 16 i lov om erhvervsakademiuddannel-

ser og professionsbacheloruddannelser, jf. lovbekendtgørelse nr. 396 af 12. april 

2024. 

 

Herudover har styrelsen noteret følgende: 

 

Udbudssted: 

Aalborg 

 

Sprog: 
Dansk 
 

Takstindplacering: 

Uddannelsen indplaceres til: Takstgruppe 7 

 

Professionsbachelor: 

Aktivitetsgruppekode: 4050 

 

Erhvervsakademiuddannelse: 

Aktivitetsgruppekode: 4054 

 

Koder Danmarks Statistik: 

Professionsbachelor: 

UDD: 5896 

AUDD: 5896 

 

Erhvervsakademiuddannelse: 

AUDD: 5910 


