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Hvilket hovedomrade hgrer uddannelsen under?
IT og teknik

Hvilke adgangskrav geelder til uddannelsen?

For at blive optaget pa Diplomuddannelsen i it-sikkerhed skal den ansggende have en af fglgende uddannelser:

« En relevant uddannelse mindst pa niveau med en erhvervsakademiuddannelse, fx datamatiker, it-teknolog eller
tilsvarende

¢ En relevant akademiuddannelse fx AU i informationsteknologi

» Desuden skal deltageren have mindst 2 ars erhvervserfaring indenfor it-omradet, efter deltagerens adgangsgivende
uddannelse indenfor it-

Opfylder den ansggende ikke de naevnte krav men har andre tilsvarende kompetencer, kan den enkelte institution
dispensere efter en individuel kompetencevurdering.

Er det et internationalt samarbejde, herunder Erasmus, feellesuddannelse el. lign.?
Nej

Hvis ja, hvilket samarbejde?

Hvilket sprog udbydes uddannelsen p&?

Dansk

Er uddannelsen primaert baseret pa e-leering?

Nej, undervisningen foregar slet ikke eller i mindre grad pé nettet.

ECTS-omfang
60

Beskrivelse af uddannelsens formal og erhvervssigte. Beskrivelsen ma maks. fylde 1200 anslag
Ikke relevant
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Uddannelses struktur og konstituerende faglige elementer

Ikke relevant

Begrundet forslag til takstindplacering af uddannelsen
Ikke relevant

Forslag til censorkorps

Diplomuddannelsen i IT-sikkerhed benytter det af Styrelsen for Videregdende Uddannelser god-kendte censorkorps for IT
og teknik.

Dokumentation af efterspargsel pa uddannelsesprofil - Upload PDF-fil pa max 15 sider. Der kan kun uploades én
fil
Behovsanalyse for diplom i it-sikkerhed - UCN.pdf

Kort redegarelse for det nationale og regionale behov for den nye uddannelse. Besvarelsen ma maks. fylde 1800
anslag

Behovsanalysen konkluderer, at der er et nationalt og regionalt behov for at efteruddanne medarbejdere indenfor
it-sikkerhedsomradet, som i gjeblikket ikke deekkes i Nordjylland. Det nationale behov konkluderes pa baggrund af at der
ses en eksplosiv stigning i antal af digitale trusler sdsom, ransomware (online afpresning), phishing, CEO-fraud
(direktarsvindel), fakturabedrageri, DDoS-angreb (overbelastningsangreb), cyper spionage, virus og malware etc. Disse
digitale trusler belaster bl.a. it-sikkerhedsniveauet i nordjyske SMV’er. Derudover pavises det regionale behov gennem
UCNs behovsanalyse, som bestar af: 1) En spgrgeskemaundersggelse blandt 13 nordjyske it-virksomheder.
Undersggelsen paviser at der er et tydeligt match imellem det virksomhederne, efterspgrger og den viden og de
feerdigheder og kompetencer, som en dimittend ved diplom i it-sikkerhed opnar. Undersggelsen viser et stort
efteruddannelses-behov i virksomhederne, hvor praktikere har brug for at udvikle deres kompetencer med den nyeste
teoretiske viden indenfor it-sikkerhed. 2) 2 kvalitative interviews med informanter fra to nordjyske virksomheder, der
underbygger spgrgeskema-undersggelsens konklusioner, om at der er et stort efter-uddannelsesbehov indenfor
it-sikkerhed i Nordjylland. 3) Behovstilkendegivelser fra tre brancheorganisationer som alle tilkendegiver, at der er et stort
behov for en diplomuddannelse i it-sikkerhed i Nordjylland. Der er saledes fuld opbakning til uddannelsen fra de adspurgte
virksomheder og branche-organisationer i UCN’s daekningsomrade.

Uddybende bemaerkninger
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Underbygget skan over det nationale og regionale behov for dimittender. Besvarelsen ma maks. fylde 1200 anslag

UCN forventer at optage pa 20 studerende i 2023, 24 studerende i 2024 og 32 studerende i 2025 pa moduler under diplom
i it-sikkerhed. Dette skgn adresserer det regionale behov for dimittender, der afdeekkes i behovsanalysen. Analysen
bygger pa data fra UCN’s spgrgeskemaundersggelse blandt 13 nordjyske virksomheder, hvor 10 virksomheder vil sende
mellem 21-36 medarbejdere pa uddannelse de naeste 3-5 ar. Herudover vil 1 virksomhed sende mere end 10
medarbejdere pa uddannelse de nzeste 3-5 ar. Skgnnet bygger desuden pa data vedr. det private arbejdsmarked i
Nordjylland, som bl.a. viser at hvis vi antager at blot 0,50 % af arbejdsstyrken indenfor branchen IT, Telekommunikation og
Medier har behov for efteruddannelse i it-sikkerhed om &ret, vil det svare til ca. 37 studerende arligt. Eller hvis blot 0,9% af
de sma virksomheder (10-49 ansatte) i Region Nordjylland har behov for at sende 1 medarbejder pa efteruddannelse i
it-sikkerhed om &ret, vil det svare til 20 studerende. At der er et behov, ses ogsa pa stigningen pa antallet af studerende,
der har afsluttet moduler pa it-sikkerhed pa eksisterende udbud, hvor det samlede optag er steget fra 25 i 2017/2018 til et
optag pa 80 i 2019/2020.

Hvilke aftagere har veeret inddraget i behovsundersggelsen? Besvarelsen m& maks. fylde 1200 anslag

Jf. behovsanalysen har UCN udarbejdet en spgrgeskema-undersggelse blandt 12 nordjyske it-virksomheder: LAZZAWEB,
LOGICMEDIA as UNIK, Rule store, 2operate, Labtech Data Erhverv, Combine, Tr3co, Telco Electronics A/S , Treat
Systems, KMD, Ask Cody, Smart Trial, Softsense, UVData samt 2 interviews med Softsense og UVData. Derudover har
UCN indhentet 3 behovstilkendegivelser fra: DI-digital, Dansk Industri, Prosa samt DanPhone. Foruden ovenstaende
indgar data fra rapporten "Analyse af behov for udbud af Professionsbachelor i it-sikkerhed i Nordjylland”, som blev
udarbejdet i forbindelse med UCNs ansggning om praekvalifikation af top up uddannelse i it-sikkerhed. Rapporten er bl.a.
baseret pa 8 kvalitative interviews og giver et indblik i uddannelsesbehovene inden for it-sikkerhed i 8 nordjyske
virksomheder (Dolle i Frgstrup, Trackunit i Aalborg, Labtech i Aalborg, Danphone i Pandrup, KMD i Aalborg, Trifork i
Aalborg, Spar Nord, ho-vedseedet i Aalborg og NetlP i Thisted). Derudover er der gennemfart et kvalitativt interview med
formanden for bestyrelsen i DigitalLead Claus Falk om bl.a. netveerkets undersggelser og erfaringer vedrgrende
it-sikkerhed i IKT-klyngen i Nordjylland.

Beskriv ligheder og forskelle til beslaegtede uddannelser, herunder beskeeftigelse og eventuel dimensionering.
Besvarelsen ma maks. fylde 1200 anslag

UCN vurderer, at der ikke er nogle diplomuddannelser i Nordjylland, der er neert beslaegtet med diplom i it-sikkerhed. UCN
udbyder en top-up i it-sikkerhed. Denne uddannelse adskiller sig fra diplom i it-sikkerhed, bade i forhold til opbygning,
adgangskrav og malgruppe (Jf. behovsanalysen hvor 14 ud af 16 studerende i 2021 er gaet direkte fra deres
erhvervsakademiuddannelse til top-up uddannelsen i it-sikkerhed). UCN udbyder flere uddannelser indenfor it-omradet
sasom diplom i Softwareudvikling og diplom i Webudvikling. Webudvikling er en top-up-uddannelse, der har fokus pa
webudvikling og har saledes ingen overlap til neerveerende uddannelse. Softwareudvikling er ogsa en top-up uddannelse,
som har fokus pa softwareudvikling, men bergrer kun it-sikkerhed meget kort og har sdledes et meget begraenset overlap
til neerveerende uddannelse. P& Aalborg Universitet udbydes falgende tre uddannelser i Aalborg pa bachelorniveau:
Bachelor i Datalogi, Bachelor i Internetteknologier og computersystemer samt Bachelor i Software, men faelles for dem er
at der ikke er nogle af dem der bergrer it-sikkerhed, og det er derfor meget begreenset overlap med en diplomuddannelse i
it-sikkerhed.
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Uddybende bemaerkninger

Beskriv rekrutteringsgrundlaget for ansggte, herunder eventuelle konsekvenser for eksisterende besleegtede
udbud. Besvarelsen m& maks. fylde 1200 anslag

Jf. behovsanalysen forventer UCN at rekruttere studerende til diplom i it-sikkerhed pa tveers af brancher og
virksomhedsstgrrelse, dette set i lyset af, at: 1) Cybertrusler er ikke forbeholdt en bestemt branche eller en bestemt
stagrrelse af virksomhed. 2) Uddannelsens formal er at kvalificere nuveerende og kommende ansatte i private savel som
offentlige virksomheder og organisationer til at kunne fungere selvsteendigt som it-specialist. 3) personer som arbejder
med it-sikkerhed, har ikke nadvendigvis en formel uddannelse inden for it-omradet, men har i stedet en anden formel
uddannelse. (jf. adgangskrav til uddannelsen kan der ligeledes optages ansggere, der ikke har gennemfgrt en
adgangsgivende uddannelse, efter en individuel kompetencevurdering). Da uddannelsen henvender sig til ansggere pa
tveers af brancher, virksomhedsstarrelse og uddannelsesbaggrund, er der forventeligt et stort og bredt ansggerfelt til
uddannelsen. | forhold til udbuddet i Arhus, er det UCN'’s vurdering at et nyt udbud af diplom i it-sikkerhed, ikke er i
konkurrence med eksisterende udbud ved EAAA, en vurdering som EAAA er enige i, jf. bilag 1 i behovsanalysen
(hgringssvar fra EAAA).

Beskriv kort mulighederne for videreuddannelse

I lighed med dimittender fra andre diplomuddannelser i it-sikkerhed vil dimittender fra uddannelsen have adgang til savel
master- og kandidatuddannelser.

Forventet optag pa de farste 3 ar af uddannelsen. Besvarelsen ma maks. fylde 200 anslag
Forventet optag pa moduler under diplomuddannelsen i it-sikkerhed:

* 2023: 20 studerende

e 2024: 24 studerende

e 2025: 32 studerende

Hvis relevant: forventede praktikaftaler. Besvarelsen ma maks. fylde 1200 anslag

Ikke relevant

@vrige bemeerkninger til ansggningen
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Hermed erkleeres, at ansggning om preaekvalifikation er godkendt af institutionens rektor
Ja

Status pa ansggningen
Godkendt

Ansggningsrunde
2022-2

Afgarelsesbilag - Upload PDF-fil
Afggrelsesbrev C7 UCN - diplomuddannelse i it-sikkerhed.pdf

Samlet godkendelsesbrev - Upload PDF-fil
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Behovsanalyse for diplom i It-sikkerhed
Dokumentation af efterspargsel pa nyt udbud af uddannelsen i
Nordjylland

Indhold

Bag O UNG .. 1
Diplomuddannelse i it-STKKErNed.........coov oo 2
Det nationale behov for efteruddannelse i it-SikKerhed ... 2
Det nordjyske behov for efteruddannelse i it-sikkerhed...........ccccoo i 4
4.1  Afdeekning af behov via spgrgeskemaunderSggelSe ... 4
4.2  Afdaekning af benov VIa INtEIVIEWS ........ccooeiiii e 7
4.3 Behovstilkendegivelser fra brancheorganisationer............cccccoo oo 8
Rekrutteringsgrundlag for uddannelSen ... 12
KONKIUSTON .ttt ettt ookttt e skttt e 1kt e e skt e e st e e e nnneeee s 14
6.1 Bilag 1: Hgringssvar — Aarhus Erhvervsakademi...........coouuiiiiiiiie e 15
Y= L= g Yot = PP PP S PUPRP PPN 15
Baggrund

Erhvervsakademi Aarhus (EAAA) ansggte i 2016 om en ny uddannelse og udbud af diplomuddannel-
sen i it-sikkerhed. Ansggningen blev godkendt af RUVU i 2017, som sa positivt pa intentionen om at
etablere en diplomuddannelse inden for it-sikkerhed. Kgbenhavns Erhvervsakademi blev i 2017 god-
kendt til at udbyde uddannelsen, hvor RUVU vurderede, at der nationalt var et vaesentligt behov for et
efteruddannelsesudbud p& diplomniveau inden for it-sikkerhed. Udover ovenstaende 2 udbud, udby-
des uddannelsen ved UCL Erhvervsakademi og Professionshgjskole (i Odense).

Denne behovsanalyse har til formal at dokumentere behovet for et nyt udbud af diplomuddannelse i
it-sikkerhed i Nordjylland. Ansggningen er initieret p& baggrund af dialoger med aftagerne pa det nord-
jyske arbejdsmarked samt en generel efterspargsel i samfundet pd medarbejdere med kompetencer
i it-sikkerhed. Behovsanalysen bygger pa:

e Spgrgeskemaundersggelse fra juni 2022 med deltagelse af 13 nordjyske virksomheder.
o Kvalitative interviews fra juni 2022 med 2 nordjyske virksomheder.
¢ Behovstilkendegivelser fra 3 landsdaekkende brancheorganisationer.

e Forundersggelse af behovet for medarbejdere med kompetencer indenfor it-sikkerhed "Ana-
lyse af behov for udbud af Professionsbachelor i it-sikkerhed i Nordjylland”

e Haringssvar fra EAAA, som ikke har indsigelser i forhold til ansggningen om et nyt udbud.

e Andre relevante data og rapporter.

1/15
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2.

Diplomuddannelse i it-sikkerhed

Diplomuddannelsen i it-sikkerhed har til formal at kvalificere nuveerende og kommende ansatte til at
kunne fungere selvsteendigt som it-sikkerhedsspecialist med fokus pa at arbejde med fortrolighed,
integritet og tilgeengelighed i forbindelse med udvikling og drift af it-systemer i savel private som of-
fentlige virksomheder og organisationer. Herunder skal dimittenden kunne indgé i tveerfaglige og tveer-
gaende samarbejder samt selvsteendigt udvikle egen sikkerhedspraksis.

Dimittenden skal kunne analysere, planlaegge, vurdere og anvende elementer, der indgar i it-sikker-
hedsprocesser pé et savel strategisk, taktisk som operativt niveau pa en reflekterende og handlings-
orienteret made.

Den uddannede skal selvsteendigt kunne varetage arbejde med at analysere, planlseegge og vurdere
it-sikkerhedsmaessige forhold i forbindelse med drift, kontrol og udvikling i sével private som offentlige
virksomheder.

Uddannelsen tager udgangspunkt i kerneomraderne indenfor it-sikkerhed og behandler alle disse om-
rader pd diplomniveau. Uddannelsen er udformet som efteruddannelse for it-professionelle med og
uden uddannelse inden for omradet.

Det nationale behov for efteruddannelse i it-sikkerhed

| dag er der en eksplosiv stigning i antal af digitale trusler sdsom, ransomware (online afpresning),
phishing, CEO-fraud (direktgrsvindel), fakturabedrageri, DDoS-angreb (overbelastningsangreb), cy-
per spionage, virus og malware etc. (Sikkerdigital, 2022).

Den 5. maj 2022 lancerede regeringen en ny digitaliseringsstrategi, der blandt andet skal gge den
digitale sikkerhed og understgtte danskernes og virksomhedernes digitale kompetencer. Strategien
bygger pa 9 visioner, hvoraf vision 1 er: Styrket cyber- og informationssikkerhed, hvor falgende udfo-
ringer identificeres:

Der er mangel pa ledelsesforankring
og kompetencer

B A

22 7% 26 %

af de virksomheder og myndigheder, der har af de danske SMV'er traffer beslutninger
forsegt at rekruttere informationssikkerheds- om virksomhedens arbejde med digital
arbejdskraft, har enten ikke kunne anszette sikkerhed, hvor ledelsen kun i nogen eller
eller har matte ansaette en profil, som ikke havde mindre grad er involveret.
alle de gnskede kompetencer.

Kilde: Arbejdsmarkedet for informationssikkerhedskompetencer Kilde: Digital sikkerhed i danske SMV'er, Erhvervsstyrelsen, 2021.
i Danmark, Hejbjerre Brauer Schultz, 2019.

Figur 1: Danmarks digitaliseringsstrategi (Finansministeriet, 2022)

Til at lgse dette peges der bl.a. pa fglgende strategiske indsatser der i hgj grad forudseetter, at it-
sikkerheden er pa plads:
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© Der stilles nye krav til myndigheder med ansvar for samfundsvigtige
funktioner, der i veesentlig grad er it-understattet, om at udarbejde
strategier for cyber- og informationssikkerheden samt oprette en
decentral cyber- og informationssikkerhedsenhed.

© Derigangsattes indsatser med fokus pa at @ge kompetenceniveauet
og ledelsesforankringen inden for cyber- og informationssikkerhed
i staten.

© Derigangsattes og faciliteres nye offentlig-private initiativer
malrettet en starre cybersikkerhed blandt SMV'er. Det understattes
bl.a. med en ny cybersikkerhedspagt mellem regeringen og en raekke
centrale private akt@rer pa omradet.

Figur 2: Danmarks digitaliseringsstrategi (Finansministeriet, 2022).

| erhvervsstyrelsens rapport 'IT-sikkerhed og datahandtering i danske SMV’er' (sma og mellemstore
virksomheder) (Erhvervsstyrelsen, 2018) gives en raekke veerdifulde indsigter i bl.a. it-sikkerhedsni-
veauet i danske SMV’er, hvilket er relevant, da der i Nordjylland netop er mange af disse
(Erhvervsstyrelsen, 2018).

Analysen er udarbejdet pa baggrund af resultater fra en survey blandt 1.054 SMV’er, 14 case-inter-
views, statistik fra Danmarks Statistik, hackersimuleringsdata fra Deloitte samt desk research
(Erhvervsstyrelsen, 2018).

Analysens hovedresultater var bl.a. at:

e 39 procent af danske SMV’er ikke har det rette match mellem risikoprofil og it-sikkerhedsni-
veau, hvilket gger deres sarbarhed for it-sikkerhedsbrud.

e 1 ud af 4 danske SMV’er ikke har implementeret de mest essentielle it-sikkerhedstiltag (sy-
stematisk og lgbende opdatering af software/styresystemer og dokumenterede og gennem-
testede backup-procedurer).

e der er en markant sammenhaeng mellem it-sikkerhedsniveauet i danske SMV’er og virksom-
hedsledelsens engagement og viden herom.

e viden og engagement hos medarbejdere og it-ansvarlige har en positiv korrelation med it-
sikkerhedsniveauet.

e 16 procent af danske SMV’er potentielt kan miste deres forretningsgrundlag, hvis forretnings-
kritiske eller andre falsomme data leekkes (Erhvervsstyrelsen, 2018).

Dette underbygges i 2020 af Danmarks Statistik, som arligt samler en rapport om ”IT-anvendelse i
befolkningen”, hvoraf det i den seneste publikation fremgar, at: "Halvdelen (47 pct.) af befolkningen
mellem 16 og 89 ar har oplevet sikkerhedsproblemer ved aktiviteter online i form af falske e-mails,
bedrageri, hacking eller identitetstyveri. Det samme geelder 11 pct. af danske private virksomheder. 8
pct. af virksomhederne har oplevet, at adgangen til it-services er blevet blokeret og 3 pct. har faet
slettet eller gdelagt data. 3 pct. af virksomhederne har oplevet videregivelse af fortrolige data som
falge af cyberkriminalitet sdsom phishing, hvor modtageren lokkes til at afgive oplysninger igennem
falske e-mails eller hiemmesider.” (Danmarks Statestik, 2020). Der er intet, der tyder pa, at udviklingen
gar i den modsatte retning, tveert i mod er udviklingen eskaleret.
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4.1

Den ggede stigning af digitale trusler underbygges yderligere af Datatilsynets? statistik over an-
meldte sikkerhedsbrud i den private og offentlige sektor. Statistikken viser, at der i gennemsnit er
157 ugentlige anmeldelser om sikkerhedsbrud fra den private og offentlige sektor til Datatilsynet.2

Ovenstaende viser, at der er et behov for at efteruddanne medarbejdere indenfor it-sikkerhedsomra-
det. Et behov der i gjeblikket ikke daekkes i Nordjylland, da der ikke udbydes andre besleegtede ef-
teruddannelsestilbud i regionen.

Det nordjyske behov for efteruddannelse i it-sikkerhed

Formélet med de fglgende afsnit er at dokumentere behovet for et diplom i it-sikkerhed pa det nord-
jyske arbejdsmarked.

| forbindelse med UCNs ansggning om preaekvalifikation af top up uddannelse i it-sikkerhed blev fgl-
gende forskningsbaserede rapport udarbejdet: "Analyse af behov for udbud af Professionsbachelor i
it-sikkerhed i Nordjylland” (Jensen, 2018)3. Rapporten er bl.a. baseret pa 8 kvalitative interviews og
giver et indblik i uddannelsesbehovene inden for it-sikkerhed i 8 nordjyske virksomheder (Dolle i Fras-
trup, Trackunit i Aalborg, Labtech i Aalborg, Danphone i Pandrup, KMD i Aalborg, Trifork i Aalborg,
Spar Nord, hovedsaedet i Aalborg og NetlP i Thisted).

Derudover er der gennemfart et kvalitativt interview med formanden for bestyrelsen i DigitalLead*
Claus Falk om bl.a. netveerkets undersggelser og erfaringer vedrgrende it-sikkerhed i IKT-klyngen i
Nordjylland.

| rapporten konkluderes det at:

o It-sikkerhed fylder rigtig meget i it-virksomhedernes opgaveportefglie. Manglen pa de rette
it-kompetencer anses for den stgrste barriere for veekst i branchen. Denne barriere er seerlig
stor i Nordjylland.

o Alle interviewpersoner gav udtryk for, at indholdet og opbygningen af uddannelsen i hgj grad
rammer plet i forhold til virksomhedernes behov.

o De starre it-virksomheder ser en voksende forretning i it-sikkerhed i forhold til at seelge kon-
sulentydelser til forskellige kunder (Jensen, 2018).

Opsamlende kan man sige, at rapporten paviser et uddannelsesbehov i virksomhederne i Nordjylland,
hvor praktikere har brug for at udvikle deres kompetencer indenfor it-sikkerhed med den nyeste teo-
retiske viden.

Afdeekning af behov via spgrgeskemaundersggelse

UCN har gennemfart en spgrgeskemaundersggelse i 2022, som underbygger at efterspargslen pa
medarbejdere med kompetencer indenfor it-sikkerhed stiger i takt med antallet af digitale trusler. Et
behov som en efter- og videreuddannelse i diplom i it-sikkerhed kan daekke.

| spgrgeskemaundersggelsen deltager 13 it-virksomheder i Nordjylland. Alle virksomhederne er ble-
vet informeret om uddannelsens indhold og dimittendernes kompetencer samt henvist til yderligere
konkret information om uddannelsen i "UddannelsesGuiden”. Med henblik pa at vurdere

1 Datatilsynet er den centrale uafhaengige myndighed, der fgrer tilsyn med, at reglerne om databeskyttelse bliver overholdt.

2 Datagrundlaget for statistikkerne er alle modtagne anmeldelser pd brud p& persondatasikkerheden efter databeskyttelsesforordningen, som er anmeldt siden
uge 17, 2020. Arsagen for netop denne skaeringsdato er, at tilsynet fra dette tidspunkt begyndte at klassificere anmeldelserne i haendelsestyper (Datatilsynet,

2020).

3 Rapporten kan eftersendes til RUVU, hvis gnskes.

4 DigitalLead er et privat/offentligt partnerskab pa IKT-omradet, der arbejder for at stette og udvikle den nordjyske IKT-klynge. Den nordjyske IKT-klynge Brains-
Business er baseret pa et neert triple-helix-samarbejde med deltagelse af erhvervslivet — organiseret i BrainsBusiness’ medlemsnetvaerk med 135 betalende
medlemmer — Aalborg Universitet, Business Region North Denmark og Aalborg Kommune.
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uddannelsens relevans for det regionale arbejdsmarked og for respondentens virksomhed, er alle
respondenter blevet bedt om at tage stilling til falgende spgrgsmal ud fra en vurdering som repree-
sentant for deres virksomhed eller organisation:

Spergsmal til virksomheder

Hvor stort er det generelle behov for Meget Stort Lille Intet Ved ikke
medarbejdere med kompetencer stort behov behov behov

indenfor it-sikkerhed i Nordjylland? behov

Hvor stort er behovet i din virksomhed for | Meget Stort Lille Intet Ved ikke
at ansaette medarbejdere, der har stort behov behov behov
kompetencer indenfor it-sikkerhed? behov

Hvor mange medarbejdere vurderer du, at | Ingen 1-2 3-5 6-9 10+

| vil sende pa kursus i it-sikkerhed indenfor

de neeste 3-5 ar?

Hvilke faglige kompetencer inden for it-
sikkerhed ensker du, at nye medarbejdere
har?

Evt. kommentarer:

Ca. antal ansatte i alt i virksomheden:

Figur 3: Egen interviewguide

Herudover er alle respondenter blevet bedt om at uddybe deres svar ved at knytte yderligere kom-
mentarer til behovet for uddannelsen. Efter gnske kan yderligere dokumentation for den indsamlede
data fremsendes.

Tabel 1: Oversigt over adspurgte virksomheder samt spgrgeskemasvar

Virksomhed 23% Antal 1. Generelt behovi 2. Virksomhe- 3. Antal forventede
ansatte Nordjylland dens behov medarbejdere der skal
sendes pa kursus

LAZZAWEB Aalborg 30 Ved ikke Intet behov 0
LOGICMEDIA as UNIK Aalborg 44 Stort behov Lille behov 1-2

Rule store Hjorring 6 Meget stort behov Meget stort 3-5
behov
Aalborg 7 Stort behov Ved ikke 0

Aalborg 150 Meget stort behov Stort behov 6-9
Erhverv

Aalborg 25 Stort behov Stort behov 1-2

300 Stort behov Ved ikke 1-2

Aalborg 40 Stort behov Lille behov 1-2

Smart Trial Aalborg 24 Meget stort behov Meget stort 3-5
behov

Telco Electronics A/S Brovst 80 Stort behov Lille behov 1-2
Aalborg 35 Stort behov Stort behov 1-2

Aalborg 3000+ Meget stort behov Stort behov 10+

Deep Pool 100 Meget stort behov Meget stort 3-5
behov

Generelt vurderer alle virksomheder, at udviklingen gar mod et sterre behov for it-sikkerhed. Under-
sggelsen viser at 54 % af virksomhederne angiver et stort behov for medarbejdere med kompetencer
indenfor it-sikkerhed i Nordjylland, mens 38 % angiver et meget stort behov (figur 1). Eksempelvis
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uddyber en af respondenterne: Generelt kunne en form for efteruddannelse/kurser for andre perso-
nalegrupper ogsa veere aktuelt. Hvor de far en viden om den enkelte medarbejders rolle i forhold til it-
sikkerhed. Risici typer, konsekvenser og hvordan man bedst garderer sig.” (Telco Electronics A/S).

Undersggelsen viser ligeledes at 31 % af virksomhederne angiver et stort behov for at ansaette med-
arbejdere med kompetencer indenfor it-sikkerhed, mens 23 % angiver et meget stort behov. 23 %
angiver et lille behov (figur 2):

Firgur 1: Hvor stort er det generelle behov for
medarbejdere med kompetencer indenfor it-

Figur 2: Hvor stort er behovet i din virksomhed for at
anseette medarbejdere, der har kompetencer indenfor it-

sikkerhed i Nordjylland? sikkerhed?

m Meget stort behov = Stort behov = Lille behov mIntet behov ®Ved ikke m Meget stort behov Stort behov Lille behov mintet behov mVed ikke

Dette behov ses ogsa tydeligt, nar resultaterne viser at:

De 10 virksomheder i alt vil sende mellem 21-36 medarbejdere pa uddannelse de neeste 3-5
ar (Tabel 1)

1 virksomhed vil sende mere end 10 medarbejdere pa uddannelse de naeste 3-5 ar (tabel 1)

46 % forventer at sende 1-2 medarbejdere pa eftervidereuddannelse i it-sikkerhed indenfor
de naeste 3-5 ar (figur 3). En af virksomhederne uddyber eksempelvis med: "Med de produk-
ter vi udvikler i virksomheden, bgr vi have medarbejdere med kompetencer indenfor it-sik-
kerhed, men har dem ikke.” (UVData).

23 % angiver, at de vil sende 3-5 medmedarbejdere pé eftervidereuddannelse i it-sikkerhed
indenfor de naeste 3-5 ar (figur 3). Blandt de 15 procent, der har angivet, at de ikke gnsker at
sende medarbejdere pa kursus inden for de naeste 3-5 ar, uddybes det bl.a. med: "Lige nu
kan jeg se at vi er godt daekket ind, men der sker hele tiden udvikling, s& pa den lange bane
kan jeg godt se formélet med at fa folk efteruddannet” (Logicmedia as Unik).

Figur 3: Hvor mange medarbejdere vurderer du,
at | vil sende pa kursus i it-sikkerhed indenfor
de neeste 3-5 ar?

Emingen =1til2 =3tl5 m6tl9 ™10+
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| spgrgeskemaundersggelsen bliver virksomhederne bedt om at uddybe hvilke kompetencer indenfor
it-sikkerhed, som de har behov for at deres medarbejdere har:

"Generelt gnsker jeg nogen der kan drive en sikker it-afdelingen uden at veere i vejen for produktionen,
men understgtte produktionen. Der skal vaere god balance mellem paranoia og ignorance.” (Logic-
media as unik).

“Generelt handtering af de stigende trusler om cyperangreb.” (Tr3co).

“Alle — fra interne procedurer til komplet forsvar mod kendte trusler, cybercrime m.m. Deltagelse i
udvikling af data sikkerhedsstrategi overfor vores kunder.” (Combine).

"Viden om trusselstyper. Lyst og nysgerrighed efter at holde sig opdateret, og vide hvordan man ger
det. Veere i stand til at udarbejde strategi og planleegge i forhold til it- sikkerhed.” (Telco Electronics
A/S).

“Etablering og vedligeholdelse af sikker infrastruktur til drift af vores lgsninger. Medarbejdere med
viden om hvordan man udvikler sikker software (f.eks. med viden om, og kompetencer til at arbejde
uden om sikkerhedsbrister beskrevet i OWASP). Medarbejdere med viden omkring identity manage-
ment, authentication/authorization” (KMD).

Ud fra citaterne er det tydeligt, at der er et match imellem det virksomhederne, efterspgrger og den
viden og de feerdigheder og kompetencer, som diplomuddannelse i it-sikkerhed tilbyder.

Ovenstaende viser et stort efteruddannelsesbehov i virksomhederne, hvor praktikere har brug for at
udvikle deres kompetencer med den nyeste teoretiske viden indenfor it-sikkerhed.

Afdeekning af behov via interviews

UCN har gennemfgrt 2 kvalitative interviews med informanter fra to virksomheder; UVData og Soft-
sense. Disse to virksomheder er valgt, da disse repreesenterer en typisk Nordjysk it-virksomhed, bade
i antal ansatte og brancheomrader. Interviewet blev gennemfart ud fra falgende interviewguide:

Dato:
Interview person: Virksomhed: Stillingsbetegnelse:

Interviewer: Frank

Interview type: semistruktureret
Fokus: Spergsmail vedr. behov for diplomuddannelse i it-sikkerhed i Nordjyske virksomheder
Interviewspgrgsmal Noter

1. Hvornar oplever i et behov for
medarbejdere med kompetencer
indenfor it-sikkerhed i Nordjylland?

2. Hvordan handterer virksomheden
manglen pa disse kompetencer?

3. Hvilke fordele mener [ der vil er ved at
videreuddanne nuvarende
medarbejdere indenfor it-sikkerhed pa
en eftervidereuddannelse?

4. Hvilke fordele kan du se ved at det er
jeres egne medarbejdere i sender pa
videreuddannelse

5. Senderimedarbejdere pa
efterviderenddannelse?

Hvis ja, indenfor hvilke omrader?

6. Hvad er virksomhedens gkonomiske
rammer for kompetenceudvikling?

7. Harlnogle ansatte der er autedidakte
indenfor it-sikkerhed?

8. Hvad er jeres gkonomiske rammer for
at sende jeres medarbejdere pa efter-
og videreuddannelse?

9. Hvilke niveau uddannelse er jeres
medarbejder pa?

10. Andet

Figur 4: Egen interviewguide
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4.3

De to adspurgte virksomheder udtrykte begge store fordele ved at sende deres medarbejdere pa
kursus i it-sikkerhed:

"Fordelen er at bibeholde viden til IT-sikkerhed i virksomheden. Det skal bruges til ethvert nyt pro-
dukt der skal laves, sa vi tror ikke pa IT-sikkerhed som en konsulentydelse.” (UVData)

"Det hgjner vores kompetencer sa vi kan byde pa flere og mere kraevende opgaver, som markedet
eftersparger i gjeblikket i forhold til verdenssituationen.” (Softsense)

Nar Softsense naevner verdenssituationen i ovenstaende citat referer de til Ruslands invasion i
Ukraine. Invasionen har nemlig medfgrt store forandringer i det sikkerhedspolitiske landskab, og it-
sikkerhed er ogsa i det lys et centralt emne. Derfor oplever UCN at it-sikkerhed i 2022 i den grad et
relevant emne og essentielt for alle virksomheder.

Et andet argument for fordelen ved at efter- og videreuddanne medarbejder, mener virksomheden
Softsense er fastholdelse af medarbejdere: "Fordelen er at det giver os ogsd mulighed for at holde
pa vores medarbejdere i den tid de er under uddannelsen og fremadrettet, samt det hgjner deres
kompetencer” (Softsense).

En af virksomhederne understreger, at de oplever i et behov for medarbejdere med kompetencer
indenfor it-sikkerhed i Nordjylland i hverdagen pga. kundernes efterspgrgsel:

"Det oplever vi i vores hverdagsopgaver, da efterspgrgslen fra vores kunder stiller krav til det. De
efterspgrger blandt andet til authentication i forhold til login, sikkerhed af backup og audit log” (Soft-
sense).

Virksomheden UVData oplever at de oplever et behov i forbindelse med virksomhedens produktud-
vikling og udtrykker saledes: *Vi oplever et behov med de produkter vi udvikler i virksomheden, bar
Vi have medarbejdere med disse kompetencer, men har dem ikke.” (UVData).

Ovenstaende interviews underbygger spgrgeskemaundersggelsens konklusioner om, at der er et
stort efteruddannelsesbehov indenfor it-sikkerhed i Nordjylland.

Behovstilkendegivelser fra brancheorganisationer

UCN har veeret i dialog med tre brancheorganisationer med henblik pa at fa en behovstilkendegivelse
fra hver organisation. De tre organisationer, der er taget kontakt til er:

e Dl-digital
DlI-digital er en brancheorganisation for Dansk Industri. Organisationen er Danmarks starste
arbejdsgiver- og erhvervsorganisation og repraesenterer over 19.000 sma og store virksom-
heder fra stort set alle grene af dansk erhvervsliv over hele landet.

e Prosa
Er det eneste fagforbund udelukkende for it-professionelle med hele 16.000 medlemmer.
e Danphone A/S

Har ansvar for udvikling af landbaserede kystradiolgsninger (Safety Of Life at Sea). Danphone
er udvalgt, da it-sikkerhed indenfor maritim kommunikation er et fokusomrade for den inter-
national maritime organisation under FN.

Alle tre brancheorganisationer tilkendegiver, at der er et stort behov for en diplomuddannelse i it-
sikkerhed i Nordjylland, og deres behovstilkendegivelser kan leeses pa de falgende 3 sider:
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00 oisit= T

University College Nordjylland Danish ICT and Electronics Federation
Att. Omrideleder Thomas Fisker Nielsen

Behovstilkendegivelse vedrerende ny diplomuddannelse i it-sikkerhed

DI Digital, som er brancheorganisation for de digitale virksomheder i DI, skal som et led
i prakvalifikationsansegningen om ny diplomuddannelse 1 it-sikkerhed hermed
tilkendegive vores stette til ansegningen om den nye uddannelse.

DI Digital stetter op om UCNs ansegning om uddannelsen, da vi oplever, at de danske
virksomheder og herunder ikke mindst SMV-segmentet har et udaekket kompetencebehov
inden for it-sikkerhed; dvs. viden om trusseltyper, udvikling af sikkerhedsstrategier,
system- og applikationssikkerhed, netvaerks- og kommunikationssikkerhed, design af
sikre systemer og Sikkerhedsledelse (it-governance).

Vi ser frem til en godkendelse af preekvalifikationsansegningen og det videre arbejde med
etablering af uddannelsen.

Med venlig hilsen
-~ /

Ze o

o Wiberg j
Chefkonsulent
DI Digital

H. C. Andersens Boulevard 18 (+45) 3377 3377
1553 Kabenhawn V digitalgdi.dk
Danmark digital. di.dk EWR: 16 67 78 93
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2OJA

Forbundet af It-professionelle
20220624/MIT

Diplom i It-sikkerhed

PROSA = Forbundets af It-professionelle, har faet forelagt et gnske om at UCN University College
MNordjylland far udbud af diplomuddannelsen i It-sikkerhed.

Det er PROSA's vurdering at der er et stort, og stigende behov for de kompetencer som uddannelsen
reprasenterer i it-arbejdsstyrken. Hvad enten den it-professionelle arbejder med it-arkitektur,
systemudvikling, programmering, infrastruktur eller andet, spiller de sikkerhedsmassige aspekter en stgrre
og stgrre rolle. Det er derfor afggrende at it-arbejdsstyrken har adgang til kompetenceudvikling inden for
de faglige omrader som diplomuddannelsen i It-sikkerhed repraesentere.

Diplomuddannelsen i it-sikkerhed udbydes | forvejen tre steder i landet, KEA | Kgbenhavn og EA Aarhus i
Aarhus, samt UCL Erhvervsakademi og Professionshajskole | Odense. Vi mangler en daekning af det
Nordjyske it-arbejdsmarked | Danmark.

UCH har i forvejen PBA overbygningen i it-sikkerhed, institutionen er saledes allerede i besiddelse af det
faglige miljg.

PROSA statter derfor kraftigt at UCN far muligheden for at udbyde diplomuddannelsen i it-sikkerhed.

For anbefaling

Michael Tattrup
Ledelseskonsulent

mit@prosa.dk [ +45 28 88 12 48
PROSA - forbundet af It-professionelle

Side 1
PROSA - forbundet af lt-professionelle
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A

"‘DANPHONE
\ 4

University College Nordjylland
Att. Omradeleder Thomas Fisker Nielsen

1. August 2022
Behovstilkendegivelse vedrerende ny diplomuddannelse i it-sikkerhed

Danphone A/S der har ansvar for udvikling af landbaserede kystradiolesninger indenfor IMO/SOLAS (Safety Of
Life at Sea), skal som et led i praekvalifikationsansegningen om ny diplomuddanneise i it-sikkerhed hermed
tilkkendegive vores stette til ansegningen om den nye uddannelse.

Danphone A/S stetter op om UCNs ansegning om uddannelsen, da vi i branchen oplever et behov for en for at
daekke kompetencebehovet indenfor it-sikkerhed; dvs. viden om trusseltyper, udvikling af sikkerhedsstrategier,
system- og applikationssikkerhed, netvaerks- og kommunikationssikkerhed, design af sikre systemer og
Sikkerhedsledelse (it-governance) i Nordjyske virksomheder.

Kritisk Infrastruktur og derunder sikring af it-sikkerhed er et omrade med stigende fokus, da trusselsbilledet og
konsekvenser af nedbrud vokser og forventes kun at vokse yderligere. Indenfor maritim sikkerhed og
kommunikation er dette et specielt fokusomrade for den international maritime organisation under FN.

Vi ser frem til en godkendelse af praekvalifikationsansegningen og det videre arbejde med etablering af
uddannelsen.

Med venlig hilsen

Claus Falk
Administrerende Direktoer
Danphone A/S
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5. Rekrutteringsgrundlag for uddannelsen

UCN forventer at rekruttere studerende til diplom i it-sikkerhed pé tvaers af brancher, virksomheds-
stagrrelse og uddannelsesbaggrund, dette set i lyset af, at:

Cybertrusler er ikke forbeholdt en bestemt branche eller en bestemt stagrrelse af virksomhed
(if. afsnit 3 som papeger udfordringer for de sma og mellemstore virksomheder). Dette ses
ogsa af UCN’s spgrgeskemaundersggelse, afsnit 4.1, som viser at Rule store, en lille virk-
somhed pé& 6 ansatte, har behov for at uddanne 3-5 medarbejdere i Igbet af de naeste 3-5 ar.
At cybertusler ikke er forbeholdt en bestemt branche ses ogsa af Erhvervsstyrelsens spgrge-
skemaundersggelse, der gar pa tvaers af alle brancher (Erhvervsstyrelsen, 2018).

Uddannelsens formal er at kvalificere nuveerende og kommende ansatte i private savel som
offentlige virksomheder og organisationer til at kunne fungere selvsteendigt som it-specialist,
jf. afsnit 2.

Personer som arbejder med it-sikkerhed, har ikke ngdvendigvis en formel uddannelse inden
for it-omradet, men i stedet har en anden formel uddannelse (jf. adgangskrav til uddannel-
sen, kan der ligeledes optages ansggere, der ikke har gennemfgrt en adgangsgivende ud-
dannelse, efter en individuel kompetencevurdering).

Da uddannelsen henvender sig til ansggere pa tveers af brancher, virksomhedsstgrrelse og uddan-
nelsesbaggrund, er der forventelig et stort og bredt ansggerfelt til uddannelsen.

| nedenstaende tabel, med data for det private arbejdsmarked i region Nordjylland, vises antallet af
virksomheder i udvalgte brancher, hvor virksomhederne er inddelt efter i branche og starrelse.
Selvom behovet for efteruddannelse i it-sikkerhed er relevant for alle brancher, er der i nedensta-
ende tabel udvalgt nogle specifikke brancher, hvor behovet ma anses som vaerende saerdeles rele-
vant i forhold til en efteruddannelse indenfor it-sikkerhed. Brancherne er udvalgt, da det er indenfor
disse, at Forsvarets Center for Cybersikkerhed udarbejder trusselsvurderinger (Center for
cypersikkerhed, 2022).

Tabel 2: Antallet af virksomheder i udvalgte brancher, hvor virksomhederne er inddelt efter i branche og

starrelse.
Industri, rastof- Handel og trans- | Information og Finansiering og Total
indvinding og port mv. kommunikation forsikring
forsyningsvirk-
somhed
5-9 jobs 303 1467 95 68 1933
10-19 jobs 313 969 56 64 1402
20-49 jobs 218 614 47 27 906
50-99 jobs 119 125 15 8 267
100 jobs eller 89 44 9 8 150
derover
Total 1042 3219 222 175

Kilde: Danmarks statistik, statikbanken, opggrelse fra 2020

Som tabel 2 viser er der mange private virksomheder i Nordjylland, der potentielt har behov for at
sende en eller flere medarbejdere pa efter- og videreuddannelse i it-sikkerhed.
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Hvis vi ser neermere pa rekrutteringsgrundlaget inden for branchen it, Telekommunikation og medier
(som afspejles i behovsanalysen i kapitel 4), viser FremKom 4 fglgende i relation til antal ansatte i
2019 (Fremkom4 - Fremtidens nordjyske kompetencebehov, 2022):

Tabel 3: Antal ansatte i udvalgte sektorer samt samlet for Nordjylland i 2019

Sektor IT, Telekommunikation og Medier Alle sektorer i Nordjylland

Antal ansatte 7.532 281.064

Kilde: FremKom 4, Mini Hovedrapport (Fremkom4 - Fremtidens nordjyske kompetencebehov, 2022).

| forhold til ovenstaende 2 tabeller er det naturligvis ikke alle virksomheder eller alle ansatte, der har
behov for en efteruddannelse i it- sikkerhed eller som opfylder adgangskravene til uddannelsen. Men
antager vi, at blot 0,50 % af arbejdsstyrken indenfor IT, Telekommunikation og Medier har behov for
efteruddannelse i it-sikkerhed om aret og at disse opfylder adgangskravene, vil det svare til ca. 37
studerende. Eller hvis blot 0,9% af de sma virksomheder (10-49 ansatte) fra tabel 3 har behov for at
sende 1 medarbejder pa efteruddannelse i it-sikkerhed om aret, vil det svare til 20 studerende.

Behovet for efteruddannelse i it-sikkerhed ses ogsa tydeligt, nar 11 af de 13 adspurgte, repraesentative
virksomheder (jf. afsnit 4.1) angiver at:
e De 10 virksomheder i alt vil sende mellem 21-36 medarbejdere p& uddannelse de neeste 3-5
ar (Tabel 1).
e 1 virksomhed vil sende mere end 10 medarbejdere pa uddannelse de naeste 3-5 ar (tabel 1)
Udover ovenstaende analyse af behovet pa det private arbejdsmarked, kommer ogsa behovet i hele
den offentlige sektor.

At der er et behov, ses ogsa pa stigningen pa antallet af studerende, der har afsluttet moduler pa it-
sikkerhed pa Erhvervsakademi Aarhus (EAAA) og Kgbenhavns Erhvervsakademi (KEA), hvor det
samlede optag er steget fra 25 i 2017/2018 til et optag pa 80 i 2019/2020.

Antal kursister

2018/2019

2017/2018 2019/2020

EAAA 17 30 48
25 56 80

Figur 5: UFM’s datawarehouse (Uddannelses- og forskningsministeriet, 2022)

| forhold til udbuddet i Arhus, er det UCN’s vurdering at et nyt udbud af diplom i it-sikkerhed, ikke er i
konkurrence med eksisterende udbud ved EAAA, en vurdering som EAAA er enige i, jf. bilag 1 hg-
ringssvar fra EAAA.

Ligeledes er det UCN’s vurdering, at et nyt udbud af diplom i it-sikkerhed ikke er i konkurrence med
UCN’s nuvaerende udbud af top-up uddannelsen i it-sikkerhed, da de to uddannelser har forskellig
opbygning, adgangskrav og meget forskellig malgruppe, hvor en diplomuddannelse i it-sikker primaert
henvender sig til studerende, der er pa arbejdsmarkedet, optager top-up uddannelsen i it-sikkerhed
primzert studerende, der gar direkte fra en 2-arige erhvervsakademiuddannelse:

Direkte overgange - studerende der optages pa top up i It-sikkerhed Optag 2021

Direkte overgang fra kort videregdende uddannelse 14 studerende

Direkte overgang fra uafsluttet mellemlang videregdende uddannelser
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Andet 2 studerende

Total 16 studerende

Figur 6: UFM’s datawarehouse (Uddannelses- og forskningsministeriet, 2022)

Ud fra analysen i dette afsnit sammenholdt med behovsanalysen i de forrige afsnit vurderer UCN, at
der er behov og grundlag for at optage 20 studerende i 2023, 24 studerende i 2024 og 32 stude-
rende i 2025 pa moduler under diplomuddannelsen i it-sikkerhed.

6. Konklusion

Behovsanalysen konkluderer, at der er et nationalt og regionalt behov for at efteruddanne medarbej-
dere indenfor it-sikkerhedsomradet. Et behov der i gjeblikket ikke deekkes i Nordjylland, da der ikke
udbydes andre beslaegtede efteruddannelsestilbud i regionen.

Dette konkluderes pa baggrund af det nationale behov hvor der ses en eksplosiv stigning i antal af
digitale trusler sdsom, ransomware (online afpresning), phishing, CEO-fraud (direktarsvindel), faktu-
rabedrageri, DDoS-angreb (overbelastningsangreb), cyper spionage, virus og malware etc.
(Sikkerdigital, 2022). Disse digitale trusler belaster bl.a. it-sikkerhedsniveauet i nordjyske SMV’er.

Derudover pavises behovet for at efteruddanne medarbejdere indenfor it-sikkerhedsomradet gennem
UCNs behovsanalyse som bestar af:

1) En spgrgeskemaundersggelse blandt 13 nordjyske it-virksomheder. Undersggelsen paviser at
der er et tydeligt match imellem det virksomhederne, efterspgrger og den viden og de faerdighe-
der og kompetencer, som en dimittend ved diplom i it-sikkerhed opnar. Undersggelsen viser et
stort efteruddannelsesbehov i virksomhederne, hvor praktikere har brug for at udvikle deres
kompetencer med den nyeste teoretiske viden indenfor it-sikkerhed.

2) 2 kvalitative interviews med informanter fra to nordjyske virksomheder, der underbygger spgrge-
skemaundersggelsens konklusioner, om at der er et stort efteruddannelsesbehov indenfor it-sik-
kerhed i Nordjylland.

3) Behovstilkendegivelser fra tre brancheorganisationer som alle tilkendegiver, at der er et stort be-
hov for en diplomuddannelse i it-sikkerhed i Nordjylland.

Der er saledes fuld opbakning til uddannelsen fra starstedelen af de adspurgte virksomheder og inte-
resseorganisationer i UCN’s daekningsomrade. Behovsanalysen paviser et meget tydeligt og sam-
stemmende billede, som de nordjyske virksomheder og interesseorganisationer tegner af behovet for
en diplomuddannelse i it-sikkerhed i Nordjylland.
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6.1 Bilag 1: Hgringssvar — Aarhus Erhvervsakademi

Fra: Thomas Hey (chefkonsulent — they@eaaa.dk) <they@eaaa.dk>
Sendt: 30. juni 2022 09:14

Til: Thomas Fisker Nielsen <thfn@ucnact2learn.dk>

Emne: SV: Tak for sidst

Hej Thomas

Jeg har talt med vores rektor — Anne Storm Rasmussen m.fl.

De har ingen indsigelser mod jeres anspgning om nyt udbud af diplomuddannelsen i IT sikkerhed — kun lykke til @
God sommer

Med venlig hilsen
Thomas Hey
chefkonsulent

Erhvervsakademi Aarhus
Ringvej Syd 104, 8260 Viby ]

Telefon 7228 6000
Mobil 7228 6174

eaaa.dk
thev@eaaa.dk
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Ministeren

Rektor Kristina @stergaard Kristoffersen

Keere Kristina Ostergaard Kristoffersen

Pa baggrund af gennemfgart preekvalifikation af Professionshajskolen University
College Nordjyllands (UCN) ansggning om godkendelse af nyt udbud er der truffet
fglgende afgerelse:

Godkendelse af nyt udbud af diplomuddannelse i it-sikkerhed (Aalborg)

Afggrelsen er truffet i medfer af § 20, stk. 1, nr. 1, i bekendtggrelse om
akkreditering af videregaende uddannelsesinstitutioner og godkendelse af
videregaende uddannelser (nr. 1558 af 2. juli 2021 med senere aendring) og § 3 i
bekendtggrelse nr. 271 af 22. marts 2014 om seerlige betingelser for godkendelse
af udbud af erhvervsakademiuddannelser, professionsbacheloruddannelser,
akademiuddannelser og diplomuddannelser.

Det er en forudsaetning for godkendelsen, at uddannelsen og dennes studie-
ordning opfylder uddannelsesreglerne, herunder bekendtgerelse nr. 933 af. 13.

juni 2022 om diplomuddannelser.

Da UCN er positivt institutionsakkrediteret, gives godkendelsen til umiddelbar
oprettelse af udbuddet.

Ansggningen er blevet vurderet af Det radgivende udvalg for vurdering af udbud af
videregaende uddannelser (RUVU). Vurderingen er vedlagt som bilag.

Ved spgrgsmal til afgarelsen kan Uddannelses- og Forskningsstyrelsen kontaktes

pa pkf@ufm.dk.

Sprog:
Dansk.

Med venlig hilsen

U

Christina Egelund

Bilag: 1 — RUVU’s vurdering af ansggningen

@ Uddannelses- og

Forskningsministeriet

17. januar 2023

Uddannelses- og
Forskningsministeriet

Barsgade 4
Postboks 2135
1015 Kgbenhavn K
Tel. 3392 9700
ufm@ufm.dk
www.ufm.dk

CVR-nr. 1680 5408

Ref.-nr.
22/42640-5
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Bilag 1 — RUVU’s vurdering af ansggningen

Nr. C7 — Nyt udbud — prakvalifikation
(Efterar 2022)

Status pa ansegningen:
Godkendt

Ansgger og
udbudssted:

University College Nordjylland (Aalborg)

Uddannelsestype:

Diplomuddannelse

Uddannelsens navn
(fagbetegnelse):

It-sikkerhed

Den uddannedes
titler pa hhv. da/eng:

- Diplomuddannet i it-sikkerhed
- Diploma of IT Security

Hovedomrade: IT-faglige omrade Genansogning | Nej
(JIN):
Sprog: Dansk Antal ECTS: 60 ECTS

Link til ansegning pa
pkf.ufm.dk:

https://pkf.ufm.dk/flows/b01924ab75899bf4a6015764780
e1f97

Link -
UddannelsesGuiden:

https://www.ug.dk/uddannelser/diplomuddannelser/teknik
ogteknologi/it-sikkerhed

RUVU’s vurdering pa
mode d. 24. oktober
2022:

RUVU vurderer, at ansggningen opfylder kriterierne som
fastsat i bilag 4 i bekendtgerelse om akkreditering af
videregaende uddannelsesinstitutioner og godkendelse
af videregaende uddannelser (nr. 1558 af 2. juli 2021
med senere andring).

RUVU lzegger i sin vurdering veegt pa, at ansggningen og
behovsanalysen fremstar velunderbygget. RUVU
anerkender, at der er behov for opkvalificering af den
eksisterende arbejdsstyrke i sma- og mellemstore
virksomheder inden for it-sikkerhed. RUVU finder det pa
den baggrund dokumenteret, at der er grundlag for et
udbud af uddannelsen i Aalborg.

@ Uddannelses- og

Forskningsministeriet

Uddannelses- og
Forskningsministeriet
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