@ Uddannelses~- og

Forskningsministeriet

Preekvalifikation af videregdende uddannelser - Cybersikkerhed

Udskrevet 20. februar 2026



@ Uddannelses- og

Forskningsministeriet Preekvalifikation af videregdende uddannelser - Cybersikkerhed
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Institutionsnavn: Erhvervsakademi Midt-Vest
Indsendt: 02/02-2026 10:34
Ansggningsrunde: 2026-1

Status pa ansggning: Indsendt

Download den samlede ansggning

Lees hele ansggningen

Ansggningstype
Nyt udbud

Udbudssted
Herning

Informationer pa kontaktperson for ansggningen (navn, email og telefonnummer)
Anja Egelund, aeo@eamv.dk, 29693756

Er institutionen institutionsakkrediteret?
Ja

Er der tidligere sggt om godkendelse af uddannelsen eller udbuddet?
Nej

Uddannelsestype
Professionsbachelor

Uddannelsens fagbetegnelse pa dansk
Cybersikkerhed

Uddannelsens fagbetegnelse pa engelsk
Cyber Security

Angiv den officielle danske titel, som institutionen forventer at bruge til den nye uddannelse

Professionsbachelor i Cybersikkerhed

Angiv den officielle engelske titel, som institutionen forventer at bruge til den nye uddannelse
Bachelor of Cyber Security
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Hvilket hovedomrade hgrer uddannelsen under?
Tekniske omrade

Hvilke adgangskrav geelder til uddannelsen?

Gymnasial eksamen

Specifikke adgangskrav: Matematik B, Engelsk B

Adgang via 3-arig erhvervsuddannelse

Fuldfgrt erhvervsuddannelse med en normeret varighed pa 3 ar eller mere

Specifikke adgangskrav: Matematik B, Engelsk B

Anden adgang

Adgangseksamen til ingenigruddannelserne

Specifikke adgangskrav: Matematik B, Engelsk B

Er det et internationalt samarbejde, herunder Erasmus, feellesuddannelse el. lign.?

Nej

Hvis ja, hvilket samarbejde?

Hvilket sprog udbydes uddannelsen pa?
Dansk

Er uddannelsen primzert baseret pa e-leering?
Nej, undervisningen foregar slet ikke eller i mindre grad pa nettet.

ECTS-omfang
210

Beskrivelse af uddannelsens formal og erhvervssigte. Beskrivelsen ma maks. fylde 1200 anslag

Ikke relevant
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Uddannelses struktur og konstituerende faglige elementer
Ikke relevant

Begrundet forslag til takstindplacering af uddannelsen

Ikke relevant

Forslag til censorkorps
Censorkorps for IT og Softwareudvikling

Dokumentation af efterspargsel pa uddannelsesprofil - Upload PDF-fil pa max 15 sider. Der kan kun uploades én
fil
Behovsundersggelse - PB Cybersikkerhed.pdf

Kort redegarelse for det nationale og regionale behov for den nye uddannelse. Besvarelsen ma maks. fylde 1800
anslag

Danmark gennemgar i disse ar en markant digital transformation, som grundlaeggende aendrer i vilkar for bade private og
offentlige organisationers trusselsbillede, og som kalder pa nye digitale kompetencer herunder specielt inden for
cybersikkerhed.

Behovet for nye kompetencer inden for cybersikkerhed underbygges af Kgbenhavn Erhvervsakademis undersggelse af
efterspargslen pa de kompetencer, som uddannelsen indeholder i forbindelse med ansggningen af uddannelsen i 2024.
Undersggelsen er den nyeste stgrre undersggelse af nationale og regionale kompetencebehov indenfor cybersikkerhed og
var grundlaget for RUVUs godkendelse af uddannelsen i ansggningsrunde 2024-2.

Undersggelsen dokumenterer at der er en stor efterspgrgsel af medarbejdere med kompetencer inden for cybersikkerhed.

EAMV vurderer ud fra dette, samt en lang reekke statteerkleeringer fra organisationer og virksomheder at der i generelt er
et stort behov for dimittender fra Professionsbacheloruddannelsen i Cybersikkerhed, og at der er en
hgj, men udaekket, efterspgrgsel pa uddannelsens kompetencer i Midt- og Vestjylland, altsd EAMVs udbudsomrade.
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Et nyt udbud vil derfor bade styrke den regionale udbudsbalance, jf. den politiske aftale fra juni 2021 om "Flere og bedre
uddannelsesmuligheder i hele Danmark”, understgtte den nationale strategi for cyber- og informationssikkerhed samt
fremme Regeringens landdistriktsudspil fra august 2024, som i afsnittet om gget tilgeengelighed til uddannelse i hele
landet, peger pa at adgangen til videregdende uddannelser har ogsé betydning for, hvor de feerdiguddannede veelger at
boseette sig.

Uddybende bemaerkninger
Se behovsundersggelsen

Underbygget sken over det nationale og regionale behov for dimittender. Besvarelsen m& maks. fylde 1200 anslag
Cybersikkerhed er de seneste ar blevet et centralt politisk og samfundsmaessigt fokusomrade gennem nationale strategier,
beredskabsaftaler og kommende regulering som NIS2 og CER. Nationale analyser og udtalelser fra myndigheder og
erhvervsorganisationer peger entydigt pa et stigende og strukturelt behov for medarbejdere med specialiserede
kompetencer. Behovet drives af gget digitalisering, et forveerret trusselsbillede, skaerpede lovkrav samt mangel pa
kvalificeret arbejdskraft i bade offentlige og private organisationer.

Regionalt er behovet tilsvarende markant i Midt- og Vestjylland, hvor der i dag ikke udbydes uddannelser med et malrettet
fokus pa cybersikkerhed. Virksomheder, offentlige institutioner, kommuner og faglige organisationer i regionen
dokumenterer gennem stgtteerkleeringer en tydelig efterspgargsel efter praksisneere profiler med kompetencer inden for
cybersikkerhed. Uddannelsen vurderes derfor at kunne styrke bade den nationale kompetenceforsyning og den regionale
digitale robusthed gennem et praksisorienteret uddannelsesudbud i taet samspil med erhvervslivet. Pa baggrund af
ovenstdende forventes det, at der arligt kan dimittere 25-30 dimittender fra uddannelsen.

Hvilke aftagere har veeret inddraget i behovsundersggelsen? Besvarelsen ma maks. fylde 1200 anslag

Aftagerkredsen i behovsundersggelsen bestar af en bred vifte af virksomheder, organisationer og offentlige aktarer fra
Midt- og Vestjylland, som alle oplever at der er mangel pa kompetencer inden for cybersikkerhed.

Undersggelsen omfatter Midt- og Vestjyllands Politi, Region Midtjylland — Digitalisering og IT, Ikast-Brande Kommune,
Herning Kommune, Holstebro Kommune, Ringkgbing-Skjern Kommune, Struer Kommune, Erhvervsforum Holstebro, Bila
A/S, Faerch, Klar Revision, MCB A/S, SEGES Innovation, Eurocon Stalindustri Aps, Skjern Handbold, Danbolig Vinderup,
Tekum Aps, Arla Foods Amba, Danbolig Holstebro, BoligOne, Skabertrang A/S, MCH A/S, DK Company A/S, TEKNIQ og
Teknisk Landsforbund

Feelles for dem er, at de udover at bakke op om uddannelsen, ogsa alle tilkendegiver et tydeligt behov for dimittender fra
uddannelsen. Desuden har flere, herunder Region Midtjylland — Digitalisering og IT, udtrykt interesse for at veere med til at
udvikle uddannelsen sa den tones til behovet i det Midt- og Vestjyske.
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Beskriv ligheder og forskelle til beslaegtede uddannelser, herunder beskeeftigelse og eventuel dimensionering.
Besvarelsen ma maks. fylde 1200 anslag

Datamatiker AK: ingen direkte undervisning i cybersikkerhed.

IT-teknolog AK — har en begreenset toning af cybersikkerhed.

IT sikkerhed PB top up — fokus pa den tekniske del og ikke forretningsforstéelse (forventet udfaset jf. reformudspil)
Softwareudvikling PB top up — ingen toning mod cybersikkerhed (forventet udfaset jf. reformudspil)

Uddybende bemaerkninger

Ved at tilbyde en fleksibel afstigningsmulighed, hvor de studerende kan afslutte efter to ar og opna en
erhvervsakademiuddannelse i operationel cybersikkerhed adskiller uddannelsen sig fra gvrige
IT-professionsbacheloruddannelser. Denne mulighed fremheeves i flere statteerkleeringer som en vaesentlig styrke, der
bade understgtter de studerendes fleksibilitet og virksomhedernes behov for praksisnaere kompetencer.

Erhvervsakademi MidtVest gnsker at bygge videre pa det solide videngrundlag og de erfaringer, der er opbygget gennem
udbuddet af den veletablerede IT-uddannelse datamatiker. Der er et betydeligt synergipotentiale i det samlede udbud af
IT-uddannelser, hvor professionsbachelor i cybersikkerhed og datamatikeruddannelsen gensidigt supplerer hinanden.
Sammen bidrager de til at imgdekomme aftagernes efterspgrgsel efter bade specialiserede og brede IT-kompetencer og
understgtter dermed regionens samlede kompetenceforsyning.

Beskriv rekrutteringsgrundlaget for ansggte, herunder eventuelle konsekvenser for eksisterende besleegtede
udbud. Besvarelsen ma maks. fylde 1200 anslag

Rekrutteringsgrundlaget forventes primaert at vaere ansggere med en gymnasial uddannelse.

| EAMVs daekningsomrade var der i perioden 2022-2024 arligt mellem 7.692 og 7.930 dimittender fra gymnasiale
uddannelser.

Fordelingen pa 1. prioritetsansggninger for hele landet i 2025, fordelt pa uddannelsestyper, viser at 6517 valgte en
erhvervsakademiuddannelse, mens 18021 valgte en professionsbacheloruddannelse. Bruges det som en fordelingsnggle
for de knap 8000 dimittender i EAMVs udbudsomrade, svarer til at rekrutteringsgrundlaget for
professionsbacheloruddannelser er godt 5000.

https://datavarehus.ufm.dk/rapporter/studenters-sogning-og-optag

Denne volumen indikerer et solidt rekrutteringsgrundlag, som kan understgtte et arligt optag pa 25-30 studerende, Da
teetteste udbyder er Aarhus og Esbjerg forventes det ikke at have konsekvenser for rekrutteringen pa EAMV.
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Profilen for Professionsbachelor i Cybersikkerhed og Datamatiker AK er meget forskellig og det ventes ikke at have
nzevneveerdig betydning for ansggertallet til Datamatiker AK med et nyt udbud. Desuden er Datamatikeruddannelsen
ledighedsdimensioneret, hvilket begraenser uddannelsens optag.

Beskriv kort mulighederne for videreuddannelse

En studerende, der afslutter erhvervsakademiuddannelsen i operationel cybersikkerhed efter 2 ar, vil kunne opna en
professionsbachelorgrad ved at gennemfgre den resterende del af uddannelsen.

Dimittender fra professionsbacheloruddannelsen forventes — pa linje med gvrige professionsbachelorer inden for IT — at
have mulighed for at fortseette pa en relevant kandidatuddannelse inden for IT eller at tage efter- og videreuddannelse
inden for et bredere IT-felt.

Forventet optag pa de farste 3 ar af uddannelsen. Besvarelsen ma maks. fylde 200 anslag
Optag 1 ar: 25

Optag 2. ar 30
Optag 3. ar 30

Hvis relevant: forventede praktikaftaler. Besvarelsen m& maks. fylde 1200 anslag

Ved fuld implementering af professionsbacheloruddannelsen i Cybersikkerhed forventes et arligt behov for ca. 30
praktikpladser. Dette skan er baseret pa det forventede optag og gennemfarsel pa uddannelsen. Det forventes ikke at
have konsekvens for Datamatiker (AK) ift. praktik da uddannelserne har forskelligt fagligt sigte.

EAMV har gode erfaringer med praktikplaceringer og et veletableret netveerk af samarbejdspartnere i Midt- og Vestjylland.

Behovsundersggelsen og de tilknyttede statteerkleeringer dokumenterer, at de kommende studerende forventes at veere
attraktive for virksomheder i branchen. Desuden viser flere en interesse for praktikdelen af uddannelsen. Den staerke
erhvervsforankring og konkrete opbakning fra regionale virksomheder bidrager til at sikre, at behovet for praktikpladser vil
kunne imgdekommes med hgj kvalitet og relevans.

@vrige bemeerkninger til ansggningen

EAMV vurderer at et udbud af professionsbacheloruddannelsen i cybersikkerhed i Herning er vigtigt for at imgdekomme
det markante kompetencebehov i Midt- og Vestjylland, hvor der i dag ikke findes malrettede videregaende uddannelser
inden for cybersikkerhed. Et lokalt udbud styrker virksomhedernes adgang til kvalificeret arbejdskraft og reducerer risikoen
for kompetencetab til de stagrre byer. Samtidig bidrager uddannelsen til at fastholde og tiltreekke studerende til omradet.
Dermed styrkes bade den regionale digitale robusthed og den langsigtede erhvervsudvikling i EAMVs daekningsomrade.
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Hermed erkleeres, at ansggning om preaekvalifikation er godkendt af institutionens rektor
Ja

Status pd ansggningen

Indsendt

Ansggningsrunde
2026-1

Afgarelsesbilag - Upload PDF-fil

Samlet godkendelsesbrev - Upload PDF-fil
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Indledning

Dette bilag dokumenterer behovet for og opbakningen til Professionsbachelor i Cybersikkerhed ved Er-
hvervsakademiMidtVest (EAMV). Bilaget fungerer som en del af grundlaget for ansggningen om prakvalifi-
kation og giver en samlet fremstilling af:

¢ arbejdsmarkedets behov pa bade nationalt og regionalt niveau
* en bred kreds af stgtteerkleeringer fra savel offentlige som private aktgrer

Bilaget er opbygget med en indledende redeggrelse for den overordnede behovsdokumentation, efterfulgt
af en praesentation af stgtteerkleeringer. Formalet er at give et tydeligt og veldokumenteret billede af, at
Professionsbacheloren i Cybersikkerhed er relevant, baeredygtig og af vaesentlig betydning for EAMVs daek-
ningsomrade.

Det eksisterende uddannelsesudbud

Professionsbacheloruddannelsen i Cybersikkerhed er en ny uddannelse etableret af daveerende Kgben-
havns Erhvervsakademi (herefter Erhvervsakademi Kgbenhavn) i 2024. Siden er flere uddannelsessteder
blevet godkendst til uddannelsen sadledes at der nu er udbudsret for:

e ErhvervsakademiKgbenhavn

e Syddansk Erhvervsakademi - Esbjerg

e UCL Erhvervsakademi og professionshgjskole - Odense
e Erhvervsakademi Aarhus

e ErhvervsakademiKolding

e Zealand — Sjaellands Erhvervsakademi

e UCN - University College Nordjylland

Desuden er EAMV bekendt med at Erhvervsakademi Dania ogsa s@ger om udbuddet i praekvalifikationen 2.
februar2026. Dette vurderer EAMV ikke vil pavirke optag pa et eventuelt kommende udbud af uddannel-
seniHerning, idet det ikke forventes, at rekrutteringsgrundlaget vil vaere sammenfaldende.
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Uddannelsen har vaeret udbudt for fgrste gang i sommeren 2025 af Erhvervsakademi Kgbenhavn og Er-
hvervsakademiAarhus. Jf. Sggning og optagelse via KOT — Uddannelses- og Forskningsministeriets datava-
rehus blev deri 2025 samlet set optaget 126 studerende og afvist 50 kvalificerede ansggere. 227 havde ud-
dannelsen som 1. prioritet og samlet var der 606 ansggere indenfor alle prioriteter. Ansggertallet vidner
om en stor interesse for uddannelsen, hvor man pa nuvaerende tidspunkt ma afvise kvalificerede ansggere.

Det eksisterende uddannelsesudbud suppleret af et nyt udbud

Nedenstaende figur 1 viser de nuveerende syv udbudssteder.

29

Figur 1: Nuvaerende udbud og EAMVs udbudsomrade. Kilde: Uddannelsesguiden.dk, januar 2026.

Et nyt udbud af uddannelsen i EAMVs udbudsomrade i Region Midtjylland (farvemarkering), vil medvirke til
at skabe balance i bade det regionale og nationale uddannelsesbillede. EAMVs udbudsomrade daekker kom-
munerne Herning, Ikast-Brande, Ringkgbing-Skjern, Holstebro, Lemvig og Struer.

Naervaerende ansggning om nyt udbud vil derfor styrke den regionale udbudsbalance, jf. den politiske aftale
frajuni2021 om "Flere og bedre uddannelsesmuligheder i hele Danmark” og understgttes desuden af Rege-
ringens landdistriktsudspil fra august 2024, som i afsnittet om gget tilgaengelighed til uddannelse i hele lan-
det, peger pa at adgangen til videregaende uddannelser ogsa har betydning for, hvor de feerdiguddannede
veelger at bosaette sig. Derfor er der grund til at have fokus pa udbuddet af uddannelsespladser i omrader af
landet, hvor der er mangel pa visse professioner. | dette tilfaelde ogsa kompetencer som kan leveres af di-
mittender fra Professionsbacheloruddannelsen i Cybersikkerhed.
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Nationalt behov for kompetencer inden for cybersikkerhed

Med lanceringen af National strategi for cyber- og informationssikkerhed 2022—2024 blev cybersikkerhed
for alvor placeret hgjt pa den politiske dagsorden. Strategien lagde blandt andet vaegt pa at uddanne flere
med specialiserede kompetencer inden for omradet.

Med Aftale om beredskabsomradet 2025-2026, som igen fremhaever cybersikkerhed, samt de igangvae-
rende forhandlingerom en ny strategifor cyber- og informationssikkerhed —hvor ministeren for samfunds-
sikkerhed og beredskab udtaler: “Viskal ggre mere for, at Danmark star steerkere mod cybertruslen...” —
understreges det markante politiske fokus pa omradet, bade nu ogide kommende ar.

Erhvervsakademi Kgbenhavns godkendte ansggning om en ny uddannelse inden for Cybersikkerhed i 2024
viste et dokumenteret behov for dimittender blandt offentlige og private virksomheder. Nationale analyser
peger pa at dette behov ikke er blevet mindre siden. Tvaertimod viser der sig et betydeligt og strukturelt
behov forat uddanne flere cybersikkerhedsspecialisteri Danmark. Behovet er drevet af flere samtidige for-
hold: stigende digitalisering i bade private og offentlige organisationer, gget trusselsbillede, udvidet regule-
ring samt mangel pa kvalificeret arbejdskraft.

Styrelsen forsamfundssikkerhed vurderer bl.a. at truslen fra cyberkriminalitet mod Danmark er meget hgj,
og at cyberangreb udggret grundvilkar for bade myndigheder, virksomheder og borgere. Truslerne rammer
bredt pa tvaers af sektorerogstgrrelse, og udviklingenvurderes at fortsaette i de kommende ar. Denne vur-
dering understgttes af nationale og internationale experience data, som viser en stigning i ransomwarean-
greb, digital svindel og kompromittering af systemer.

Styrelsens analyse af cyber- og informationssikkerhed peger samtidig pa, at den danske cyberindustrieri
vaekst, men at mangel pa kvalificeret arbejdskraft er en vaesentlig barriere for fortsat udvikling. Manglen
rammerisaer startups og veekstvirksomheder, der efterspgrger specialiserede profiler inden for bl.a. sikker-
hedsledelse, incident response, netvaerkssikkerhed, softwarehaerdning og governance.

Danske topchefer ser i 2026 cybertruslen som den stgrste trussel mod deres virksomhed i de kommende 12
maneder. Samtidig angiver de vil styrke deres cybersikkerhed for at beskytte mod cyberangreb inden for de
naeste 3 ar:

Hvor pévirket er din virksomhed af folgende trusler i de kommende 12 maneder? | hvilken grad forventer du, at din virksomhed vil tage felgende handlinger
(Viser dem, der har svaret “Meget udsat og ekstremt udsat”) over de nzeste tre &r som reaktion pa geopolitiske risici?
(Viser dem, der har svaret “i hej grad/i meget hoj grad™)
Danmark Danmark
Cybarisici g Styrke vores cybersikkerhed for 4%
at beskytte mod cyberangreb
Ma*""“":’n’:‘;ﬂz‘: 3% Reducer afhzngighed af teknologi- —
leveranderer i mindre palidelige lande
G*ii?_!ﬁ‘ff;’i 29% Treakke sig ud af markeder, o
der bliver for risikable
Tariffer 19% Omlmgge lorsyningskaede
" 16%
og kritiske leverancer
Inflation 16% Omstrukturere skatteforpligtelser for

at hindtere geapolitisk ekeponering 4%

Teknologiske 6%

forstyrrelser

Adgang til kvalificeret 10%
arbejdskraft

Klimazndringer 10%

Social ulighed 335

Figur 2: Trusler og handlinger
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Dansk Erhvervidentificerer cybersikkerhed som en af de st@rste strategiske udfordringer for medlemsvirk-
somhedernei2025, og en betydeligandelforventerstigende udfordringer med cybertrusler de kommende
ar. Dl og KPMG pegerietfaelles whitepaper pa, at bade governance, tekniske kompetencer og tvaersektori-
elt samarbejde skalstyrkes, og at der er behov for flere specialiserede medarbejdere for at kunne modsta
og handtere cyberkriminalitet.

Ifplge TEKNIQ Arbejdsgiverne har cybersikkerhed istigende grad bevaeget sig op som en central udfordring
og prioritet for danske virksomheder, iszer i takt med digitalisering, automation og sammenkobling af OT-
og IT-systemer i produktions- og installationsbranchen. TEKNIQ's egen Cybersikkerhed Rapport 2020 viser,
at cybersikkerhed er et strategisk omrade, som medlemsvirksomhederne oplever som ngdvendigt at ar-
bejde med for at beskytte systemer, netvaerk og data mod ondsindede angreb.( Cybersikkerhed)

TEKNIQ pegersamtidig pa, at selvom mange danske SMV'’er har taget basale sikkerhedstiltag, sa er der fort-
sat et udtalt behov for at Igfte den digitale sikkerhed yderligere, iseer i mindre virksomheder, hvor cybersik-
kerhed ofte er mindre moden. Dette understreger behovet for uddannede medarbejdere med praktiske
kompetencericybersikkerhed — kompetencersom en professionsbacheloruddannelse kan bidrage med til
regionalt erhvervsliv. (Danske virksomheder har forbedret deres digitale sikkerhed)

Implementeringen af NIS2- og CER-lovgivningen medfgrer, at flere sektorer i Danmark bliver omfattet af
skaerpede krav til informationssikkerhed, haendelseshandtering og governance. Reguleringen pavirker bl.a.
energi-, transport-, sundheds-, vand- og teleomradet samt leverandgrkaeder hertil. Dette forventes at gge
efterspgrgslen efter medarbejdere med specialiserede kompetencerinden forcybersikkerhed pa bade ope-
rationelt og organisatorisk niveau. Arla Foods Amba fremhaever sadledesideres stgtteerkleering, atde gerne
ser et endnu stgrre fokus pa dette omrade i uddannelsen. Mange SMV-virksomheder bliver ikke direkte
ramt af f.eks. NIS2 direktivet, men mange erunderleverandgrer eller samarbejdspartnere og bliver sdledes
ramt af nye krav fra kunder og samarbejdspartnere.

Med implementering af diverse direktiver og anden lovgivning samt et gget antal cyberangreb er der en er-
kendelse i virksomheder (bade offentlige og private) af at arbejdet med cybersikkerhed er blevet en drifts-
opgave der ikke kan klares af konsulenter der kun kortvarigt er i virksomheden. Dette er med til at gge efter-
sp@rgslen efter medarbejdere med kompetencer inden for cybersikkerhed.

| rapporten IT i praksis 2024-2025 (Digital & Teknologi — Strategi, trends & erfaringer) fra Rambgll Manage-
ment Consulting angiver en raekke offentlige institutioner inden for bade stat, kommune og region samt ud-
dannelse alle cyber- og informationssikkerhed pa top 3 over strategiske forretningsprioriteter. Det ggr sam-
let cybersikkerhed til det hyppigst prioriterede tema. | rapporten angives ogsa at hver 5. organisation ikke
har de rette kompetencer inden for cybersikkerhed.

Samletset tegnerdersig et billede af et stort behov for medarbejdere med kompetencer inden for cyber-
sikkerhed. Dette gaelder specielt for virksomheder og offentlige myndigheder/institutioner der arbejder
med kritisk infrastruktur men ogsa andre virksomheder.

Pa baggrund af disse forhold vurderes det, at der pa nationalt plan er et klart dokumenteret behov for at
uddanne flere cybersikkerhedsspecialister pa videregdende niveau. Professionsbacheloruddannelsen i cy-
bersikkerhed imgdekommer dette behov ved at uddanne praksisnaere og anvendelsesorienterede profiler,
der kan indga i bade drift, udvikling, radgivning og sikkerhedsledelse i private og offentlige virksomheder.
Gennem bl.a. praktik og inddragelse af cases og virksomhedssamarbejde vil dimittenderne veaere i stand til
at skabe veerdiivirksomheden fra dag et.
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Uddannelsen er tilrettelagt, sa den studerende kan afslutte efter to ar og opna en erhvervsakademiuddan-
nelse i cybersikkerhed. Disse dimittender vil veere i stand til at varetage drifts- og supportopgaver inden for
cybersikkerhed i bade st@rre private og offentlige organisationer samt i SMV-segmentet.

Regionalt behov i Midt- og Vestjylland

P& nuvaerende tidspunkt udbydes der i EAMVs udbudsomrade ingen uddannelser, som direkte retter sig
mod kompetencer inden for cybersikkerhed. Pa EAMV findes erhvervsakademiuddannelsen Datamatiker
(AK), som indeholder enkelte elementer relateret til omradet. Datamatikeruddannelsen har dog kun meget
begranset fokus pa cybersikkerhed, idet uddannelsen primaert beskaeftiger sig med programmering, sy-
stemudvikling og teknologi. Der mangler saledes uddannelsesmuligheder inden for omradet i det Midt- og
Vestjyske.

| EAMVs udbudsomrade er der et stor behov for uddannelse inden for cybersikkerhed. Gennem dialog med
en lang rakke virksomheder har EAMYV faet 25 stgtteerklaeringer, der understreger, at det er vigtigt for lo-
kale virksomheder, organisationer og offentlige aktgrer at have kompetencer, der kan varetage opgaver in-
den for cybersikkerhed. | flere af stgtterklaeringerne fremhaves afstigningsmuligheden med at tage en ud-
dannelse pa akademiniveau ogsa som et positivt element.

Stotteerkleeringerne kommer bade fra brancher der beskaeftiger sig med kritisk infrastruktur, kommuner,
faglige organisationer og gvrige virksomheder.

| nedenstaende afsnit gengives en raekke udtalelser fra de indhentede stgtteerklaeringer der underbygger
behovet for uddannelsen i EAMVs udbudsomrade.

Kritisk infrastruktur

Midt- og Vestjyllands Politi —en central del af den kritiske infrastruktur i det Midt — og Vestjyske udtaler:

“En forudsaetning for at hdndtere dette er en kompetent og veluddannet arbejdsstyrke. Og der er et stigende
behov for specialiseret viden indenfor cybersikkerhed. Derfor vil en uddannelse i cybersikkerhed veere et vae-
sentlig bidrag, som kan understgtte rekruttering af medarbejdere med relevante IT-sikkerhedskompetencer.

Midt- og Vestjyllands Politi ser det som en klar fordel, at ErhvervsakademiMidtVest gnsker at placere en pro-
fessionsbachelor i Cybersikkerhed i vores omrade og bakker derfor op om etableringen af uddannelsen.”

Region Midtjylland — Digitalisering og IT — den centrale aktgr mht. patientsikkerhed, driftsstabilitet og be-
skyttelse af personfglsomme oplysninger i regionen udtaler:

“Vioplever et konstant behov for at kunne tiltreekke medarbejdere med specialiserede kompetencer inden
for IT-sikkerhed, bade i de kliniske miljger, i den tekniske drift og i vores regionale samarbejde om sikkerheds-
arkitektur og beredskab. Den foresldede uddannelse vil kunne bidrage direkte til at styrke vores rekruttering
og fastholde vigtige kompetencer i Midt- og Vestjylland.

En professionsbachelor i cybersikkerhed vil veere et vaesentligt Igft for regionen, og vi ser store muligheder
for fremtidigt samarbejde med ErhvervsakademiMidtVest—eksempelvis gennem projekter, opgavelgsning,
praktikforlgb og videndeling om cyber- og informationssikkerhed og ikke mindst i uddannelse af eksiste-
rende medarbejdere.
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Digitalisering & It med over 600 ansatte bakker varmt og helhjertet op om etableringen af uddannelsen og
ser den som et ngdvendigt og fremadrettet bidrag til den regionale udvikling og det digitale sikkerhedsbe-
redskab, ikke kun for os som samfundskritisk sektor, men ogsd for at kunne tilbyde regionens virksomheder
relevante kompetencer indenfor cyber- og informationssikkerhed.”

Kommuner mv.

Erhvervsforum Holstebro - der repraesenterer mere end 550 virksomheder i Holstebro Kommune bakker
klart op om det nye udbud:

“Professionsbacheloren i cybersikkerhed imgdekommer et markant og voksende behov for specialister, der
kan beskytte virksomhedernes digitale systemer og data. Digitalisering er en forudseetning for effektiv drift
og veekst i regionen, men medfgrer samtidig ggede risici. Et lokalt uddannelsesudbud inden for cybersikker-
hed er derfor afg@drende for bdde virksomhedernes konkurrenceevne og den samlede digitale robusthed i
Midt- og Vestjylland.”

Holstebro Kommune ser at uddannelsen matcher bade de kompetencebehov, de ser hos virksomhederne i

deres omrade, og de unges efterspgrgsel efter relevante og karrieregivende uddannelsesmuligheder og ud-

taler:

“Kompetencerindenfor IT-sikkerhed er et gennemgdende behov isaer hos kommunens stgrre virksomheder,
Politiets Administrative Center og kommunen selv.”

Struer Kommune tilkendegiver sin opbakning og skriver:

“Struer er en kommune med en markant teknologisk identitet og en steerk tradition inden for lyd, innovation
og avanceret produktion. Mange af vores virksomheder arbejder i graensefeltet mellem teknologi, design,
digitalisering og global handel, og de efterspgrger i stigende grad medarbejdere med solide kompetencer
inden for forretningsudvikling, digitalt arbejde og sikker IT-drift.”

Faglige organisationer

Teknisk Landsforbund vurderer at uddannelsen vil vaere et vaesentligt bidrag til at styrke kompetenceni-
veauet og den digitale robusthed i regionens tekniske erhverv:

“Uddannelsens professionsprofil vurderes at veere seerligt relevant for tekniske funktionaerer og specialister,
som ofte har ansvar for bdde tekniske systemer og digitale lgsninger i sma og mellemstore virksomheder. |
Midt- og Vestjylland er der behov for netop denne type kompetencer, hvor cybersikkerhed ikke er en isoleret
specialistfunktion, men en integreret del af den tekniske drift og udvikling.

Tekniske Landsforbund ser desuden positivt pd, at uddannelsen indeholder praktikophold og et praksisorien-
teret bachelorprojekt, som giver de studerende mulighed for at opbygge erhvervserfaring og styrke deres
tilknytning til det regionale arbejdsmarked. Dette vurderes at bidrage til bade rekruttering, fastholdelse og
kompetenceudvikling af tekniske medarbejdere i regionen.”

TEKNIQ understreger et markant gget behov for lokalt forankrede kompetencer inden for cybersikkerhed og
fremhaver her de mange sma og mellemstore virksomheder i omradet. De udtager desuden:

“Det vurderes samtidig, aten regional forankring af uddannelsen vil styrke virksomhedernes adgang til kva-
lificeret arbejdskraft og bidrage til at fastholde og udvikle tekniske kompetencer i omrdadet. Samtidig taler
uddannelsen ind i den digitale omstilling og dets behov for kvalificeret arbejdskraft. Iseer muligheden for "af-
stigning" til erhvervsakademiuddannelsen er en interessant fleksibilitet for virksomhederne. Uddannelsens
praktikophold og bachelorprojekt skaber gode muligheder for et taet samspil mellem studerende og virksom-
heder i regionen, hvilket TEKNIQ ser som afggrende for uddannelsens relevans og effekt.”
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SEGES Innovationen - en uafhangig forsknings- og innovationsvirksomhed, der arbejder for en baeredygtig
og konkurrencedygtig landbrugs- og fedevareproduktion, stgtter op om praekvalifikationen:

“Landbrug og fadevareproduktion er i stigende grad digitaliserede sektorer. Moderne landbrugsdrift er af-
heengig af digitale Igsninger, sensorer, automatisering, produktionsdata, claodbaserede platforme og sty-
ringssystemer. Samtidig servi en markant stigning i trusler mod bade virksomheders og landbrugets digitale
infrastruktur,

Virksomheder

Der er derforet akut og voksende behov for medarbejdere med specialiseret viden inden for cybersikkerhed
— bddeiradgivningsvirksomheder og ierhvervet generelt. Kompetencer inden for IT-sikkerhed, datahdndte-
ring, risikovurdering og beskyttelse af kritisk infrastruktur er afggrende for at understgtte en robust og sikker
digital udvikling.”

Arla Foods Amba — en international fgdevarevirksomhed med betydelige aktiviteter i Midt- og Vestjylland
stgtter EAMVs ansggning:

"Arlas produktion og logistik er i stigende grad baseret pG automatiserede procesanlaeg, industrielle styresy-
stemer (OT), digitale kvalitetssystemer og integrerede IT-platforme, som understgtter hele vaerdikaeden fra
rdvareftil feerdigt produkt. Denne udvikling har samtidig @dget behovet for systematisk og professionel hdnd-
tering af cybersikkerhed, da cyberhaendelser kan fa direkte konsekvenser for produktion, fadevaresikkerhed,
compliance og forsyningssikkerhed.

Arla oplever et behov for professionsuddannede medarbejdere med staerke kompetencer inden for cybersik-
kerhed, og Arla vurderer, at uddannelsen Professionsbachelori cybersikkerhed har en kompetenceprofil, der
matcher disse behov. Samtidig glaeder vi os over muligheden for at “stige af” pG akademiniveau.”

MCH Messecenter Herning — et af Skandinaviens stgrste messe, event- og oplevelsescentre bakker fuldt op
om etableringen af uddannelsen:

“Som et af Skandinaviens stgrste messe-, event- og oplevelsescentre arbejder vi hver dag i et digitalt kom-
plekst milig, hvor bdade drift, gaesteoplevelser, sikkerhed og internationale samarbejder, er staerkt afhaengige
af stabile og sikre IT-Igsninger. Cybertruslen er stigende, og det kreever, at vi - sammen med regionens gvrige
aktagrer - kan rekruttere medarbejdere med specialiseret viden inden for cybersikkerhed.

En professionsbachelor i cybersikkerhed vil veere et markant bidrag til den regionale kompetenceforsyning.
Uddannelsen vilikke alene stgtte det lokale erhvervsliv, men ogsd styrke os som international eventdestina-
tion, hvor hgje krav til datasikkerhed, digitale processer, adgangssystemer og teknisk infrastruktur er afga-
rende for en professionel drift.”

DK Company A/S —en af Europas ferende leverandgrer af mode- og livsstilsbrands til bade mand og kvin-
der ser det som et strategisk fokusomrade at arbejde med beskyttelse af data mv. og udtaler:

”DK Company A/S driver et omfattende netvaerk af digitale platforme, herunder e-handelslgsninger, logistik-
systemer og kundedatahdndtering, der er essentielle for koncernens drift og veekst. Beskyttelse af data, sy-
stemer og digitale processer er derfor et strategisk fokusomrdde for at sikre driftssikkerhed, kundetillid og
compliance i en global organisation.

I takt med ggetdigitalisering og kompleksitet i supply chain og online salg har DK Company A/S et stigende
behov for specialiserede cybersikkerhedskompetencer. Evnen til at hdndtere digitale trusler, sikre systemer
og beskytte kundedata er afggrende for at opretholde koncernens forretningskritiske funktioner og modstéd
sikkerhedsudfordringer.”
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Faerch — en international produktionsvirksomhed der producerer fadevareemballage til globale markeder -
stgtter et nyt udbud og udtaler:

“Faerchs produktionsmiljger er i hgj grad baseret pd automatiserede procesanlaeg, industrielle
styresystemer (OT), robotteknologi og integrerede IT-platforme. Disse systemer er taet sammenkoblet

og udggr fundamentet for bade kvalitet, leveringssikkerhed og overholdelse af internationale
standarder og requlatoriske krav. Samtidig medfarer denne OT/IT-konvergens en markant gget
eksponering over for cybertrusler, hvor angreb kan fa direkte konsekvenser for produktion,
fadevaresikkerhed, compliance og forsyningssikkerhed.”

”... Faerchvurderer, at uddannelsen Professionsbacheloricybersikkerhed har en kompetenceprofil, der mat-
cher disse behov. Uddannelsens fokus pd netvaerks- og systemsikkerhed, automatisering,

governance og praksisnaer problemlgsning g@r den seerligt relevant for virksomheder i

fadevareindustrien og andre regulerede produktionssektorer, hvor cybersikkerhed er taet forbundet

med bade drift, kvalitet og ansvarlighed.”

BILA —dansk industrivirksomhed med base i Midt- og Vestjylland og med internationale aktiviteter tilkende-
giver sin fulde stgtte til oprettelsen af uddannelsen:

”Bl LA oplever et stigende behov for professionsuddannede medarbejdere med staerke kompetencer inden
for cybersikkerhed, som kan arbejde i krydsfeltet mellem automation, IT og produktion”

”BILA vurderer, at uddannelsen Professions bacheloricybersikkerhed haren kompetenceprofil, der matcher
disse behov. Uddannelsens fokus pd netveerk, systemer, automatisering, governance og praksis naer pro-
blemlgsning vurderes at veere seerligt relevant forindustrivirksomheder i Midt- og Vestjylland, hvor produk-
tion og teknologi er teet integreret.”

Klar revision — ser positivt pa uddannelsens indhold og vurderer at den kan styrke bade deres egen virksom-
heds kompetencer samt understgtte en fortsat professionel udvikling inden for omradet:

”Som revisions- og radgivningsvirksomhed hdndterervilgbende falsomme oplysninger og digitale systemer,
hvilket stiller hgje krav til sikkerhed og risikostyring. Evnen til at beskytte data, forebygge cybertrusler og
sikre compliance er afg@rende for vores kunder og vores egen virksomhed.
Professionsbacheloruddannelsen i cybersikkerhed giver deltagerne relevante kompetencer inden for blandt
andet it-sikkerhed, netveerkssikkerhed, risikostyring og handtering af digitale trusler — kompetencer, som er
direkte anvendelige i praksis og bidrager til en sikker digital infrastruktur.”
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Samlet oversigt over stgtteerklaeringer

Kritisk infrastruktur

Underskriver

Midt- og Vestjyllands Politi

Helle Kyndesen, Politidirektgr

Region Midtjylland — Digitalise-
ringog IT

Kenneth Becker, Chef for Strategi og Styring samt CISO

Kommuner mv.

Ikast-Brande Kommune

Ib Lauritsen, Borgmester
Flemming Storgaard, Kommunaldirektgr

Herning Kommune

Dorte West, Borgmester

Holstebro Kommune

Kenneth Tgnning, Borgmester
Rasmus Byskov-Nielsen, Kommunaldirektgr

Ringkgbing-Skjern Kommune

Lone Andersen, Borgmester

Struer Kommune

Lotte Junker Pedersen, Direktgr

Erhvervsforum Holstebro

Peter Kjeldbjerg, Direktgr

Virksomheder

Underskriver

Bila A/S Uffe Sass-Petersen, Director Market Unit, Blade Robot
Faerch Sgren Overgaard Bendtsen, Group IT Director

Klar Revision Henrik Lund, Statsautoriseret revisor

MCBA/S Malte Bolvig Hansen, Head og MCB Marketing

SEGES Innovation

Josefine Hansen, Afdelingsleder

Eurocon Stalindustri Aps

Carsten E. Borup, Produktions Chef

Skjern Handbold

Carsten Tygesen, Direktgr

Danbolig Vinderup

Daniel Abildtrup, Indehaver

Tekum Aps

Lars Hartmann Rgmer, Afdelingschef

Arla Foods Amba

Maria-Christina Sgrensen, Sr, Learning partner

Danbolig Holstebro

Alexander Christensen, Indehaver

Skabertrang A/S Jesperr Ngrgaard, Adm. Direktgr

MCH A/S Bjarne Krogstrup, @konomichef

DK Company A/S Jacob Tange Jessen, CMO

BoligOne Mogens Kragh, Ejendomsmeaegler og Valuar - ansvarlig indehaver

Faglige organisationer

TEKNIQ

Jgrgen Prosper Sgrensen, Chef for uddannelse og arbejdsmarked

Teknisk Landsforbund

Pernille Rohde, Regionsformand, TL Midtjylland
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Konklusion med vurdering af dimittendbehov og forventet optag

Uddannelsen professionsbachelor i cybersikkerhed mgder et tydeligt og dokumenteret behov i EAMVs ud-
budsomrade. Stptteerklaeringer fra bade offentlige og private virksomheder, faglige organisationer og er-
hvervsfora bekraefter, at der er behov for medarbejdere med netop de kompetencer, uddannelsen vil le-
vere.

Uddannelsenvildermed understgtte Danmarks nationale strategi for cyber- og informationssikkerhed ved
at styrke bade erhvervsliv og uddannelsesmuligheder i det Midt- og Vestjyske, samt medvirke til at fast-
holde unge studerende og dimittender lokalt.

P& baggrund af ovenstadende vurderes det at der i de kommende ar er et behov for en bestand af mini-
mum 80 studerende, med en arlig afgang af 25-30 dimittender i det Midt- og Vestjyske omrade.

| Igbet af det fgrste gennemlgb pa det nye udbud, forventes det at bade erhvervsliv og ansggere er kendt
med uddannelsen og dens muligheder. Et udbud ved EAMV med et arligt afgangshold pa 25-30 dimittender
vurderes pa kort sigt at vaere realistisk og deekkende for bade praktik og jobmuligheder i Midt-Vestjylland.

Dimittenderne forventes i h@j grad at fa praktikplads og job i lokale virksomheder. EAMV har altid haft et
stabilt og kontinuerligt samarbejde med erhvervslivet om praktikpladser pa alle uddannelser, og pa nogle
uddannelser ses at efterspgrgslen efter praktikanter konsekvent overstiger det vi kan daekke med vores stu-
derende.
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Udvalgte stgtteerklzeringer

MIDT-0G VESTJYLLANDS
POLITI

POLITI

Den 25. januar 2026

Statteerklaring til Professionsbachelor i Cybersikkerhed

Cybersikkerhed er et omrade af voksende betydning — bade internationalt, nationalt og lokalt. Dette
beskrives bl.a. i "Analysen af cyber- og informationssikkerhed 1 Danmark™ udgivet af Styrelsen for
Samfundssikkerhed i december 2025. Dertil kommer, at Danmark er et af de mest digitaliserede lande i
verden. Cyber- og informationssikkerhed har bl.a. betydning for borgere, vircksomheder, kritisk infrastruktur,
industrien og offentlige organisationer.

Som det fremgar af ovennaevnte analyse “er de kriminelles meteder i stigende grad ogsa blevet digitale, og
cyberkriminalitet pavirker dagligt borgere og virksomheder. Searligt er digital svindel en udbredt
kriminalitetsform, som rammer mange borgere. Cyberkriminalitet kan have store gkonomiske og personlige
konsekvenser for ofrene og sveekke borgernes tillid til de offentlige myndigheder. Samtidigt kan et
cyberangreb pa sma- eller mellemstore virksomheder (SMVere) f.eks. resultere i, at mange borgeres private
oplysninger l=kkes pa internettet.” Denne vurdering er Midt- og Vestjyllands Paliti enig i.

En forudsatning for at handtere dette er en kompetent og veluddannet arbejdsstyrke. Og der er et stigende
behov for specialiseret viden indenfor cybersikkerhed. Derfor vil en uddannelse i cybersikkerhed vare et
vaesentlig bidrag, som kan understgtte rekruttering af medarbejdere med relevante IT-
sikkerhedskompetencer.

Midt- og Vestjyllands Politi ser det som en klar fordel, at Erhvervsakademi MidtVest gnsker at placere en
professionsbachelor i Cybersikkerhed i vores omrade og bakker derfor op om etableringen af uddannelsen.

Vi ser frem til det videre samarbejde om at styrke cybersikkerheden i Midt- og Vestjylland.

Helle Kyndesen
Politidirektgr

Stotteerklaering - Digitalisering & It

Region Midtjylland vil gerne udtrykke sin fulde statte til Erhvervsakademi
MidtVests initiativ om at etablere uddannelsen:

Professionsbachelor i Cybersikkerhed

Som en moderne og hgjteknologisk arbejdsplads er vi dybt athaengige af
stabile, sikre og velfungerende digitale systemer. Patientbehandling bygger i
dag pa komplekse IT-lgsninger (>1000 systemer), der alle skal beskyttes mod
stadigt mere avancerede cybertrusler. Cybersikkerhed og de mange nye

complianceregler nationalt og fra EU, er derfor et helt centralt fokusomrade for

os — bade af hensyn til patientsikkerheden, driftsstabiliteten og beskyttelsen af
folsomme person- og sundhedsdata.

Vi oplever et konstant behov for at kunne tiltreekke medarbejdere med
specialiserede kompetencer inden for IT-sikkerhed, bade i de kliniske miljger, i
den tekniske drift og i vores regionale samarbejde om sikkerhedsarkitektur og
beredskab. Den foresldede uddannelse vil kunne bidrage direkte til at styrke
vores rekruttering og fastholde vigtige kompetencer i Midt- og Vestjylland.

En professionsbachelor i cybersikkerhed vil vaere et vaesentligt loft for
regionen, og vi ser store muligheder for fremtidigt samarbejde med
Erhvervsakademi MidtVest — eksempelvis gennem projekter, opgavelgsning,
praktikferlgb og videndeling om cyber- og informationssikkerhed og ikke
mindst i uddannelse af eksisterende medarbejdere.

Digitalisering & It med over 600 ansatte bakker varmt og helhjertet op om
etableringen af uddannelsen og ser den som et ngdvendigt og fremadrettet
bidrag til den regionale udvikling og det digitale sikkerhedsberedskab, ikke
kun for os som samfundskritisk sektor, men ogsé for at kunne tilbyde
regionens virksomheder relevante kompetencer indenfor cyber- og
informationssikkerhed.

Med venlig hilsen
Digitalt signeret af
Ken n et h Kenneth Becker
Dato: 2026.01.30

Becker isiss.oror

Kenneth Becker
Chef for Strategi og Styring, samt CISO

Regioshuset
Viborg
Digitalisering og It
Skotteborg 26
8800 Viborg

midt

regionmidtjylland

30.01.2026
Kenneth Becker
24828308

@
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T E K N I O Dato: 21. januar 2026
\ Side 1/1

Stetteerklaering
Vedrgrende oprettelse af Professionsbachelor i cybersikkerhed i Midt- og Vestjylland

I Midt- og Vestjylland er virksomhederne i stigende grad preeget af digitalisering, automatisering
og sammenkoblede systemer inden for forsyning. energi, byggeri, industri, bygningsautomatik
og tekniske serviceydelser. Denne udvikling har medfert et markant eget behov for lokalt
forankrede kompetencer inden for cybersikkerhed, szerligt | sma og mellemstore virksomheder,
hvor cybersikkerhed ofte skal handteres taet pa drift, forretning og ledelse.

TEKNIQ vurderer, at der i regionen er et udtalt behov for professionsuddannedse
cybersikkerhedsspecialister, som kan:

« arbejde praksisnzert med forebyggelse og handtering af cybertrusler i tekniske og
preduktionsnzere miljger

« understotte sikker drift af netveerk, industrielle |T-systemer, loT-lgsninger og cloud-
baserede platforme

« omsatte krav til cybersikkerhed, compliance og standarder til konkrete lasninger i
virksomheder med begraensede specialistressourcer

« bidrage til opbygning af en baeredygtig cybersikkerhedskulturi regionale virksomheder

TEKNIQ ser derfor et klart match mellem arbejdsmarkedets behov i Midt- og Vestjylland og
kompetenceprofilen i uddannelsen Professionsbachelor i cybersikkerhed, herunder
uddannelsens fokus pa teknisk sikkerhed, automatisering, governance og praksisorienteret
problemlgsning.

Det vurderes samtidig. at en regional forankring af uddannelsen vil styrke virksomhedernes
adgang til kvalificeret arbejdskraft og bidrage til at fastholde og udvikle tekniske kompetencer i
omradet. Samtidig taler uddannelsen ind i den digitale omstilling og dets behov for kvalificeret
arbejdskraft. Iseer muligheden for "afstigning” til erhvervsakademiuddannelsen er en interessant
fleksibilitet for virksomhederne, Uddannelsens praktikophold og bachelorprojekt skaber gode
muligheder for et teet samspil mellem studerende og virksomheder i regionen, hvilket TEKNIG
ser som afgerende for uddannelsens relevans og effekt.

Pa den baggrund tilkendegiver TEKNIQ sin stgtte til oprettelsen af Professionsbachelori

cybersikkerhed med udbud i Midt- og Vestjylland og vurderer, at uddannelsen vil vaere et
vaesentligt bidrag til at styrke den digitale robusthed og konkurrenceevne hos regionens
tekniske virksomheder.

Med venlig hilsen

Jergen Prosper Sgrensen
Chef for uddannelse og arbejdsmarked

TEKNIQ er drivkraften bag den baeredygtige og digitale veekst i Danmark

Stetteerkleering
Vedrarende udbud af Professionsbachelor i Cybersikkerhed i Midt- og Vestjylland

Arla er eninternational fedevarevirksomhed med betydelige aktiviteter i Danmark, herunder i Midt- og
Vestjylland. Arla opererer i et staerkt reguleret marked, hvor fedevaresikkerhed, kvalitet, sporbarhed og
stabil drift er grundlasggende for forretningen og for tilliden hos kunder, myndigheder og forbrugere.

Arlas produktion og logistik er i stigende grad baseret pd automatiserede procesanlag, industrielle
styresystemer (OT), digitale kvalitetssystemer og integrerede IT-platforme, som understotter hele
vazrdikezden fra ravare til feerdigt produkt. Denne udvikling har samtidig eget behovet for systematisk
og professionel handtering af cybersikkerhed, da cyberhaendelser kan fa direkte konsekvenser for
produktion, fadevaresikkerhed, compliance og forsyningssikkerhed.

Arla oplever et behov for professionsuddannede medarbejdere med stesrke kompetencer inden for
cybersikkerhed, og Arla vurderer, at uddannelsen Professionsbachelor i cybersikkerhed har en
kompetenceprofil, der matcher disse behov. Samtidig gle=der vi 0s over muligheden for at "stige af” pa
akademiniveau.

Huvis vi skulle foresla forbedringer til det pataenkte indhold, var det at tilfeje sikkerhed i et Al-perspektiv
og diverse retningslinier for sikkerhed som f.eks. NIS2 samt ISO standarder.

Pa den baggrund tilkendegiver Arla sin stette til oprettelsen af Professionsbachelor i cybersikkerhed
med udbud i Midt- og Vestjylland.

Med venlig hilsen

Maria-Christina Serensen
Sr. Learning Partner
Arla Foods Amba

machs@arlafoods.com / +45 91316056
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Stetteerklaering - MCH Messecenter Herning

MCH Messecenter Herning ensker hermed at udtrykke sin fulde statte til Erhvervsakademi MidtVests
initiativ om at etablere uddanneken:

Professionsbachelor i Cybersikkerhed

Som et af Skandinaviens storste messe-, event- og oplevelsescentre arbejder vi hver dag i et digitalt
komplekst milja, hvor bade drift, gesteoplevelser, sikkerhed oginternationale samarbejder, er starkt
afthaengige af stabile og sikre [T-lesninger. Cybertruslen er stigende, og det kraever, at vi — sammen med
regionens owige aktorer — kan rekruttere medarbejdere med specialiseret viden inden for
cybersikkerhed.

En professionsbachelor i cybersikkerhed vil vaere et markant bidrag til den regionale
kompetenceforsyning. Uddannelsen vil ikke alene statte det lokale erbvervsliv, men ogsa styrke os som
international eventdestination, hvor haje krav til datasikkerhed, digitale processer, adgangssystemer og
teknisk infrastruktur er afgerende for en professionel drift.

Vi ser store muligheder for samarbejde mellem MCH og Erhvervsakademi MidtVest — bade i form af
projektforlab, praksisnzere caseopgaver, talentudvikling og fremtidige rekrutteringskanaler. Et sadant
samarbejde kan veere direkte eller via vore samarbejdspartnere pa [T-omradet. Uddannelsen vil samtidig
styrke Midt- og Vestjylland som et attraktivt omrade for virksomheder, der arbejder professionelt med
digital innovation og sikkerhed.

MCH Messecenter Herning bakker derfor fuldt op om etableringen af professionsbacheloreni
cybersik kerhed og ser frem til at bidrage til et starkt og fremtidssikret uddannelsesmilja i regionen.

Med wenlig hilsen

f

el(éup
Bkgnomichef
MCH

A/fS

Herning, den 27. januar 2026

Stotteerklaering
Vedrerende udbud af Professionsbachelor i Cybersikkerhed i Midt- og Vestjylland

Faerch er en international produktionsvirksomhed med hovedsade | Danmark og vaesentlige
aktiviteter | Midt- og Vestjylland. Faerch producerer foedevareemballage til globale markeder og
opererer i et staerkt reguleret erhvery, hvor krav til driftssikkerhed, sporbarhed, dataintegritet og
compliance er forretningskritiske.

Faerchs produktionsmiljger er i hgj grad baseret pa automatiserede procesanlzg, industrielle
styresystemer (OT), robotteknologi og integrerede IT-platforme. Disse systemer er teet sammenkoblet
og udger fundamentet for bade kvalitet, leveringssikkerhed og overholdelse af internationale
standarder og regulatoriske krav. Samtidig medfarer denne OT/IT-konvergens en markant oget
eksponering over for cybertrusler, hvor angreb kan fa direkte konsekvenser for produktion,
fadevaresikkerhed, compliance og forsyningssikkerhed.

Faerch oplever derfor et stigende behov for professionsuddannede cybersikkerhedsspecialist med
kompetencer malrettet industrielle og regulerede produktionsmiljoer. Sxrligt eftersparges
medarbejdere, som kan:

* arbejde malrettet med OT-sikkerhed | automatiserede produktions- og procesanlaeg
» identificere, vurdere og handtere cyberrisici i komplekse OT/IT-integrerede miljoer

* understette compliance, sporbarhed og dataintegritet i fadevareproduktion og globale
vaerdikeeder

« omsette internationale standarder, sikkerhedskrav og governance til praktiske og driftsnzere
lasninger

« bidrage til stabil og sikker drift i et produktionsmilje med heje krav til oppetid og kvalitet

Faerch vurderer, at uddannelsen Professionsbachelor i cybersikkerhed har en kompetenceprofil, der
matcher disse behov. Uddannelsens fokus pa netvaerks- og systemsikkerhed, automatisering,
governance og praksisnzer problemlesning gor den sazrligt relevant for virksomheder i
fedevareindustrien og andre regulerede produktionssektorer, hvor cybersikkerhed er teet forbundet
med bade drift, kvalitet og ansvarlighed.

Faerch ser desuden positivt pd uddannelsens praktikophold og praksisorienterede bachelorprojekt,
s0m skaber mulighed for et teet samarbejde mellemn studerende og virksomheder | Midt- og
Vestjylland. Dette vurderes at styrke rekrutteringsgrundlaget og bidrage til opbygning af et staerkare
regionalt kompetencemiljg inden for industriel cybersikkerhed og OT-sikkerhed.

Pa den baggrund tilkendegiver Faerch sin stette til oprettelsen af Professionsbachelor i cybersikkerhed
med udbud i Midt- og Vestjylland og vurderer, at uddannelsen vil vaere et vazsentligt bidrag til at styrke
cybersikkerhed, compliance og driftssikkerhed i fadevare produktion og andre regulerede industrier.

Med venlig hilsen

i ]
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Saren Overgaard Bendtsen
Group IT Directne

Apall , Infrastreciure, C & Network
Mobile | +45 2118 9220

Emad | G
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Statteerkleering om etablering af Professionsbacheloruddannelse i
Cybersikkerhed pa Erhvervsakademi MidtVest

SEGES Innovation bakker hermed op om Erhvervsakademi MidtVests ansegning om at udbyde
Professionsbacheloruddannelsen i Cybersikkerhed.

Landbrug og fedevareproduktion er i stigende grad digitaliserede sektorer. Moderne landbrugsdrift er
afheengig af digitale losninger, sensorer, automatisering, produktionsdata, cloudbaserede platforme
og styringssystemer. Samtidig ser vi en markant stigning i trusler mod béde virksomheders og
landbrugets digitale infrastruktur.

Der er derfor et akut og voksende behov for medarbejdere med specialiseret viden inden for
cybersikkerhed - bade i radgivningsvirksomheder og i erhvervet generelt. Kompetencer inden for IT-
sikkerhed, datahdndtering, risikovurdering og beskyttelse af kritisk infrastruktur er afgerende for at
understatte en robust og sikker digital udvikling.

En professionsbachelor i cybersikkerhed vil vaere relevant for:
« radgivningsvirksomheder, der understatter digitalisering i landbruget
« virksomheder med kritisk IT-infrastruktur
+ udvikling af sikre digitale lasninger til landbrugets beslutningsstatte

+ styrkelse af datasikkerhed og compliance i fedevaresektorens veerdikaede

Vi vurderer, at uddannelsen kan f& stor betydning for bade rekruttering og kompetenceudvikling i vores
sektor.

SEGES Innovation stetter derfor etableringen af Professionsbachelor i Cybersikkerhed pa
Erhwvervsakademi MidtVest.

Med venlig hilsen
Josefine Hansen

Afdﬁélingsledar
Edtication - Marketing & Fagkommunikation
SEGES Innovation P/S

Statteerklaering - etablering af Professionsbacheloruddannelse i
Cybersikkerhed

Dato: [indsaet]

DK Company A/S
La Cours Vej 6
7430 lkast

CVR: 24431118

DK Company A/S

DK Company A/S driver et omfattende netveerk af digitale platforme, herunder e-
handelslasninger, logistiksystemer og kunt Wdndtering, der er essentielle for koncernens
drift og veakst. Beskyttelse af data, sy og digitale pr er derfor et strategisk
fokusomride for at sikre driftssikkerhed, kundetillid og compliance i en global orgenisation.

I takt med eget digitalisering og kompleksitet | supply chain og online salg har DK Company A/S
et stigende behov for specialiserede wpetencer. Evnen til at hindtere digitale
trusler, sikre systemer og beskytie kundedata er afgerende for at opretholde koncernens
forretningskritiske funktionar og modsta sikkerhedsudfordringer.

Professionsbacheloruddannelsen i Cybersilkkerhed vurderes som seerlig relevant for DK
Company A/S inden for felgende omrider:

+ atablering og drift af sikkerhedsledelse og risikostyringspraksis

+  sikring af netvaark, systemer og data i forbindelse med e-handel og digital infrastruktur
» forebygdelse og hdndtering af cybertrusler mod forretningskritiske systemer

+ understettelse af compliance of databeskyttelseskray i internationsle operationer

DK Company A/S bakker derfor op om af Professi chelor i Cybersikkerhed
Underskrevet:

abfange 0
DK

SEGES

INNOVATION

EAMV

Erhvervsokademi MidtVest @ dk company
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Stetteerklzering om Professionsbachelor i
Cybersikkerhed pa Erhvervsakademi MidtVest

MCB A/S ensker hermed at stette Erhvervsakademi MidtVests ansegning om at udbyde
Professionsbachelor i Cybersikkerhed.

Som digitalt bureau med ansvar for udvikling, drift og sikkerhed af web- og e-commerce-platforme er
cybersikkerhed en helt afgerende faktor i vores arbejde. De digitale l@sninger, vi udvikler og forvalter,
handterer ofte store datamaengder, integrationer og forretningskritiske systemer —og dermed et
stigende trusselsbillede.

Vi oplever derfor et markant behov for medarbejdere med:
« viden om sikker udvikling og drift af digitale lesninger
« evne til at identificere, analysere og handtere sikkerhedstrusler
« kompetencer inden penetrationstests, sikkerhedsarkitektur og risikovurdering
» forstielse for compliance, GDPR og datasikkerhed
« indsigt i beskyttelse af e-commerce- og integrationsplatforme

En professionsbachelor i cybersikkerhed vil vaere et meget vigtigt bidrag til at sikre
kompetenceforsyningen i regionen — og vil styrke vores mulighed for at rekruttere specialister.

MCB A/S statter derfor etableringen af Professionsbacheloren i Cybersikkerhed pa
Erhvervsakademi MidtVest.

WZ_BONE-

Med venlig hilsen
Maite Bolvig Hansen
Head of MCB Marketing
MCB A/S

g -

DIGITAL SUCCES Erhvervsakodemi MidtVest

EUROBCON

STALINDUSTRI

Stptteerklering
Vedr. udbudsret til Professionsbachelor i Cybersikkerhed

Eurocon Stalindustri ApS har med interesse noteret sig initiativet omkring udbud af
professionsbacheloruddannelsen i cybersikkerhed.

Eurocon Stalindustri ApS er en dansk industrivirksomhed med fokus pa teknisk produktion, projekter
og industrilgsninger, hvor arbejdet i stigende grad foregar i digitale miljger med avanceret styring,
projektdokumentation og tekniske systemer. Dette ger it- og informationssikkerhed til et vaesentligt
element i bade planlaegning og drift.

I takt med den fortsatte digitalisering stilles der stgrre krav til forstaelse for it-sikkerhed, netvaerk,
datahandtering og beskyttelse af digitale processer. Udd Isen til professionsbachelor i
cybersikkerhed giver de studerende kompetencer til at forebygge, opdage og hdndtere cybertrusler
samt bidrage til en styrket sikkerhedskultur og overholdelse af standarder og lovgivning.

Eurocon Stalindustri ApS ser positivt pa uddannelsens fokus og vurderer, at adgang til kvalificeret
arbejdskraft med viden om cybersikkerhed kan understatte virksomheders arbejde i et stadig mere
digitaliseret miljg.

Med venlig hilsen

Eurocon Stilindustri ApS

Carsten E. Borup
Produktions Chef

Dato: 15/1-2026

Underskrift: C&/ﬁfév Al %7
EUROHCON

Rasmus Faerchs Vej 22

7500 Holstebro
TIF 96 10 41 00

Den fleksible samarbejdspartner

EUROCON STALINDUSTRI ApS
Rasmus Faerchs Ve]j 22 - DK- 7500 Holstebro « TIf. +45 9610 4100 - Fax +45 9740 7160
CVR-nr. DK 29 24 27 98
www.euracon.dk
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