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Ansggningsrunde: 2025-1

Status pa ansggning: Godkendt

Afggrelsesbilag
Download den samlede ansggning

Laes hele ansggningen

Ansggningstype
Nyt udbud

Udbudssted
UCL Erhvervsakademi og Professionshgjskole, Seebladsgade 1, 5000 Odense C

Informationer pa kontaktperson for ansggningen (navn, email og telefonnummer)
Rikke Fastenrath, Ledelseskonsulent, rifa@ucl.dk, 51808906

Er institutionen institutionsakkrediteret?
Ja

Er der tidligere sggt om godkendelse af uddannelsen eller udbuddet?
Nej

Uddannelsestype
Professionsbachelor

Uddannelsens fagbetegnelse pa dansk
Cybersikkerhed

Uddannelsens fagbetegnelse pa engelsk
Cyber Security

Angiv den officielle danske titel, som institutionen forventer at bruge til den nye uddannelse

Professionsbachelor i cybersikkerhed
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Angiv den officielle engelske titel, som institutionen forventer at bruge til den nye uddannelse
Bachelor of Cyber Security

Hvilket hovedomrade hgrer uddannelsen under?

Tekniske omrade

Hvilke adgangskrav geelder til uddannelsen?

1. Adgang via Gymnasial eksamen
2. Adgang via 3-arig erhvervsuddannelse
Fuldfert erhvervsuddannelse med en normeret varighed pa 3 ar eller mere

3. Adgangseksamen til ingenigruddannelserne

Specifikke adgangskrav
1. Matematik B, Engelsk B
2. Matematik B, Engelsk B
3. Matematik B, Engelsk B
De specifikke adgangskrav skal vaere bestaet

Er det et internationalt samarbejde, herunder Erasmus, feellesuddannelse el. lign.?
Nej

Hvis ja, hvilket samarbejde?

Hvilket sprog udbydes uddannelsen pa?
Dansk

Er uddannelsen primzert baseret pd e-leering?
Nej, undervisningen foregar slet ikke eller i mindre grad péa nettet.

Styrelsen for Forskning og Uddannelse - pkf@ufm.dk - Udskrevet 18. januar 2026 Side 3 af 14



“?ﬁ:"’ Uddannelses- og

Forskningsministeriet Preekvalifikation af videregdende uddannelser - Cybersikkerhed

ECTS-omfang
210

Beskrivelse af uddannelsens formal og erhvervssigte. Beskrivelsen ma maks. fylde 1200 anslag

Ikke relevant.
Der henvises til den godkendte uddannelsesansggning

Uddannelses struktur og konstituerende faglige elementer

Ikke relevant.
Der henvises til den godkendte uddannelsesansggning

Begrundet forslag til takstindplacering af uddannelsen
Ikke relevant.

Der henvises til den godkendte uddannelsesansggning

Forslag til censorkorps
Censorkorpset for it- og softwareudvikling

Dokumentation af efterspargsel pa uddannelsesprofil - Upload PDF-fil pa max 15 sider. Der kan kun uploades én
fil

UCL Erhvervsakademi og Professionshgjkole regional behovsanalyse Pba. i cybersikkerhed januar 2025.pdf

Kort redegarelse for det nationale og regionale behov for den nye uddannelse. Besvarelsen ma maks. fylde 1800
anslag
Ifglge Center for Cybersikkerheds trusselsvurderinger er cybertruslen mod Danmark meget hgit.

| aftalen om beredskabsomradet 2025-2026 fremgar det, at der er akut behov for at styrke cyber- og
informationssikkerheden bl.a. med en ny strategi. Allerede i den forrige ‘Nationale strategi for cyber- og
informationssikkerhed 2021-2024" fremgik det, at der er behov for et gget kompetenceniveau, og at der skal uddannes
flere specialister.
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Det vurderes desuden i Deloittes rapport ‘Potentialet ved et styrket dansk gkosystem for cybersikkerhed og —forsvar’
udarbejdet for Security Tech Space og Nationalt Forsvarsteknologisk Center, september 2024, at Danmark et af de mest
digitaliserede samfund i verden med en hgj grad af tillid, og det gar, at trusselniveauet mod Danmark er hgjt og komplekst,
og at der ikke er et tilstraekkeligt digitalt sikkerhedsniveau. Danmark vil mangle op til 20.000 fuldtidspersoner med
kompetencer inden for cybersikkerhed i 2030. Dvs. 4-5 gange sa mange fuldtidsansatte som i dag, og derfor er der et stort
behov for at uddanne profiler med tekniske og forretningsmaessige cybersikkerhedskompetencer.

Odense har oplevet en markant fremgang i antal fuldtidsansatte i it-virksomhederne fra 2016-2021 med 18 pct og dermed
en del over landsgennemsnittet i samme periode, og det vurderes i Deloittes rapport, at den ggede efterspgrgsel vil fa
behovet for fuldtidsmedarbejdere til at stige markant i de eksisterende it-virksomheder. | UCL's regionale behovsanalyse
angiver 83% af respondenterne, at der er udfordringer med at rekruttere medarbejdere med cybersikkerhedskompetencer,
0g 86% af respondenterne angiver at have behov for at ansaette medarbejdere med cybersikkerhedskompetencer inden
for de naeste 24 maneder.

Uddybende bemaerkninger

Implementeringen af EUs cybersikkerhedsdirektiv, NIS2, stigende modenhed hos virksomhedsledelser og bestyrelser samt
et gget politisk fokus pa forsvar, samfundssikkerhed og beredskab er ifglge Deloittes rapport fra september 2024 helt
afggrende faktorer for en markant gget efterspgrgsel pa personer med kompetencer inden for cybersikkerhed og —forsvar i
de kommende ar.

Dette afspejles ogsa i de seneste ars drgftelser i det nationale it-uddannelsesnetvaerk og i UCLs lokale
uddannelsesnetveerk, hvor behovet for en faglig profil med cybersikkerhedskompetencer med fokus pa teknisk ekspertise
og hands-on erfaring, analytiske evner og tveerfaglig kommunikation og samarbejde er blevet drgftet.

Derudover har UCL Erhvervsakademi og Professionshgijskole i den regionale behovsafdaekning veeret i kontakt med 42
aftagere og derudover haft dialog med interesseorganisationer og klynger for at afdaekke behovet for dimittender og et
udbud af cybersikkerhedsuddannelsen pa Fyn.

| vores regionale behovsanalyse beskriver aftagerne saledes vigtigheden af en Pba. i cybersikkerhed.

Fordi der skabes en struktureret faglighed, hvor praktiske evner spiller ind i de frameworks vi gerne vil benytte. Det giver
derfor dimittenden et stasted, hvor de bedre kan veere med til at forme sikkerhedskulturen og ikke “bare” levere
sikkerhedsarbejde.

Jacob Steen Madsen, chef, DKCERT

Det vil veere en fordel at fa en person ind, der har den teoretiske ballast med sig. Det er ofte ellers et spgrgsmal om upskill
og certificering, som tager en del af arbejdstiden. Men samtidig er cybersikkerhed et omréde, der kraever veesentlig
praktisk erfaring og en bred teknisk baggrund, som man bgr huske skal med i bagagen.
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Egil Rausner, Cybersecurity & GRC Manager, Universal Robots

Fordi kandidaterne med uddannelsen far malrettet kendskab til konkrete veerktgjer og paradigmeomrader, der er en del af
de gkosystemer, der skal til for at skabe operationel resiliens.

Christian Wejergang, CISO, Bunker Holding A/S

I IDAs kompetenceafdaekning for cyber- og informationssikkerhed 2023 konkluderes det, at selvom Danmark er et af
verdens mest digitaliserede samfund, har 40% af SMV’erne et utilstreekkeligt digitalt sikkerhedsniveau, og i den offentlige
sektor er det kun 54% af de samfundskritiske it-systemer der har et sikkerhedsmaessigt tilstraekkeligt niveau.

| Deloittes rapport fra september 2024 omtales forskellige faktorer, der pavirker en gget efterspgrgsel pa
cybersikkerhedskompetencer og ud fra faktorerne kan der dannes tre omrader, hvor behovet vil stige. 1) Cybersikkerheds-
og IT-branchen, som vil veere ekstern leverandgr for cybersikre lgsninger til virksomheder og offentlige instanser. 2) Kritisk
infrastruktur i form af offentlige myndigheder, regioner, kommuner, forsyningsselskaber, finansielle virksomheder, forsvar,
uddannelse og forskning. 3) SMV’er betragtes ofte af cyberkriminelle som lettere mal, da de som leverandagrer til offentlige
institutioner og starre virksomheder kan abne en vej ind til disses systemer.

Cybersikkerhed- og IT-branchen.

IT- og cybersikkerhedsbranchen er karakteriseret ved mange nye SMV’er koncentreret i klynger i og omkring de store
universitetsbyer, herunder Odense, og det forudses , at den fremskrevne efterspgrgsel pa 20.000 medarbejdere i 2030 i
hgj grad sker i it-branchen.

UCL indgar i et firearigt internationalt projekt "Colleges for European Datacenter Education” (CEDCE) og har i den
forbindelse tzet dialog med Datacenter Industrien. | vores dialog om behovet for Pba. i cybersikkerhed papeger direktgren
fra Datacenter Industrien vigtigheden af cybersikkerhedskompetencer for dem:

Digitalisering er central for at udvikle vores samfund, lette borgernes hverdag og gare vores virksomheder mere
konkurrencedygtige til gavn for velfserd, vaekst og gren omstilling. Den digitale udvikling bygger pa en steerk infrastruktur,
og derfor er alle virksomheder og datacentre med placering i Danmark afheengige af at have adgang til steerke
kompetencer inden for bl.a. cybersikkerhed.

Henrik Hansen, Adm. Direktar, Datacenter Industrien

Den lokale virksomhed KJAER DATA understreger ogsa vigtigheden af adgang til kompetencer pa Fyn
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Vi lever af it-sikkerhed. Det er reelt kernen i vores forretning som er drevet af infrastruktur- og kommunikationslgsninger. At
lave lgsninger, der er designet sikkert per default for, at vi kan levere Igsninger, der er compliant til vores kunder. Mange af
vores kunder bliver underlagt nye regulativer og love, som kreever en markant forgget compliance, og det er derfor vigtigt,
at der bade er mulighed for at forst& de tekniske aspekter men ogsa de compliancemaessige aspekter.

Det vil i hgj grad veere problematisk at man kun vil kunne tilbyde IT-sikkerhedsmaessige uddannelser i Arhus og
Kgbenhavn. Med den teknologiske hub der forefindes i Odense og generelt trekantsomradet omkring blandt andet
robot-teknologi og maritim teknologi (hvor IT kommer til at spille en starre og starre rolle) sa er det i hgj grad en udfordring
hvis man skal studere i Arhus, og der s& ikke vil veere nogen der kgrer til Odense for at f& fx en praktikplads indenfor
cybersikkerhed.

Claus Jacobsen, IT Security Specialist, KJAER DATA ApS, Odense
Kritisk infrastruktur

Danmark udger fortsat et attraktivt mal for cybersikkerhedsangreb, og bade truslen fra cyberspionage og cyberkriminalitet
vurderes meget hgj af Center for Cybersikkerhed 2024.

Som det fremgar i indslag og artikel af TV2 Fyn i august 2024, har de fynske kommuner oplevet en stigende maengde
forsgg pa cyberangreb, som de langt hen ad vejen er magteslgse overfor. 7 ud af 9 kommunale it-chefer p& Fyn har
saledes svaret, at cybertruslen overstiger, hvad deres kommune har ressourcer til at handtere.

Tilsvarende udtaler 7 ud af 9 af it-cheferne, at de er meget enige i, at “de oplever udfordringer med at rekruttere de rette
medarbejderkompetencer til at sikre cyber- og informationssikkerhed”.

UCL har i den regionale behovsanalyse faet besvarelser ind fra 8 kommuner i deekningsomradet og alle adspurgte
kommuner gar opmaerksom pa udfordringer med at finde kvalificerede medarbejdere.

Det er vigtigt for os, da sikkerhedsomradet fylder mere og mere i vores dagligdag. @get digitalisering og et gget
trusselsniveau fra de it-kriminelle gar, at behovet er stigende i forhold til at f& de rette kompetencer. | dag ser vi, at
efterspgrgslen pa omradet langt overstiger, hvad der er tilgeengeligt af medarbejdere med de rette kompetencer. Dette kan
fa den konsekvens, at den digitale udvikling seettes i std i kommunerne.

Steen Brodersen, IT- og digitaliseringschef, Kerteminde Kommune
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For Nyborg Kommune er det afggrende at kunne tiltreekke og fastholde specialiseret arbejdskraft inden for cybersikkerhed
og den stadigt stigende trussel p& omradet. At have en relevant uddannelse i vores nzeromrade vil ggre det nemmere for
unge talenter og erfarne fagfolk at udvikle deres kompetencer uden at skulle sgge vaek fra Fyn. Det vil ogsa bidrage til at
skabe et steerkere samarbejde mellem uddannelsesinstitutioner, det offentlige og erhvervslivet.

Thomas Holst, leder IT og digitalisering, Nyborg Kommune
Som kommune er det en udfordring at tiltreekke de ngdvendige kompetencer i cyber- og informationssikkerhed.
Rune Wentzel Helms, Chef for HR, @konomi og IT, Fredericia Kommune

Region Syddanmark investerer 450 millioner i en ny digital sundhedsstrategi frem mod 2028 for at styrke digital
selvbetjening og hjemmebehandling samt virtuelle konsultationer m.m. Cybersikkerhed er en vigtig del af investeringen, sa
regionen kan “overvage trusselsbilledet og tilpasse strategien derefter”.

En professionsbachelor i cybersikkerhed er saerlig vigtig for os, fordi vi arbejder med kritisk infrastruktur i
sundhedssektoren, hvor sikkerhed og stabil drift er afggrende. Cyberangreb mod hospitaler kan have alvorlige
konsekvenser ikke kun gkonomisk, men ogsa for patienternes sikkerhed og behandling. Derfor har vi et stort behov for
medarbejdere, der kan beskytte vores systemer mod trusler og sikre, at hospitalernes it-lgsninger altid fungerer. En
professionsbachelor i cybersikkerhed giver den ngdvendige viden og praktiske erfaring til at handtere disse udfordringer.
Vi ser stor veerdi i at anseette nyuddannede fra denne uddannelse, da de kan bidrage direkte til at styrke vores sikkerhed.

Jesper Klingenberg Jepsen, IT-sikkerhedskonsulent, Region Syddanmark

UCL er i dialog med Cyberveaernepligten og Heerens Konstabel- og Korporalforening (HKKF) om behovet for styrkede
cybersikkerhedskompetencer.

I en tid, hvor truslen fra cyberangreb vokser og pavirker bade civile og militeere systemer, er det afgarende, at bade det
private erhvervsliv og forsvaret har adgang til medarbejdere med steerke kompetencer inden for it-sikkerhed. Cyberangreb
kan i dag have alvorlige konsekvenser for landets infrastruktur, kritiske systemer og den samlede nationale sikkerhed.

Poul Sgrensen, Forbundsradgiver, Heerens Konstabel- og Korporalforening HKKF

Vi har veeret i dialog med UCL, da vi mener, at en professionsbachelor i cybersikkerhed vil give os en god mulighed for at
opkvalificere de cyberveernepligtige. Kompetencerne de menige vil fA med en professionsbachelor i cybersikkerhed
matcher behovet og vil samtidig vaere attraktiv for de menige, sé de fastholdes i forsvaret eller senere veelger en civil
karriere inden for cybersikkerhedsomradet.
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Carsten Rasmussen, Militeerfaglig konsulent, Fredericia Kommune

SMV'er

Forskningsrapporten Cybersikkerhed i sma og mellemstore danske produktionsvirksomheder, juni 2024, udarbejdet af
SDU og Forsvarsakademiet og stattet af Industriens Fond, fremhaever, at sma og mellemstore virksomheder (SMV'er) er
digitalt integreret med en bred vifte af interessenter, herunder kunder, leverandgrer, offentlige myndigheder, finansielle
partnere, serviceudbydere og IT-leverandgrer, og at hver af disse forbindelser repreesenterer en potentiel
sikkerhedstrussel. Det gar, at SMV’erne i stigende grad bliver mal for cyberkriminalitet, fordi de betragtes som lettere mal
sammenlignet med stgrre virksomheder, der har mere robuste sikkerhedsforanstaltninger. Saledes vurderes det i
rapporten, at hver femte SMV har veeret udsat for cyberangreb inden for de seneste ar.

Dette fremgar ogsa af vores regionale behovsanalyse, hvor Schur Park Denmark skriver fglgende:

Det er et ekstremt vigtigt omrade, hvor der hele tiden er udvikling, og det kraever en enorm forstaelse for at minimere
risikoen for cyberangreb. Vi har selv afveerget flere, men der er brug for ansatte med indsigt og evnen til at kommunikere
det ud i virksomheden.

Emil Heine, Planning & Warehouse Leader, Schur Pack Denmark A/S

Interesseorganisationerne tilkendegiver ogsa pa vegne af deres medlemmer et stort behov for personer med
cybersikkerhedskompetencer.

Cybersikkerhed er vigtigt for ALLE virksomheder — og naturligvis ogsa faglige organisationer om vores, der dagligt
behandler personoplysninger. Samtidigt er netop It og it-systemer i stigende grad mal for it-kriminelle fra savel ind- som
udland. Denne “aktivitet” forventes desveerre kun at veere stigende. Der er derfor brug for uddannelser som
bacheloruddannelsen i cybersikkerhed.

Erling Jensen, Afdelingsformand, Dansk El-Forbund Fyn
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Det er meget vigtigt, fordi vi har en del virksomheder som arbejder pa hgjrisikoomrader og med nationale interesser.
Kristian Bendix Drejer, Erhvervsdirektgr, Business Fredericia

Medarbejdere med systemforstaelse kombineret med procesforstaelse, der ogsa har cybersikkernedskompetencer, vil i hgj
grad vaere efterspurgt i erhvervslivet i de kommende ar. Alene de reguleringer, som har i veeret i disse ar, med NIS2 og
DORA gar, at der virkelig er brug for de kompetencer, som UCL gerne vil uddanne.

Peter Topp Jensen, IT-manager, Syddansk Erhvervsskole

Indfgrelsen af EU’'s cybersikkerhedsdirektiv NIS2 med retslige foranstaltninger til at gge det overordnede sikkerhedsniveau
i EU vil ogsa ramme de danske SMV’er, og det vil ogsa pavirke SMV’ernes konkurrenceevne internationalt. | forbindelse
med UCLs samarbejde med klyngerne, Odense Robotics samt Bio og Food cluster fremheeves behovet for
cybersikkerhedskompetencer ogsa i forleengelse af forordningen om NIS2.

Vi er i Food & Bio Cluster Denmark engageret i et projekt under Industriens Fond (Cybersikre Fgdevareveerdikeeder), hvor
vi er i dialog med mange virksomheder om cybersikkerhed, bade inden for IT og OT. Der kan vi se et stort fremtidig behov
for uddannede inden for cybersikkerhed.

Jan Lund, Senior Innovation Manager, Food & Bio Cluster, Odense

Underbygget skgn over det nationale og regionale behov for dimittender. Besvarelsen ma maks. fylde 1200 anslag

| Deloittes rapport fra 2024 anslas det nationale behov i 2030 for personer med cyberkompetencer at vaere 20.000.
Behovet vil vaere saerligt koncentreret om universitetsbyerne, hvor vaeksten i cybersikkerhedsvirksomheder foregar.

Saledes fremhaeves det ogsa i rapporten, at cybersikkerhedsvirksomhederne i Odense vil sta for en betragtelig
efterspgrgsel pa profiler med cybersikkerhnedskompetencer. Odense Robotics, den nationale klynge for robot-,
automations- og droneindustrien, fremhaever, at det er vigtigt med profiler med cybersikkerhedsompetencer for at styrke
den internationale konkurrenceevne, og via UCLs internationale projekt med datacentrene er der ligeledes identificeret et
stigende behov for kompetencer i cybersikkerhed.

Respondenterne i UCLs undersggelse bekraefter det store behov for dimittender inden for omradet, idet 100% finder det
vigtigt med et regionalt udbud. 86% venter at ansaette medarbejdere til cybersikkerhed inden for 24 maneder. 83% finder
det sveert eller meget sveert at rekruttere, og 88% anseetter gerne en dimittend eller flere fra uddannelsen Pba. i
cybersikkerhed. 98% statter oprettelsen af udbuddet.

Hvilke aftagere har veeret inddraget i behovsundersggelsen? Besvarelsen ma maks. fylde 1200 anslag
42 virksomhedskontakter har besvaret en spgrgeskemaundersggelse, som er blevet udsendt til ca. 100 kontakter.
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Liste over respondenter (undtaget anonyme):

Bankdata, Bizbrains, Bunker Holding, DKCERT, Ecreo, EdTech, Energi Fyn, EWII, Fredericia Kommune, Hesehus,
Infowise, Kerteminde Kommune, KJAER Data, Langeland Kommune, MedCom, Nordfyns Kommune, Odense Kommune,
Ordbogen, Pentia, Prueba, Region Syddanmark SOC, Schur Pack, Svendborg Kommune, Sydbank, Syddansk
Erhvervsskole, Tietgenskolen, Umbraco, Unik System Design, Universal Robots, Vejle Kommune, Webdock.io.

Geografisk kommer aftagerne fra Region Syddanmark med hovedvaegt pa Fyn, Odense og Vejle.

Derudover har UCL haft dialoger med klynger og interesseorganisationer som Odense Robotics, Erhvervshus Fyn, Bio &
Food Cluster Fyn, IT-Branchen Fyn, Datacenter Industrien, Dandy Business Park, Fredericia Businesspark, Digital Dogme,
Technology Denmark, Microsoft CELA Danmark & Island, Prosa, HK Midt, Teknisk Landsforbund, Dansk Metal, Dansk
El-Forbund Fyn, Cyberveernepligten og Heerens Konstabel- og Korporalforening (HKKF), Centralforeningen for
Stampersonel og Sundhedsdatastyrelsen.

Beskriv ligheder og forskelle til beslaegtede uddannelser, herunder beskeeftigelse og eventuel dimensionering.
Besvarelsen ma maks. fylde 1200 anslag

Pa nationalt plan udbydes beslzegtede uddannelser i form af: Datamatiker, IT-teknolog, Pba. i IT-sikkerhed, Pba. i
Softwareudvikling, Cyberteknologi, Cyber- og computerteknologi, Cybersecurity, Computer Science and Engineering,
IT-sikkerhed (diplom), Cybersikkerhed, Datalogi.

KEA og EAAA udbyder Pba i cybersikkerhed fra september 2025. | UCLs daekningsomrade udbydes
datamatikeruddannelsen og IT-teknologuddannelsen. SDU udbyder datalogi, hvor de studerende pa en efterfalgende
kandidat med mulighed for specialisering i cybersikkerhed. Der er en lav ledighed indenfor de tekniske it-uddannelser og i
UCLs behovsanalyse er der 88% af respondenterne, som vil anseette en dimittend fra Pba. i cybersikkerhed.

UCLs eget udbud af Pba. i IT-sikkerhed vil blive udfaset med en godkendelse til Pba. i cybersikkerhed. Udfasningen vil ske
i forbindelse med opstart af ny uddannelse.

Uddybende bemaerkninger

Der vil muligvis vaere en vis indflydelse pd UCLs nuveerende optag pa de tekniske IT-uddannelser, Datamatiker og
IT-teknolog, idet det ma formodes, at der vil veere studerende, som tidligere har valgt en teknisk IT-uddannelse for at
arbejde med it-sikkerhed, nu vil veelge uddannelsen fra starten af. Dog er de eksisterende tekniske it-uddannelse med et
robust fundament, og en anden profil. UCL regner med, at den meget tydelige uddannelsesprofil indenfor cybersikkerhed
vil appellere til studerende, der gnsker en specialisering netop indenfor dette omrade med interesse bade inden for de
tekniske og forretningsmaessige .Jf. rapporter og vores regionale behovsanalyse er efterspgrgslen ogsa pa nye
kompetencer, som ikke pa nuveerende tidspunkt er forhanden i viksomhederne.
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Der har gennem en arraekke pa UCL veeret en markant vaekst inden for IT-uddannelserne og derved har UCL en
forventning om en gget rekruttering.

| forbindelse med den tvaerfaglige uddannelse i Pba. | @konomi og IT har UCL ikke oplevet naevneveerdig tilbagegang pa
de eksisterende tekniske IT-uddannelser, men tvaertimod en forgget interesse fra kommende studerende og virksomheder.

UCL vurderer, at Pba. i cybersikkerhed ogsa vil veere veerdifuld i forhold til vores eksisterende tekniske IT-uddannelser
bade i forhold til videngrundlag og samarbejde pa tveers af it-fagligheder.

Beskriv rekrutteringsgrundlaget for ansggte, herunder eventuelle konsekvenser for eksisterende besleegtede
udbud. Besvarelsen ma maks. fylde 1200 anslag

Jf. UVM oversigt over feerdiggjorte gymnasiale uddannelser 2024/2025 er rekrutteringsgrundlaget pa 3.731 udelukkende
fra de fynske gymnasiale ungdomsuddannelser. Dertil kommer mulig rekruttering fra resten af UCLs deekningsomrade.
Séledes vurderer vi, at det er muligt at rekruttere til et udbud i pba. i cybersikkerhed fra eget deekningsomrade. Dette
understgttes af, at vi har veletableret brobygning med flere lokale ungdomsuddannelser.

Siden 2021 har UCL oplevet en stor og stigende sggning til vores tekniske it-uddannelser, idet antal ansggere til Pba. i
IT-sikkerhed, IT-teknolog og datamatiker steg med 52% fra 2022 til 2024. Det vurderes ikke, at et udbud i Pba. i
cybersikkerhed vil have naevneveerdige konsekvenser for eksisterende it-uddannelser, men vaere en udvidelse af det
tekniske it-uddannelsesudbud.

| Deloittes rapport, september 2024 er der fokus pa rekrutteringsudfordringen ifht. kvinder i IT-branchen. UCL har i flere ar
arbejdet pa initiativer for at forage antallet af kvinder pa de tekniske IT-uddannelser, hvilket har gget antallet af kvindelige
ansggere og dimittender. Disse gode erfaringer vil inddrages i rekrutteringen til den nye uddannelse.

Beskriv kort mulighederne for videreuddannelse

Da uddannelsen har en afstigningsmulighed til en erhvervsakademiuddannelse, vil det vaere muligt for dimittender med en
to-arig erhvervsakademiuddannelse at afslutte det resterende 1% ar og derved opna en professionsbachelorgrad. Der vil
ogséa vaere mulighed for at leese en diplomuddannelse i IT-sikkerhed pa deltid.

Der er dialog med Syddansk Universitet om merit pa datalogi, saledes at professionsbachelorer kan tage en kandidat i
datalogi jf. hgringssvar fra SDU.

Desuden er det muligt med professionsbacheloruddannelsen at lzese en master i Cyber Security pd Danmarks Tekniske
Universitet i Lyngby.
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Forventet optag pa de farste 3 ar af uddannelsen. Besvarelsen ma maks. fylde 200 anslag
Optag: ar 1: 40

ar 2: 80
ar3:120

Udbuddet tilpasses den aktuelle og fremtidige efterspargsel. En arlig veekst fra et til tre hold anses som et passende skan.

Hvis relevant: forventede praktikaftaler. Besvarelsen ma maks. fylde 1200 anslag

| UCLs regionale behovsundersggelse er der ogsa spurgt ind til forventede antal praktikpladser. Saledes angiver de 42
respondenter, at de vil kunne tilbyde mellem 39 og 59 praktikpladser arligt baseret pa deres minimums- og
maximumsangivelse.

UCL har et veletableret praktik-setup, som understgtter de studerende i deres praktiksggning. Inden for de tekniske
it-uddannelser, Datamatiker, IT-teknolog og Pba. i IT-sikkerhed samt Pba. i Softwareudvikling er der er gode erfaringer fra
uddannelserne, hvor de studerende har faet lzererige og relevante praktikpladser og ofte efterfelgende job.

Der er virksomhedsengagement i uddannelsen, og 60% af virksomhederne vil gerne indga i projekter og udviklingen af
uddannelsen. Saledes bl.a. udtrykt hos Christian Wejergang, CSO fra Bunker Holding: Bunker Holding vil gerne tage
ansvar i at preesentere de studerende til cybersikkerhed i erhvervslivet.

Derfor vurderes, at der vil veere rigeligt antal praktikpladser til studerende pa Pba. i cybersikkerhed.

@vrige bemeerkninger til ansggningen

Hermed erklaeres, at ansggning om praekvalifikation er godkendt af institutionens rektor
Ja

Status pa ansggningen
Godkendt

Ansggningsrunde
2025-1
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1. Baggrund

For danske organisationer har det aldrig veeret vigtigere at gge robustheden overfor cyber- og
hybride trusler. Det starter og slutter med mennesker. Desvaerre oplever vi i dag en mangel pa
cybereksperter i Danmark. Det udfordrer sikkerheden blandt iseer de sma og mellemstore virk-
somheder savel som potentialet for at ggre cybersikkerhed til en dansk forretnings- og eksport-
mulighed. Samtidig er andelen af kvinder, der beskaeftiger sig med cybersikkerhed i Danmark,
blandt det laveste i Europa. Derfor stgtter Microsoft Danmark varmt op om initiativer indenfor ud-
dannelse og digital opkvalificering, der kan bidrage til at gge antallet af cybersikkerhedsprofesio-
nelle i Danmark og generelt gge bevidstheden i samfundet og erhvervslivet”

Mikael Ekman, Direktar for Politik, Strategi og Partnerskab, Microsoft CELA Western Europe —
Danmark & Island

Det danske samfund har en aben hgit digitaliseret vidensgkonomi og det ggr det danske sam-
fund sarbart overfor digitale trusler. Som det fremgar af Deloittes rapport “Potentialet ved et styr-
ket dansk gkosystem for cybersikkerhed og forsvar” september 2024 udarbejdet for Security
Tech Space og Nationalt Forsvarsteknologisk Center, er det ikke kun den kritiske infrastruktur
indenfor den finansielle sektor, vandforsyning samt energi- og sundhedsomradet, der i de kom-
mende ar vil fa efterspgrgslen pa cybersikkerhedskompetecer til at stige. EUs cybersikkerheds-
direktiv NIS2, som vil omfatte stagrstedelen af alle danske virksomheder, den kommende CRA
(Cyber Resillence Act), et gget opmaerksomhedspunkt hos virksomhedsledere og bestyrelser
samt et forstaerket politisk fokus vil gge efterspargslen pa kompetencer inden for cybersikkerhed.
Derfor er der forventninger om, at de danske virksomheder vil bruge 2-3 gange s mange res-
sourcer pa cybersikkerhed, som tilfeeldet er i dag, inden for de naeste 5-10 ar.

IT-Branchen har i sit udspil om cybersikkerhed, Fremtidens beskyttelse af det digitale Danmark,
udpeget 4 strategiske indsatsomrader til styrkelse af cyberrobustheden i danske virksomheder,
offentlige systemer og i det danske forsvar:

1. Styrkelse af robustheden i offentlige it-systemer og kritisk, national infrastruktur

2. Styrkelse af cyberforsvaret i danske virksomheder
3. Jget og accelereret uddannelse af danskere med cybersikkerhedskompetencer

4. @get digitalisering og cybersikring af det danske forsvar

| forhold til punkt 3 skriver IT-Branchen: “Manglen pa kompetencer er en kaempe haemsko for cy-
bersikkerheden i Danmark. Der er bl.a. behov for akut investering i uddannelse af flere cyberspe-
cialister samt generel opkvalificering og efteruddannelse af flere medarbejdere inden for cyber-
sikkerhed”.

IT-Branchen anbefaler derfor et “@get optag pa it-uddannelser, hvor der er stor efterspargsel”’ og
“hvor koncentrationen af virksomheder og efterspgrgslen efter cyberkompetencer sammenfal-
dende er starst”. IT-Branchens anbefaling skal ses i lyset af Deloittes undersagelse, “Potentialet
ved et styrket dansk gkosystem for cybersikkerhed og forsvar” september 2024, som anslar en
mangel p& 15-20.000 medarbejdere med cybersikkerhedskompetencer i 2030.

IT-Branchens medlemsvirksomheder har oplevet et markant forgget antal brud pa it-sikkerheden
fra 2022 til 2023, og 85% af virksomhederne mener, at “cybertruslen mod deres organisation er

enten steget eller steget betydeligt” de sidste 5 ar. Samtidig konstateres det, at SMV’erne halter
bagud og mangler planer for, hvad de stiller op i tilfeelde af et cyberangreb.

2 af 15



Erhvervsakademiog
Professionshgjskole

Vores medlemsvirksomheder oplever i stigende grad, at manglen pa kvalificerede medarbejdere
inden for cybersikkerhed er en udfordring. Efterhanden som digitalisering bliver en stadig starre
del af bade virksomheder og samfund, gges behovet for at sikre kritiske data og systemer. Cy-
bersikkerhed er ikke leengere et spgrgsmal om valgfrihed, men er en ngdvendighed for at be-
skytte virksomheder mod cybertrusler, der kan lamme forretningen.

Pba. i Cybersikkerhed vil give virksomhederne adgang til praktikanter og efterfglgende medarbej-
dere med de ngdvendige kompetencer, sa de kan imgdekomme den voksende trussel og sikre,
at deres forretninger fortsat er konkurrencedygtige.

Bjarn Borre, Direktar for forretning og medlemsservice, IT-branchen

UCL oplever en stigende efterspgrgsel fra vores samarbejdspartnere pa kompetencer indenfor
cybersikkerhed, men ogsa en stigende interesse blandt de studerende for cyber- og itsikkerhed,
derfor vil en Pba. i cybersikkerhed imgdekomme det nuveerende og fremtidige behov pé arbejds-
markedet.

1.1 Metode

| januar 2025 har UCL Erhvervsakademi og Professionshgjskole udarbejdet et spargeskema og
indsamlet data fra virksomheder, interesseorganisationer og offentlige institutioner, som er szerlig
interessante i forbindelse med behovsafdaekning fra UCLs deekningsomrade. Spgrgeskemaet er
udsendt til ca. 100 kontakter, som UCL Erhvervsakademi og Professionshgjskole har haft kontakt
med i forbindelse med praktikanter, dimittender eller samarbejde. Vi har modtaget data fra 42
aftagere/virksomheder/interesseorganisationer/offentlige institutioner.

Aftagere /virksomheder/interesseorganisationer/offentlige institutioner

Bankdata Bizzbrains Bunker Holding
DKCERT Ecreo EdTech

Energi Fyn EWII Fredericia Kommune
Hesehus Infowise Kerteminde Kommune
KJAER Data Langeland Kommune Medcom

Nordfyns Kommune Odense Kommune Ordbogen

Pentia Prueba Region Syddanmark, SOC
Schur Pack Svendborg Kommune Sydbank

Syddansk Erhvervsskole Tietgenskolen Umbraco

Unik System Design Universal Robots Vejle Kommune
Webdock.io

Tabel 1: Liste over respondenter (undtaget de respondenter, som har gnsket at vaere anonyme)
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Udover det indsamlede data har vi foretaget desk-research, veeret i Isbende dialog med uddan-
nelsesudvalg om behov indenfor IT-branchen og dialog med samarbejdspartnere og klynger.

Vi har saledes faet interesseerklaeringer fra nogle af vores samarbejdspartnere, som vil indga i
vores behovsanalyse. Vi har modtaget interesseerklzeringer fra:

e IT Branchen

e Datacenter Industrien

e Odense Robotics

e Dandy Business Park

e Sundhedsdatastyrelsen

e Prosa

e Heerens Konstabel- og Korporalforening

e Centralforeningen for Stampersonel

2. Regional behovsafdakning

2.1 Aftagerbehov

"Det vil i hgj grad veere problematisk at man kun vil kunne tilbyde IT-sikkerhedsmaessige uddan-
nelser i Arhus og Kabenhavn. Med den teknologiske hub der forefindes i Odense og generelt tre-
kantsomradet omkring blandt andet robot-teknologi og maritim teknologi (hvor IT kommer til at
spille en starre og starre rolle) sé er det i hgj grad en udfordring hvis man skal studere i Arhus,
og der sa ikke vil veere nogen der karer til Odense for at fa fx en praktikplads indenfor cybersik-
kerhed.”

Claus Jacobsen - IT Security Specialist, KJAER DATA ApS, Odense

Der er ogsa blandt de adspurgte i den regionale behovsafdaekning stor opbakning til et udbud af
Pba. i cybersikkerhed, saledes angiver 98%, at de statter UCL Erhvervsakademi og Professions-
hgjskole i at sgge om et udbud af Pba. i cybersikkerhed.

100% vurderer at behovet for at rekruttere medarbejdere med kompetencer inden for cybersik-
kerhed er hgijt.

En professionsbachelor i cybersikkerhed er seerlig vigtig for os, fordi vi arbejder med kritisk infra-
struktur i sundhedssektoren, hvor sikkerhed og stabil drift er afggrende. Cyberangreb mod hospi-
taler kan have alvorlige konsekvenser ikke kun gkonomisk, men ogsa for patienternes sikkerhed
og behandling. Derfor har vi et stort behov for medarbejdere, der kan beskytte vores systemer
mod trusler og sikre, at hospitalernes it-lgsninger altid fungerer. En professionsbachelor i cyber-
sikkerhed giver den ngdvendige viden og praktiske erfaring til at handtere disse udfordringer. Vi
ser stor veerdi i at anseette nyuddannede fra denne uddannelse, da de kan bidrage direkte til at
styrke vores sikkerhed.

Jesper Klingenberg Jepsen, IT-sikkerhedskonsulent, Region Syddanmark, SOC
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UCL har igennem flere ar udbudt tekniske praksisnaere IT-uddannelser og har opbygget et steerkt
fagligt vidensmiljg seerligt centreret om campus i Odense. UCL har séledes opbygget et steerkt
samarbejde med mange IT-virksomheder, som har brug for medarbejdere med forskellige IT-
kompetencer. IT-uddannelserne inddrager lgbende erhvervet i undervisningen og derfor har UCL
pa IT-uddannelserne ingen udfordringer med at skaffe det nadvendige antal praktikpladser.

Séledes angiver 76% af de adspurgte, at de vil tage en praktikant fra Pba. i cybersikkerhed.
Flere af de adspurgte, som er positive overfor at tage praktikanter, angiver, at de er parate til at
tage mere end en praktikant og saledes er der i behovsundersggelsen tilsagn om mellem 40 og
60 praktikpladser.

Vi ser behovet for praktikanter med erfaring med cybersikkerhed i kombination med fx it-admini-
stration og vil gerne tilbyde praktikpladser i den kombination.
Martin Rud Ehmsen, CTO, Hesehus

Vi har lige givet et vikariat pa fuld tid til en studerende (Pba. i it-sikkerhed) , vi har haft i praktik.
Det er vigtigt, at de kan bidrage fra dag 1, og det kraever at de har det teoretiske fundament pa
plads.

Sgren Hansen, Afdelingsleder i Informationssikkerhed, Sydbank

| Deloitte-rapporten anbefales styrkelse af uddannelsessystemet inden for cybersikkerhed som
en lgftestang, der vil kreeve nye uddannelser samt efter-videreuddannelse som supplement, sa
dimittenderne netop kan bidrage fra dag 1.

Af behovsanalysen fremgar det ogsd, at 86 % af de adspurgte vil have behov for at rekruttere
medarbejdere med cybersikkerhedskompetencer indenfor de nzeste 24 maneder.

| behovsanalysen fremgar det ogsa at respondenterne har en stor interesse i uddannelsen og
gerne vil bidrage. 60% af behovsanalysens respondenter vil saledes gerne tage aktivt del i ud-
viklingen af uddannelsen og indgéa i projekter.

Bunker Holding vil gerne tage ansvar i at preesentere studerende til cybersikkerhed i erhvervsli-
vet.
Christian Wejergang, CISO, Bunker Holding A/S

2.2 Opbakning fra IT-uddannelsernes uddannelsesudvalg

IT-uddannelsernes uddannelsesudvalg daekker uddannelserne datamatiker samt professionsba-
cheloruddannelserne i IT-sikkerhed, Webudvikling og Softwareudvikling. Behovet for kompeten-
cer og rekruttering til IT-uddannelserne er lgbende blevet drgftet pa vores uddannelsesudvalgs-
mgder de seneste ar. Det opleves pa uddannelsesudvalgsmgderne, at der er et stigende behov
for profiler, der kan kombinere en teknisk og forretningsmaessig forstaelse samt en praksisnaer
tilgang i arbejdet med cybersikkerhed.

Vi oplever en verden med stigende usikkerhed, og isger er cybersikkerhed et stod fokus blandt de
virksomheder der er repreesenteret i uddannelsesudvalget. Det er bade kompetencer i preeven-
tive tiltag, samt kompetencer i at afhjeelpe sikkerhedsbrud, som der eftersgges. Det vil netop
veere kandidater fra Pba. i cybersikkerhed, som ville kunne bidrage til dette. | min egen
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virksomhed leverer vi kritiske systemer bade til det offentlige med alle skoler i Danmark, men lige
savel de sterste virksomheder i Danmark. Vi oplever en hgj stigning af angreb, og skal konstant
veere pa forkant.

Pba. i cybersikkerhed vil derfor veere en attraktiv udvidelse af UCLs uddannelsespalette og som
formand for uddannelsesudvalg for IT-uddannelserne stgtter jeg UCL Erhvervsakademi og Pro-
fessionshgjskoles ansggning om et udbud af Pba. i cybersikkerhed.

Michael Walther, CVO, Partner, Ordbogen & formand for uddannelsesudvalget for IT-uddannel-
serne.

2.3 Rekruttering

Der er en stigende interesse indenfor de tekniske IT-uddannelser pa UCL Erhvervsakademi og
Professionshajskole, og uddannelserne har siden 2022 haft en fremgang pa 52%. Vi vil derfor
bruge vores erfaringer med at tiltraekke studerende til vores eksisterede tekniske IT-uddannelser
som udgangspunkt for at tiltraekke studerende til den nye uddannelse. UCL har siden 2019 ud-
budt Pba. i @konomi og IT uden at dette har pavirket s@gningen til de andre IT-uddannelser, og
derfor er, der ogsa forventning om, at Pba. i cybersikkerhed med en tydelig saeregen profil vil ud-
vide antallet af ansagere til uddannelsen. Igennem flere ar har UCL haft fokus pa at tiltreekke
flere kvinder til it-branchen i samarbejde med Prosa og Technology Denmark, da det er en rekrut-
teringsudfordring. UCL har saledes et veletableret kvindenetveerk, bruger aktivt kvindelige rolle-
modeller i vores markedsfgring og virksomhedsbesgg hos kvindelige dimittender, hvilket har gget
antallet af kvindelige ans@gere. UCL har kvindelige studerende med pa IT landsholdet, som er et
initiativ i regi af Technology Denmark. | den forbindelse har en kvindelig studerende veeret ude pa
ungdomsuddannelserne med forlgb for at udbrede kendskabet til kvinder i IT.

UCL har igennem en arreekke arbejdet pa at styrke brobygningen til ungdomsuddannelserne og
har i dag veletablerede brobygningsforlgb til naesten alle gymnasiale uddannelser i vores daek-
ningsomrade.

Ungdomsuddannelserne oplever ogsa en stigende interesse i cybersikkerhed og ser en Pba. i
cybersikkerhed, som relevant videregaende uddannelse for deres elever, som UCL kan introdu-
cere i et allerede velfungerende brobygningssamarbejde.

Ved Odense Tekniske Gymnasium (OTG) har vi hvert ar elever som tilkendegiver interesse for
cybersikkerhed. Elever som veelger en af vores to programmerings-studieretninger, eller pro-
grammering som valgfag, stifter ofte bekendtskab med cybersikkerhed som en del af udvikling af
webapplikationer. Hvert ar viser 5-10 af OTGs elever en sadan interesse for cybersikkerhed, at
de deltager i den arlige cybersikkerhedskonkurrence Cyber Skills Mesterskaberne [1]. En
profressionsbacheloruddannelse i cybersikkerhed udbudt i Odense vil vaere en relevant videre-
gaende uddannelse for flere af vores elever. OTG og UCL samarbejder allerede om at oplyse
OTGs elever om erhvervsakademi- og professionsbacheloruddannelser som en mulig videre ud-
dannelsesvej.

Birgitte Veje Bredahl, rektor & Jonas Camillus Jeppesen, lektor, Odense Tekniske Gymnasium

HF & VUC FYN har igennem flere ar haft et veletableret brobygningssamarbejde med UCL i for-
hold til rekruttering til STEM-uddannelserne. Samarbejdet er senest blev udvidet med det tre-
arige projekt: Indsatser for styrket professionsretning og praksisorientering af den torige hf.
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HF & VUC FYN synes, at det kunne vaere godt, hvis vores elever gennem det etablerede samar-
bejde med UCL ogséa kunne fa kendskab til uddannelsesmulighederne inden for cybersikkerhed.

Peter Vestergaard, forstander, HF og VUC Fyn

Nedenfor i tabel 2 ses en oversigt over antal personer med feerdiggjort gymnasial uddannelse, og
sammenholdt med tilgange til de tekniske it-uddannelser og vores fokus pa rekruttering med
saerligt fokus pa kvinder og vores andre brobygningstiltag, forventer saledes ikke udfordringer
med at rekruttere til uddannelsen.

Region Syd | Region Midt | Region Nord | Region Sjeelland | Region Hovedstaden | | alt
2023/2024 2023/2024 2023/2024 2023/2024 2023/2024 2023/2024

Personer med
feerdiggjorte
gymnasiale ud- 9.731 10.438 4.106 6.627 14.076 44.978

dannelser

Tabel 2: Feerdiggjorte gymnasiale uddannelser, fordelt pa regioner (fra uddannelsesstatistik.dk)

Det fremgar af statistikken for feerdiggjorte gymnasiale uddannelser, at 3.731 har fuldfgrt pa fyn-
ske ungdomsuddannelser. Dermed er mere end en tredjedel af Regions Syddanmarks rekrutte-
ringsgrundlag fra UCLs nzere deekningsomrade.

2.4 Fagligt miljo og kontakt til erhvervslivet

UCL Erhvervsakademi og Professionshgjskole har et veletableret fagligt miljg indenfor de tekni-
ske IT-uddannelser omfattende Datamatiker, IT-teknolog, Pba. i IT-sikkerhed, Pba. i Webudvik-
ling Pba. i Softwareudvikling og Pba. i @konomi og IT, og underviserne har i deres dialog med
virksomhedskontakter og aftagere faet en god indsigt i behovet for uddannede med kompetencer
indenfor cybersikkerhed. Her kan f.eks. naevnes dialog med Prevas, Ciscon, Sagalabs, Crow-
dsec, Rambagll og deres arbejde inden for OT-sikkerhed i blandt andet offshore sektoren. Derud-
over deltager underviserne med studerende i messen V2 Security. Der er etablerede laboratorier
med lukkede it-miljger, hvor de studerende kan treene deres it-sikkerhedskompetencer i syste-
merne.

Det faglige miljg omfatter ogsa UCLs efter- og videreuddannelse, hvor der udbydes flere uddan-
nelser inden for digital sikkerhed og der pa tveers af deltids- og fuldtidsuddannelser arbejdes ind i
et feelles videngrundlag. Efter- og videreuddannelse har senest faet tildelt projektet "Nye fagmo-
duler i digital sikkerhed — Understattelse af efterspergslen pa it-faglig kompetenceudvikling af
den danske arbejdsstyrke” med opstart januar 2025. Projektet er sggt i Uddannelses- og Forsk-
ningsministeriets pulje til initiativer indenfor digitaliseringsstrategien, og projektets indsatser fore-
stas i et samarbejde mellem arbejdsmarkedets partnere, bl.a. HK, Prosa, Teknisk Landsforbund,
DI, IT-Branchen, Centralforeningen for stampersonel, Fgringsstatteregimentet -uddannelsessek-
tionen, HKKF.
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Desuden deltager UCL i et firedrigt internationalt projekt "Colleges for European Datacenter Edu-
cation” (CEDCE) med opstart 2024. Formalet med projektet er at imgdekomme datacentrenes
behov for kvalificeret arbejdskraft med fokus pa bl.a. Al-teknologi, Cloud tech og it-sikkerhed.

Igennem en arreekke har UCL pa IT-uddannelserne haft et samarbejde med Digital Dogme og
Technology Denmark. Saledes har vi i dialogen med dem faet fglgende opbakning:

Det er helt afggrende bade for dansk erhvervsliv og for samfundet generelt at vi far flere dimitten-
der med cybersikkerhedskompetencer, sa det er et rigtig godt initiativ, som | er ved at ivaerk-
seette.

Mette Beck-Nielsen, Adm. direktar, Digital Dogme & bestyrelsesformand, Technology Denmark

3. Konklusion

Behovet for cybersikkerhedskompetencer i Danmark er betydeligt, og det gar sig ogsa geeldende
i UCL Erhvervsakademi og Professionshgjskoles deekningsomrade.

Cybersikkerhed er relevant for alle danske virksomheder, organisationer og offentlige instanser,
men veluddannet, specialiseret arbejdskraft inden for feltet er en mangelvare, og efterspargslen
vil vokse betydeligt de kommende ar. Der har allerede veeret en betydelig stigning i antallet af cy-
bersikkerheds- og IT-virksomheder i Odense. Med det agede fokus fremadrettet kan der forven-
tes, at Odense som universitetsby og med en stor klynge indenfor robotindustrien vil fa en stor
eftersporgsel pa personer med cybersikkerhedskompetencer frem mod 2030.

UCL har via tilkendegivelser og en spgrgeskemaundersg@gelse med 47 respondenter faet be-
kreeftet, at der eksisterer en hgj bevidsthed om udfordringen hos aftagerne og en udbredt vilje til
at tage studerende i praktik og til at ansaette dimittender fra et udbud af Pba. i cybersikkerhed.
Der er utvetydig opbakning til etablering af udbuddet fra alle samarbejdspartnere, aftagere og or-
ganisationer, som er blevet kontaktet.

Det it-faglige uddannelses- og videnmiljg pa UCL Erhvervsakademi og Professionshgjskole er
veletableret og robust, idet de neermest beslaegtede uddannelser har stort og voksende optag og
samtidig i hgj grad har de tekniske faciliteter, som er en forudseetning for uddannelsen.

Et udbud af Pba. i cybersikkerhed i Odense vil styrke regionen, hjzlpe aftagerne i deres rekrutte-
ring og samtidig veere et godt uddannelsestilbud, som med sin tveerfaglige profil ogsa har potenti-
ale til at tiltreekke flere kvinder til it-branchen.
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4. Interesseerklaeringer:

m IT-BRANCHEN

Stotteerklaering for Pba. i Cybersikkerhed

IT-Branchen ser positivt pd forslaget om et udbud af uddannelsen Pba. | Cybersikkerhed pd UCL
Erhwervsakademi og Professionshgjskole.

Fyn er blevet et attraktivt sted at etablere sig som ny virksomhed og et must have placering for filialer af de
store firmaer. Det skyldes ikke mindst det fokus, som blandt andet Odense Kommune har pa tech-miljget.
Det skaber grobund for flere ivaerksatterhuse pd Fyn og det skaber dynamik og innovation.

Samtidigt er Fyn ogsa er blevet attraktivt hjemsted for flere stgrre danske og udenlandske datacentre og
internetudbydere.

Indenfor udvikling af “New Tech” som cloud, IOT og Al er udviklingen maerkbar. Og pa Fyn menstrer vi nogle
af de mest betydende it-virksomheder indenfor blandt andet eCommerce og CMS-lgsninger, som i hej grad

bidrager til, at vi i Danmark er fi land indenfor digi

Vores medlemsvirksomheder oplever i stigende grad, at manglen pé kvalificerede medarbejder inden for
cybersikkerhed er en udfordring. Efterhdnden som digitalisering bliver en stadig storre del af bide
virksomheder og samfund, @ges behovet for at sikre kritiske data og systemer. Cybersikkerhed er ikke
lzngere et spprgsmél om valgfrihed, men er en ngdvendighed for at beskytte virksomheder mod
cybertrusler, der kan lamme forretningen.

It og tech-udviklingen blomstrer pa Fyn, hvor blandt andre UCL Erhvervsakademi og Professionshgjskole og
bidrager med tilfgrsel af it- kompetencer og udvikler lgsninger sammen med erhvervslivet. [T-branchen Fyn
har sdledes allerede et godt og veletableret samarbejde med UCL Erhvervsakademi og Professionshgjskole
pé bide fuldtidsuddannelserne samt efter- og videreuddannelsesomradet. UCL Erhvervsakademi og
Professionshgjskoles medarbejdere deler gerne viden til gavn for vores medlemsvirksomheder i vores Tech
Town om bl.a. IT-sikkerhed. Dette gode etablerede samarbejde kan viderefgres ogsa til den nye uddannelse.

Pba. i Cybersikkerhed vil give virksomhederne adgang til praktikanter og efterfalgende medarbejdere med
de npdvendige kompetencer, sa de kan impdekomme den voksende trussel og sikre, at deres forretninger
fortsat er konkurrencedygtige.

IT-branchen stgtter derfor et udbud af Pba, | Cybersikkerhed pa UCL Erhvervsakademi og Professionshaj-
skole og ser det som et vasentligt skridt | retning af at i vores medlemsvir behov.

Med venlig hilsen

Bjern Borre
Direktar for forretning og medlemsservice

ST@TTEERKLARING TIL UCL

Fredericia den 23. januar 2025
Pba. i Cybersikkerhed
Datacenter Industrien er den officielle branch isation for hen i Danmark.

samler industriens aktgrer med det formal at skabe en endnu staerkere profilering af de danske
styrkepositioner og skaffe flere data center projekter til Danmark. Foreningen blev stiftet i april 2017 og har i
dag en bred vifte af fra private vi der, data center til
konsulentvirksomheder, kommuner og regioner.

Medlemmer reflekterer den hgje kaliber af virksomheder og offentlige aktgrer indenfor den danske data
center veerdikaede.

Digitalisering er central for at udvikle vores samfund, lette borgernes hverdag og gere vores virksomheder
mere konkurrencedygtige il gavn for velfaerd, vaekst og gran omstilling, Den digitale udvikling bygger pa en
staerk infrastruktur, og derfor er alle virksomheder og datacentrene med placering i Danmark afhaengig af, at
have adgang til staerke kompetencer inden for bl.a. cybersikkerhed.

Vi har allerede et veletableret samarbejde med UCL om it-kompetencer i det europaiske samarbejde
“Colleges for European Datacenter Education”, Desuden har vi deltaget i arrangementer for studerende ved
flere lejligheder og oplever en stor professionalisme i den made, som UCL arbejder med at udvikle de
studerendes vidensgrundlag.

Vi ser Pba. i Cybersikkerhed som en yderst relevant og aktuel uddannelse, og vi stgtter derfor UCL

Erh i og j ideres ing om et udbud af Pba. i Cybersikkerhed i Odense,
som kan impdekomme datacentrenes behov for kvalificeret arbej inden for ikkerhed i hele
Region Syddanmark.

Megd venlig hilsen

enrik Hansen, Adm. Direktgr
Datacenter Industrien
Mail: hh@datacenterindustrien, Mob: +45 4013 4474

Datacenter Industrien, Vendersgade 74, 7000 Fredericia
www.datacenterindustrien.dk E-mail: info@datacenterindustrien.dk

@
q ¥

Erhvervsakademi og
Professionshajskole

9 af 15



Behovsanalyse — Pba. i cybersikkerhed

Odense den 29. januar 2025 ODENSE
\ robotlcs

Interesseerklzaering for Pba. i Cybersikkerhed

Odense Robotics er Danmarks robot- og dr

Kly Vi fremmer il ion og vaekst hos landets robot-,

og dronevirk

Den danske robot-, drone- og automationsindustri er vokset betragteligt i de sidste ar og kan kalde sig

hj for globale mar startups med hgj vaekst og verdensledende forskning. Der er omkring
600 robot-, i og dronevir der i landet med 8500 ansatte, hvoraf 13.700 arbejder i
Danmark og 4.800 i udlandet.

Cybersikkerhed er afggrende for at gge konkurrenceevnen og drive forretning. Robotter, droner og
automationslgsninger spiller ofte en hovedrolle i den kritiske infrastruktur.

Nar virksomheder og myndigheder indkgber robot- og dronelgsninger, er det med en forventning om stabil
drift, hm oppetid og stor palidelighed og ngjagtighed i yde|seme Derfor er det afggrende, at

iens p og i hele tiden er funktionsd En markant k til at sikre
den funktionsdygtighed er cybersikkerhed, sa ugnskede gaester ikke pdelagger noget.

Cybersikkerhed handler sdledes bade om at sikre den enkelte robot, men lige sa vigtigt er det at se pa hele
det sammenhaengende netvaerk, som robotten agerer i. Derfor er det vigtigt at kunne isolere de forskellige

robotter, droner, sensorer og andre enheder, sa de kan uden for det netvaerk.
| de opdelte forsyningskaeder mangler der tit fokus pa overgange og sammenhzange - en udfordring der
geelder for alle de som i ien opererer i i dag, og ikke kun inden for kritisk
infrastruktur.

Saledes ligger der et stort potentiale for at gge konkurrenceevnen for de robot- og dronevirksomheder som
formar at Ipse udfordringen og generelt dygtigger sig inden for cybersikkerhed.

Odense Roboncs og kiyngens virksomheder har allerede et teet samarbejde med UCL Erhvervsakademi og

om og dimi Odense Robotics ser derfor et udbud af
professionsbachelor i cybersikkerhed med placering i Odense som en stor fordel for at tilfgre klyngens
virl der de ngdvendig er inden for cybersikkerhed.
Med venlig hilsen
& 5
—
Sgren Elmer Kristensen

CEO
Odense Robotics

www dandybusinesspark.dk

7100 Vejle
BUSINESS PARK CVR: 3619 9512
Stotteerklaring for Pba. i Cybersikkerhed

Dandy Business Park statter et udbud af Pba. i Cybersikkerhed hos UCL

Erhver demi og Pr haj:

Hastigheden i den teknologiske udvikling udfordrer os alle, og der er ingen tvivi om, at

handtering af cybertrusler og udnyttelse af mulighederne med generativ Al bliver de

helt store temaer de kommende &r.

Vi oplever et stigende behov for komp indenfor cybersikkerhed bade hos os selv

og hos lejerne og partnerne i Dandy Business Park, som tzeller ca. 130 virksomheder.

Danske virksomheder star over for en rakke nye risici og uventede kriser i en stadig
mere uforudsigelig verden. Cy‘ucl kriminalitet er en af de stgrste trusler idag, og deter
derfor afgarende for danske virk der at gge deres hed mod
cyberangreb, da disse kan have alvorlige konsekvenser for bide akonoml og
omdgmme. Derfor er der fokus hos os i ledelsen af Dandy Business Park pa at
understgtte virksomhederne i at tiltraekke medarbejdere med de ngdvendige
kompetencer indenfor cybersikkerhed for at sikre virksomhedernes fortsatte vaekst.

Vi vil gerne vaere bide cybersikre og cybervenlige. Derfor er vores fokus pa stabil drift,
strategisk ansvar samt effektiv og kvalificeret support og derfor er der ogsd et
dokumenteret behov for dimittender med en baggrund indenfor cybersikkerhed hos os.

Vi har et veletableret samarbejde med UCL Erhver Prof
dette samarbejde vil ogsd omfatte det nye udbud i cyberslkkerhed hvis det bliver
godkendt.

0g

Med venlig hilsen
|

a Pedersen
CEO Dandy Business Park

1 DANDY Business Park bliver du lidt klogere, lidt sundere - og vi har det lidt sjovere.
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SUNDHEDSDATA-
STYRELSEN
17. januar 2025

Cyber- oginformationssik-
kerhed

CIA

Stetteerkleering for Pba. i Cybersikkerhed

Sundhedsdatastyrelsen har ansvaret for at koordinere den fzelles indsats for at styrke og gge
cyber-og i i i

Stort set alle medarbejdere i sundhedsvaesenet er i bergring med sundhedsdata, og der findes
mange systemer, netvaerk og udstyr, som hver dag bruges til alt fra diagnosticering, dokumen-
tation og inering til S il og i

Det kan have store for borgere, A i i og private
virksomheder, hvis sundhedsdata falder i de forkerte hander, eller hvis systemer, netvaerk og
udstyr bliver kompromitteret og sat ud af funktion. Derfor spiller Sundhedsdatastyrelsen en
aktiv rolle 1 at sikre sundhedsvaesenet og felger truslen for cyberangreb og den hastigt ggede
digitalisering taet.

Sundhedsdatastyrelsen vil derfor gerne bakke op om UCL Erhvervsakademi og Professionshgj-
skoles anspgning om et udbud af Pba. i i ned, hvor idige dimi kan under-
stotte bade arbejdet i Region Syddanmark men ogsa pa tvaers i landet og udmgntningen af sek-
torens cyber- og informationsstrategi.

Sundhedsdatastyrelsen holder allerede nu i om il og sund-

forde pa UCLs til i i og
kan sagtens forstille sig, at samarbejde med undervisning, gaesteforelaesninger mm. kan udvi-
des til den nye uddannelse i cybersikkerhed.

f - Cyber- og infor
Seren Bank Greenfield

1/1

A

prosa

din IT-fagforening

20250116/MKD

PBA i Cybersikkerhed

PROSA - Forbundets af It-professionelle statter UCLs ans@gning om oprettelse et udbud af den nye
professionsbachelor uddannelse i Cypersikkerhed p& UCLs campus i Odense.

Det er PROSA’s vurdering, at der er et generelt og forsat stigende behov for flere it-specialister med
kompetencer indenfor it-sikkerhed. Det er kompetencer som uddannelsen bidrager med. | takt med at
systemer og samfundet bliver mere databdren bliver det mere sérbart - virksomheder og
organisationers sterste trussel i dag er at deres adgang til systemer og data bliver kompromitteret.
Omradet omkring Odense og trekantsomradet har en stor maengde af sm3 og store it-virksomheder,
der seger disse kompetencer.

PROSA stetter derfor at UCL far udbudsret til uddannelse.

For anbefaling

Mathilde Kirk Damsgaard
Ledelseskonsulent
mkd@prosa.dk / +45 3013 81 85
PROSA - din IT-fagforening

q \
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Haerens Konstabel- og Korporalforening (HKKF) vil hermed udtale sin stette til at udbyde en
professionsbachelor i Cybersikkerhed for at understgtte kompetencebehovet i Region Syddanmark.

| en tid, hvor truslen fra cyberangreb vokser og pavirker bide civile og militzere systemer, er det afggrende,
at bide det private erhvervsliv og forsvaret har adgang til medarbejdere med staerke kompetencer inden for
it-sikkerhed. Cyberangreb kan i dag have alvorlige konsekvenser for landets infrastruktur, kritiske systemer
og den samlede nationale sikkerhed.

Udbud af en professionsbachelor i Cybersikkerhed i Region Syddanmark, hvor mange af HKKF's medlemmer
ger tjeneste indenfor [T-specialer, vil vaere en attraktiv og relevant vej til opkvalificering og
videreuddannelse, si de er bedre rustet til at handtere de komplekse trusler, som de arbejder med. For
HKKF er det vigtigt, at vores medlemmer far mulighed for at styrke deres fazrdigheder pa dette omrade, s&
de kan bidrage til at beskytte Danmark mod digitale angreb.

HKKF statter derfor initiativet til at udbyde en professionsbachelor i Cybersikkerhed og ser det som et vigtigt
skridt mod at gge den digitale og nationale forsvarskapacitet.

Venlig hilsen

Poul Sgrensen

Forbundsradgiver

21727907
ps@hkkf.dk

Il

SOLDATERNES
FAGFORENING

Herstedgstervej 278, 1. - 2620 Albertslund
339365 22 - wwwhkkf.dk - hkkf@hkkf dk

% | . oeningen

@ | ror Stampersonel

Statteerklzaering for Professionsbachelor (Pba.) i Cybersikkerhed

CS er med sine 9.000 medlemmer den sterste fagforening i forsvaret.

CS organiserer bade civilt og militaert ansatte i Forsvaret og har forhandlingsretten for befalingsmaend i
Haeren, Flyvevabnet, Sevaernet og Redningsberedskabet, konstabler i Flyvevdbnet, Sovaernet og
Redningsheredskabet samt Forsvarets civile tjenestemaend.

Trusselsbilledet har andret sig drastisk i de senere dr, og der er behaov for en oget digitalisering og
cybersikring af det danske forsvar, s vi bliver bedst muligt rustet mod fjendtlige aktgrer og stater.

I entid, hvor truslen fra cyberangreb vokser og pavirker bade civile og militere systemer, er det afgarende,
at bade det private erhvervsliv og forsvaret har adgang til medarbejdere med starke kompetencer inden for
cybersikkerhed. Cyberangreb kan i dag have alvorlige kansekvenser for kritiske systemer og den samlede
nationale sikkerhed.

Med et udbud af Pba. i Cybersikkerhed kan der rekrutteres kvalificerede medarbejdere i bide det offentlige
og i den private sektor, sa sektorerne er bedre rustet til at hindtere komplekse trusler.

CS stgtter derfor initiativet om et udbud af Pba. i Cybersikkerhed pa UCL Erhvervsakademi og
Professionshpjskole og ser det som et vigtig tiltag for at styrke den digitale forsvarskapacitet | Region
Syddanmark.

Ronni Pedersen
Nastformand

Sakaroreningen
(13 T
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5. Heringssvar

Erhvervsakademi og
Professionshajskole

UCL har sendt hgring ud til KEA - Kabenhavns Erhvervsakademi, Erhvervsakademi Aarhus, Erhvervsakademi Aarhus, Syddansk Universitet, Er-

hvervsakademi SydVest, IBA Erhvervsakademi Kolding, og Zealand. Der er kommet positive tilbagemeldinger fra alle institutioner.

Jens Mejer Pedersen

UCL Erhvervsakademi og Professionshajskole
Niels Bohrs Allé 1

5230 Odense M

27. januar 2025

Haringssvar vedr. nyt udbud af Professionsba-
cheloruddannelsen i cybersikkerhed i Odense

KEA har modtaget orientering om, at UCL Erhvervsakademi og Professions-
hejskole ansager om at udbyde en ny pro i yachelor i cyb d.

KEA er enige med UCL i behovet for flere dimittender indenfor IT - og cyber-

sikkerhed | Danmark. UCL har i dag bade PBA i IT-sikkerhed og flere tekni-
ske akademiuddannelser, hvilket vil vaere i god trdd med at opstarte PBA i
cybersikkerhed.

KEA stetter derfor op om UCL's enske om at oprette en professionsbachelor-

uddannelse i cybersikkerhed i Odense.

Med venlig hilsen
Kabenhavns Erhvervsakademi
Merete Hess
Uddannelseschef

KEA Digital

GULDBERGSGADE 28 N
2200 KEBERHVH N

HeJ Jens
Tak for heringsbrevet. Vi har ingen Indsigelser — held og lykke med det videre arbejdel

Bh

Med venlig hilsen

Rasmus Frimodt
Rektor

D +4550762601
E rafr@zealand.dk

Zealand

Lyngvej 21
4600 Kgge
+4550762600

zealand.dk
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UCL Erhvervsakademi og Professionshejskole
Seebladsgade 1
5000 Odense C

Att.: Rektor |ens Mejer Pedersen

£-mail: imp@ucl.dk ucl@ucl.dk

Esbjerg, 30. januar 2025

Heringssvar vedr. ansegning om udbud af
Professionsbacheloruddannelsen i cybersikkerhed

Erhvervsakademi Sydvest takker for muligheden for at blive hart i forbindelse med UCL Erhvervsakademi
og Professionshajskoles ansagning om et udbud af Professionsbacheloruddannelsen i cybersikkerhed,

Erhvervsakademi SydVest deler UCL Erhvervsakademi og Professionshajskoles fokus p3
samfundssikkerhed og den stigende efterspergsel efter kompetencer inden for cybersikkerhed, og derfor
seger Erhvervsakademi SydVest ogsA et udbud af professionsbacheloruddannelsen i cybersikkerhed med
placering i Esbjerg.

Der eksisterer allerede et staerkt samarbejde med UCL Erhvervsakademi og Professionshojskole omkring
de IT-tekniske uddannelser, datamatiker og professionsbacheloruddannelsen i softwareudvikling, hvillket
er et godt fundament for etableringen af et samarbejde omkring et udbud af
prafessianshacheloruddannelsen i cybersikkerhed.

Erhvervsakademi SydVest er derfor pasitiv over for UCL Erhvervsakademi o Professionshajskoles

ansogning om et udbud af professionshachelor | cybersikkerhed, og vi ensker held og lykke med
ansegningen

Med venlig hilsen

enrik Larsen
Rektor

Fra: Jette Demuth Andersen <[at @sdu.dk>

Dato: 29. januar 2025 kl. 07.53.47 CET

Til: Jens Mejer Pedersen <jmp@ucl.dk>

Emne: 25/2025 Hgring vedr. nyt udbud af Professionsbacheloruddannelsen i cybersikkerhed i Odense

Til UCL Erhy i 0F i jskole

Att.: Rektor Jens Mejer Pedersen

Syddansk Universitet {SDU) skal hermed takke for muligheden for at indsende bemzerkninger til
ovennaevnte haring.

SDU anerkender, at der er et voksende behov for [T-specialister med saerlige kompetencer inden for
cybersikkerhed i den offentlige sivel som den private sektor i Danmark. Den hurtige teknologiske udvikl
kalder pa tid: d inden for . Der udbydes i dag en akademisk
bacheloruddannelse i datalogi pa SDU, Odense, hvor studerende blandt andet far forskningsbaserede

k k gesom SDU ogsd udbyder en kandidatuddannelse i datalogi, hvor

inden for i 1
studerende kan specialisere sig yderligere inden for cybersikkerhed. Dimittender fra denne uddannelse er
hajt efterspurgte i erhvervslivet, lokalt sdvel som nationalt.

Selvom den anspgte uddannelse har bredere optagelseskray, har den et vist emnemaessigt overlap med
uddannelsen i datalogi i Odense, hvilket kan pavirke optaget. SDU ser det dog som en mulighed, at der kan
laves en meritordning, hvis professionsbachelorer sgger optagelse pa bacheloruddannelsen i datalogi med
henblik pa at fortseette pd en kandidatuddannelse i datalogi.

Venlig hilsen

Anni Seborg
Sekretariatschet
Rekorsekretariatet

T 65504536
M 28752928
soeborg@sdu dk
Syddansk Universitet
Campusvej 55
5230 Odense M
e sdu dk

SDU+4
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UCL Erhver og
Niels Bohrs Allé 1
5230 Odense M

HPRINGSSVAR VEDR@RENDE UCL ERHVERVSDADEMI OG PROFESSIONSH@JSKOLES ANSBGNING OM
PROFESSIONSBACHELOR | CYBERSIKKERHED

IBA Erhvervsakademi Kolding bakker op om UCLs ansggning til RUVU vedr. Professionsbachelor i cybersikkerhed.

1BA ansoger selv om udbud af ovennzvnte uddannelse.

Vores med al at der er rekrutterings- og afs@tningsgrundlag i hele
Region Syddanmark. IBA har fokuseret vores behovsanalyse pa Sydjylland med sarlig vagt pa Kolding, hvor
langt storstedelen af de virksomheder, der deltager i den kvalitative del af analysen, er beliggende.
Omradet er sa vigtigt, at IBA anbefaler, at udbydes af alle Bade af hensyn til
efterspergsien pa kandidater og af hensyn til at opbygge en staerk viden

IBA ser frem til at samarbejde om udviklingen af det nye udbud.

Venlig hilsen

RER™ 2 kst Kolding

1BA Erhvervsakademi Kolding
Havneparken 1

6000 Kolding

Telefon: +4572 118200

CVR: 31642124

EAN: 5798000560260
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Erhvervsakademi og
Professionshajskole

Erhvervsakademi Aarhus takker for at have fiet jeres pataenkte ansggning om praekvalifikation, af et nyt
udbud af den nye professionsbacheloruddannelse i cybersikkerhed, i hgring.

Vi har ingen indsigelser til jeres ansggning om denne praekvalifikation.

Med venlig hilsen
Anette Bache
chef for kvalitet og studieliv

Erhvervsakademi Aarhus
Sgnderhgj 30. 8260 Viby J

Telefon 7228 6000
Mobil 4188 6003
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Ministeren

UCL Erhvervsakademi og Professionshgjskole
Rektor Jens Mejer Pedersen

Keere Jens Mejer Pedersen

Pa baggrund af gennemfgart preekvalifikation af UCL Erhvervsakademi og
Professionshajskoles ansagning om godkendelse af nyt udbud er der truffet
fglgende afgerelse:

Godkendelse af udbud af professionsbacheloruddannelse i cybersikkerhed
(Odense)

Afgerelsen er truffet i medfer af § 20, stk. 1, nr. 1, i bekendtggarelse om
akkreditering af videregaende uddannelsesinstitutioner og godkendelse af
videregaende uddannelser (nr. 1558 af 2. juli 2021 med senere andringer), og
§ 2, stk. 2, i bekendtgarelse nr. 271 af 22. marts 2014 om seerlige betingelser for
godkendelse af udbud af erhvervsakademiuddannelser, professionsbachelor-
uddannelser, akademiuddannelser og diplomuddannelser.

Da UCL Erhvervsakademi og Professionshgjskole er positivt institutions-
akkrediteret, gives godkendelsen til umiddelbar oprettelse af uddannelsen.

Ansggningen er blevet vurderet af Det radgivende udvalg for vurdering af udbud af

videregaende uddannelser (RUVU). Vurderingen er vedlagt som bilag.

Vedlagt i bilag er desuden fglgebrev fra Uddannelses- og Forskningsstyrelsen

angaende uddannelsens adgangskrav, titler, struktur, omfang, mv. Ved spgrgsmal

til afgarelsen eller falgebrevet kan Uddannelses- og Forskningsstyrelsen

kontaktes pa pkf@ufm.dk.

Med venlig hilsen

CLC_ 2

Christina Egelund

@ Uddannelses- og

Forskningsministeriet

8. april 2025

Uddannelses- og
Forskningsministeriet

Bredgade 40-42
1260 Kgbenhavn K

Tel. 3392 9700
ufm@ufm.dk
www.ufm.dk

CVR-nr. 1680 5408

Ref.-nr.
2025 - 9100
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Forskningsministeriet

Bilag: 1 — RUVU’s vurdering af ansggningen
2 — Folgebrev fra Uddannelses- og Forskningsstyrelsen med
uddannelsens grundoplysninger
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Bilag 1 — RUVU’s vurdering af ansggningen

Nr. C5 — Nyt udbud

Status pa ansggningen:

(Forar 2025) Godkendt
Ansgger og UCL Erhvervsakademi og Professionshgjskole
udbudssted: (Odense)

Uddannelsestype:

Professionsbacheloruddannelse

Uddannelsens navn
(fagbetegnelse) pa
hhv. dansk/engelsk:

Professionsbacheloruddannelse:
- Cybersikkerhed
- Cyber Security

Erhvervsakademiuddannelse:
- Operationel cybersikkerhed AK
- Operational Cyber Security AP

Titel, som
uddannelsen giver ret
til at anvende:

Professionsbacheloruddannelse:
- Professionsbachelor i cybersikkerhed
- Professional Bachelor of Cyber Security

Erhvervsakademiuddannelse (afstigningsmulighed):
- Operationel cybersikkerhed AK
- Operational Cyber Security AP

Hovedomrade:

Tekniske omrade Genansggning: | Nej

Sprog:

Dansk Antal

ECTS:

210 ECTS

Link til ansegning pa
pkf.ufm.dk:

https://pkf.ufm.dk/flows/899c16a24d633c0961fe9e36
8c001ed3

Link -
UddannelsesGuiden

https://www.ug.dk/uddannelser/professionsbacheloru

ddannelser/tekniskeogteknologiskeudd/oevrigeteknis
keuddannelser/cybersikkerhed

RUVU’s vurdering

RUVU vurderer, at ansggningen opfylder kriterierne som
fastsat i bekendtgarelsen.

RUVU laegger vaegt pa, at ansggningen dokumenterer, at
udbud af savel erhvervsakademi som
professionsbacheloruddannelsen, bade lokalt og nationalt,
vil imgdekomme behovet for flere dimittender inden for
cybersikkerhed. Herunder vil ansggningen om et udbud af
uddannelsen i Odense bidrage til at imgdekomme
virksomhedernes efterspgrgsel efter personer med bade
tekniske og forretningsmaessige kompetencer inden for
cybersikkerhed pa Fyn.

RUVU finder det desuden positivt, at uddannelsens
opbygning indebeerer en afstigningsmulighed, der gor det
muligt for den studerende at afslutte uddannelsen efter to
ar og opna en erhvervsakademiuddannelse i operationel
cybersikkerhed.

RUVU har desuden noteret sig, at institutionen pataenker
at lukke en beslaegtet uddannelse.

@ Uddannelses- og

Forskningsministeriet
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@ Uddannelses- og

Forskningsministeriet

Bilag 2 — Foelgebrev fra Uddannelses- og Forskningsstyrelsen

| forbindelse med godkendelsen af UCL Erhvervsakademi og
Professionshgjskoles nye udbud af professionsbachelor i cybersikkerhed
bemaerker Uddannelses- og Forskningsstyrelsen, at uddannelsen tidligere er
godkendt til udbud. Uddannelsens adgangskrav fremgar af bekendtgerelse nr. 46
af 21. januar 2025 om adgang til erhvervsakademiuddannelser og
professionsbacheloruddannelser. Uddannelsen fastlaegges naermere i en
kommende aendring af bekendtgerelse nr. 495 af 22. maj 2024 om tekniske og
merkantile erhvervsakademiuddannelser og professionsbacheloruddannelser.

Det betyder, at hvis der matte veere uoverensstemmelser omkring det i
ansggningen anfgrte om uddannelsen og bekendtgarelsens regler, sa er det de
centralt fastsatte regler i ovenstaende bekendtgegrelser, som finder anvendelse
f.eks. i forhold til titler, adgangskrav m.v.

Styrelsen ger opmeerksom pa, at uddannelsen skal fglge de regler, som er fastsat
om uddannelsen i den til enhver tid geeldende uddannelsesbekendtggrelse og
adgangsbekendtggrelse.

Udbudsgodkendelsen kan bortfalde efter § 16 i lov om
erhvervsakademiuddannelser og professionsbacheloruddannelser, jf.
lovbekendtgarelse nr. 396 af 12. april 2024.

Herudover har styrelsen noteret falgende:

Udbudssted:
Odense.

Sprog:
Dansk.

Takstindplacering:
Uddannelsen indplaceres til: Takstgruppe 7

Professionsbachelor:
Aktivitetsgruppekode: 4050

Erhvervsakademiuddannelse:
Aktivitetsgruppekode: 4054

Koder Danmarks Statistik:
Professionsbachelor:
UDD: 5896

AUDD: 5896

Erhvervsakademiuddannelse:
AUDD: 5910
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