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Institutionsnavn: Erhvervsakademi Syd-Vest
Indsendt: 03/02-2025 09:53
Ansggningsrunde: 2025-1

Status pa ansggning: Godkendt

Afggrelsesbilag
Download den samlede ansggning

Lees hele ansggningen

Ansggningstype
Nyt udbud

Udbudssted
Erhvervsakademi SydVest, Esbjerg

Informationer pa kontaktperson for ansggningen (navn, email og telefonnummer)
Berit Tange BTA@easv.dk TIf. 41775708

Er institutionen institutionsakkrediteret?
Ja

Er der tidligere sggt om godkendelse af uddannelsen eller udbuddet?
Nej

Uddannelsestype
Professionsbachelor

Uddannelsens fagbetegnelse pa dansk
Cybersikkerhed

Uddannelsens fagbetegnelse pa engelsk
Cyber Security

Angiv den officielle danske titel, som institutionen forventer at bruge til den nye uddannelse
Professionsbachelor i cybersikkerhed

Angiv den officielle engelske titel, som institutionen forventer at bruge til den nye uddannelse
Bachelor of Cyber Security
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Hvilket hovedomrade hgrer uddannelsen under?
Tekniske omrade

Hvilke adgangskrav geelder til uddannelsen?

Adgang via gymnasial eksamen
Specifikke adgangskrav: Matematik B og Engelsk B

Adgang via 3-arig erhvervsuddannelse
Specifikke adgangskrav: Matematik B og Engelsk B

Adgangseksamen til ingenigruddannelserne
Specifikke adgangskrav: Matematik B og Engelsk B

Er det et internationalt samarbejde, herunder Erasmus, feellesuddannelse el. lign.?

Nej

Hvis ja, hvilket samarbejde?

Hvilket sprog udbydes uddannelsen pa?
Dansk

Er uddannelsen primeert baseret pé e-leering?

Nej, undervisningen foregér slet ikke eller i mindre grad pé nettet.

ECTS-omfang
210

Beskrivelse af uddannelsens formal og erhvervssigte. Beskrivelsen ma maks. fylde 1200 anslag
Ikke relevant

Uddannelses struktur og konstituerende faglige elementer

Ikke relevant

Begrundet forslag til takstindplacering af uddannelsen

Ikke relevant

Forslag til censorkorps
Censorkorps for IT og Softwareudvikling

Styrelsen for Forskning og Uddannelse - pkf@ufm.dk - Udskrevet 30. januar 2026

Side 3 af 9



“?ﬁ:"’ Uddannelses- og

Forskningsministeriet Preekvalifikation af videregdende uddannelser - Cybersikkerhed

Dokumentation af efterspargsel pa uddannelsesprofil - Upload PDF-fil pa max 15 sider. Der kan kun uploades én
fil
Dokumentation PB i cybersikkerhed EASV.pdf

Kort redegarelse for det nationale og regionale behov for den nye uddannelse. Besvarelsen ma maks. fylde 1800
anslag

Med baggrund malszetningerne i "National strategi for cyber- og informationssikkerhed 2022-2024" samt det stadig
stigende cybertrusselsbillede, er behovet og efterspgrgslen efter medarbejdere med cyber- og
informationssikkerhedskompetencer stigende. Strategiens malsaetning om gget kompetenceniveau og ledelsesforankring
skal imgdekommes ved at uddanne flere specialister og sikre en cybersikkerhedskapacitet pa tveers af samfundet.

Af Dansk IT’s kortlaegning fra 2023-24 fremgar det, at der endnu er langt til mal. Der mangler kompetencer og kvalificerede
medarbejdere til at varetage opgaver inden for cyber- og informationssikkerhed.

Den nationale behovsanalyse (udarbejdet som del af uddannelsesansggningen fra KEA, 2024) viser, at cybersikkerhed er
den absolut stgrste bekymring i de danske virksomheder i 2023. | den nationale behovsanalyse, er der gennemfart en
spargeskemaundersggelse ved 118 aftagere fordelt over hele landet, herunder ogs& Region Syddanmark.

Resultaterne fra aftagerundersggelsen viser, at 97% af respondenterne angiver, at behovet for
cybersikkerhedsmedarbejdere vil veere stigende over de naeste fem ar, men allerede nu har mange virksomheder sveert
ved at rekruttere kvalificeret arbejdskraft.

55% af de adspurgte aftagere har prgvet at rekruttere medarbejdere inden for cybersikkerhed de seneste 2 ar. 68% af
aftagerne har oplevet udfordringer med rekruttering, og heraf har 48% ansat en medarbejder med delvist match, mens
18% har opgivet at anseette.

I behovsanalysen konkluderes, at cybersikkerhed i stigende grad indteenkes i alle dele af samfundet, og det er ngdvendigt
med dygtige medarbejdere for at afveerge cyberangreb og udteenke lgsninger, som beskytter samfundet. Behovsanalysen
viser et stort behov for at uddanne dimittender inden for cybersikkerhed.

Uddybende bemaerkninger

Unikt for Esbjerg er havnen, der blandt andet er verdens stgrste basehavn for havvindaktiviteter. Udover at vaere
knudepunkt i den grgnne omstilling, er Esbjerg NATO-havn, og med den igangveaerende uddybning af sejlrenden, vil
havnen f& en endnu stgrre rolle inden for de to omrader, ligesom den vil fa stor betydning for den europaeiske handel.
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"Cybersikkerhed bliver for en by som Esbjerg derfor et centralt element, for at sikre forsyningssikkerheden generelt i
kommunen, og ikke mindst som Energimetropol for at opretholde driften inden for olie, gas og vedvarende energi. Hertil
kommer sikkerheden for Esbjerg Havn for bade traditionel handel og eksport samt havnen i rollen som strategisk vigtig
NATO-havn." (Citat: Major, EFTERRETNINGSREGIMENTET)

OT-sikkerhed (Operational Technology-sikkerhed) er endvidere vigtig for Esbjerg, fordi byen er en central hub for flere
industrier, iseer inden for energi og forsyning, herunder olie, gas og vedvarende energi som vindenergi. Flere forhold gar
OT-sikkerhed kritisk i Esbjerg.

Mange af de store industrier i Esbjerg, isser inden for olie- og gasudvinding samt offshore-teknologi, er afheengige af
automatiserede systemer og teknologi til at styre kritiske operationer. Hvis disse systemer bliver kompromitteret, kan det
fare til driftsstop, gkonomiske tab og endda miljgkatastrofer.

Der er en stigende cybertrussel, der malretter sig mod industrielle kontrolsystemer. Hvis disse systemer bliver angrebet,
kan det have alvorlige konsekvenser for kritisk forsyning, produktion og infrastruktur.

Esbjerg er en vigtig del af Danmarks energiinfrastruktur med blandt andet vindmglleparker og olie- og gasanleeg. At sikre
disse systemer mod bade cybertrusler og fysiske angreb er afgarende for at opretholde forsyningssikkerheden ikke kun i
Esbjerg men hele Danmark.

Det er Erhvervsakademi SydVest's hensigt at give professionsbacheloruddannelsen i cybersikkerhed en toning med
OT-sikkerhed og derved imgdekomme kompetencebehovet.

Trusselsbilledet fra Forsvarets Efterretningstjenestes rapport "Udsyn 2024" peger desuden pa kraftigt og stigende behov
for kompetencer inden for netvaerkssikkerhed, robust IT-arkitektur, software- og datasikkerhed.
Professionsbacheloruddannelsen i cybersikkerhed fokuserer pa praktiske feerdigheder og steerke kompetencer inden for
dette. Behovet for netveerkssikkerhed, arkitektur, software- og datasikkerhed er yderst relevant for alle aftagere - bade
private virksomheder og offentlige organisationer uanset sterrelse. Pa disse fagomrader har Erhvervsakademi SydVest i
forvejen et opdateret videngrundlag og steerke synergier med vores veletablerede IT-tekniske uddannelser: datamatiker
AK og PB i softwareudvikling.

Se vedheeftede dokumentation.

Underbygget skgn over det nationale og regionale behov for dimittender. Besvarelsen ma maks. fylde 1200 anslag
Den nationale behovsanalyse, der afdaekker behovet for en PB i cybersikkerhed dokumenterer, at 71% af de adspurgte
virksomheder statter tilblivelse af uddannelsen. 97% af respondenterne vurderer, at over de kommende 5 ar vil behovet for
cybersikkerhedsmedarbejdere veere stigende og 68% har oplevet udfordringer med at rekruttere til stillinger inden for
cybersikkerhed.
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Af Education Esbjergs afdaekning af kompetencebehov og efterspgrgsel efter arbejdskraft fremgar det, at den indekserede
udvikling i antal jobopslag inden for IT-branchen generelt er 262 i Sydvestjylland mod 98 i hele landet malt pa 2. kvartal
2023 mod 1. kvartal 2007.

Med udgangspunkt i allerede eksisterende praktiksamarbejder for vores IT-studerende, er det Erhvervsakademi SydVest's
vurdering, at det regionale behov for cybersikkerhedsspecialister er som fglger: 452 eksisterende
praktikvirksomheder/68% = 307 virksomheder. Dertil kommer kompetencebehovet ved regionens virksomheder, der ikke
har haft IT-studerende i praktik, hvorfor antallet ma anses at vaere veesentligt hgjere.

EASV kan ved optag af 30 studerende i 2026 forventeligt dimittere 24 dimittender i januar 2030, 48 dimittender i 2031 og
72 dimittender i 2032.

Hvilke aftagere har veeret inddraget i behovsundersggelsen? Besvarelsen ma maks. fylde 1200 anslag

Vi veeret i dialog med et repraesentativt udpluk af udvalgte, relevante interessenter i vores lokalomrade, herunder en del fra
vores eksisterende faglige milja. Vi har veeret i dialog med bade offentlige organisationer og private virksomheder,
herunder Education Esbjerg, Business Esbjerg og ProVarde Erhvervsudvikling. Dertil har vi kigget ind i Dansk IT’s
kortlaegning af aktuelle udfordringer, tendenser og muligheder som danske virksomheder og offentlige organisationer
mgder i digitalisering. Der er udarbejdet en national behovsanalyse for den specifikke uddannelse, og endelig har vi set pa
en lokal analyse af kompetencebehov og arbejdskraft i Esbjerg, herunder IT-specifikke kompetencer.

Udpluk af virksomheder og organisationer, der har tilkendegivet stgtte til uddannelsen i Esbjerg:
EFTERRETNINGSREGIMENTET, Esbjerg Kommune, Sydbank, Sikkerhedsstyrelsen, Dansk Fjernvarme, Tgnder
Kommune, VIKING Life-Saving Equipment A/S, Blue Water Shipping, NarraTech, TotalEnergies EP Denmark A/S, itm8,
Trifork, Vetech Software Solutions, Det Faglige Hus, AGRAMKOW Fluid Systems A/S, Belman A/S, Bluebyte ApS, Semco
Maritime, SwitchPay ApS m.fl.

Beskriv ligheder og forskelle til beslaegtede uddannelser, herunder beskeeftigelse og eventuel dimensionering.
Besvarelsen ma maks. fylde 1200 anslag

Uddannelsen vil vaere beslaegtet med falgende uddannelser p& erhvervsakademi- og professionsbachelorniveau, der
udbydes i Region Syddanmark:

- Datamatiker AK - har en begreenset toning af cybersikkerhed, retter sig mod back-end udviklere og er en anden
IT-profil

e |IT Teknolog AK - har en begraenset toning af cybersikkerhed, udbydes kun i Odense i Region Syddanmark

« IT-sikkerhed PB top-up - fokus pa teknik og intet pa forretningsforstaelse, udbydes kun i Odense i Region Syddanmark
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e Softwareudvikling PB top up - har ingen toning af cybersikkerhed, retter sig mod back-end udviklere og er en anden
IT-profil

Ingen af de eksisterende uddannelser har samme fagsammenseetning og kompetenceprofil.

Uddybende bemaerkninger

Uddannelsen adskiller sig fra de gvrige IT-professionsbacheloruddannelser ved at indeholde en afstigningsmulighed, der
gar det muligt at afslutte uddannelsen efter to ar og derved opna en erhvervsakademiuddannelse i operationel
cybersikkerhed.

Erhvervsakademi SydVest gnsker at bygge videre pa det steerke videngrundlag, vi allerede har i forbindelse med udbuddet
af vores store og veletablerede IT-uddannelser: datamatiker AK og PB i softwareudvikling. Erhvervsakademi SydVest har
Danmarks starste optag pa Softwareudvikling ved vinteroptaget 2025.

Vi ser en steerk synergimulighed i udbuddet af de tre IT-uddannelser: PB i cybersikkerhed, PB i softwareudvikling og
datamatiker AK, som vil veere bade fordelagtigt og nadvendigt for at tilgodese det kompetencebehov, vores aftagere har.

Beskriv rekrutteringsgrundlaget for ansggte, herunder eventuelle konsekvenser for eksisterende besleegtede
udbud. Besvarelsen ma maks. fylde 1200 anslag

Uddannelsen udbydes fra sommer 2025 i Aarhus og Kgbenhavn, og rekrutteringsgrundlaget udggres derfor af ansggere
primeert fra Region Syddanmark.

Rekrutteringsgrundlaget er primeert ansggere med en gymnasial adgangsgivende eksamen samt gvrige adgangsgivende
uddannelser.

Udbuddet af PB i cybersikkerhed vurderes at kunne have en mindre effekt pa antallet af dansksprogede ansggere til
datamatikeruddannelsen pa Erhvervsakademi SydVest.

De beslaegtede uddannelser IT Teknolog AK og IT-sikkerhed PB top-up udbydes pa UCL Erhvervsakademi og
Professionshgjskole, og i vedhaeftede dokumentation findes hensigtserklaering om at samarbejde om PB i cybersikkerhed
mellem Erhvervsakademi SydVest og UCL Erhvervsakademi og Professionshgjskole i Region Syddanmark. P& baggrund
af den geografiske afstand forventes det ikke, at der vil vaere konsekvenser for rekrutteringsgrundlaget.
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Beskriv kort mulighederne for videreuddannelse

En dimittend fra professionsbacheloruddannelsen i cybersikkerhed kan indga direkte pa arbejdsmarkedet og varetage
opgaver og funktioner inden for cybersikkerhed.

En dimittend fra erhvervsakademiuddannelsen i operationel cybersikkerhed (afstigning efter 2 ar) vil kunne opna en
professionsbachelorgrad ved efterfglgende at tage den sidste del af uddannelsen.

Dimittender fra professionsbacheloruddannelsen vil formodes, pa linje med de gvrige professionsbacheloruddannelser
inden for IT, at kunne tage en kandidatuddannelse inden for IT eller relevant efter- og videreuddannelse inden for et
bredere felt af IT uddannelser, ex. Master i IT, Master i IT-sikkerhed.

Forventet optag pa de fagrste 3 ar af uddannelsen. Besvarelsen ma maks. fylde 200 anslag
Det forventes at optage 30 studerende pa uddannelsen arligt:

2026/27: 30 studerende
2027/28: 30 studerende
2028/29: 30 studerende

Hvis relevant: forventede praktikaftaler. Besvarelsen m& maks. fylde 1200 anslag

Der er i forbindelse med indsamling af interessetilkendegivelser fra de lokale virksomheder ogsa spurgt ind til
virksomhedens hensigt om at understgtte de studerendes uddannelse, herunder tilbud om praktikophold i virksomheden. |
vedhaeftede dokumentation findes en liste over de virksomheder, der har tilkendegivet, at de er interesserede i at stille sig
til radighed som praktikplads for studerende fra professionsbacheloruddannelsen i cybersikkerhed.

| forbindelse med vores eksisterende udbud af IT uddannelser, har vi i forvejen flere hundrede eksisterende, velfungerende
samarbejdsaftaler med praktikvirksomheder inden for IT, samt de starste virksomheder i vores optagelsesomrade.

@vrige bemeerkninger til ansggningen

Hermed erklaeres, at ansggning om praekvalifikation er godkendt af institutionens rektor
Ja

Status pa ansggningen
Godkendt

Ansggningsrunde
2025-1
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Afgarelsesbilag - Upload PDF-fil
Afggrelsesbrev C2 Professionsbachelor i cybersikkerhed, Esbjerg.pdf

Samlet godkendelsesbrev - Upload PDF-fil

Styrelsen for Forskning og Uddannelse - pkf@ufm.dk - Udskrevet 30. januar 2026 Side 9 af 9



Udbud a

- professionsbachelor

i cybersi

<kerhed




BAZEIUNG ...ttt 2

Dokumentation for et regionalt behov 0g relevans ..o, 5
Uddrag af analyse af kompetencebehov og eftersporgsel efter arbejdskraft i Sydvestjylland..... 5
Beskaeftigelsessitutationen for beslaegtede IT-uddannelser i lokalomradet ........ccccoooviviniirininnne. 7

Nationale behovs- 0g relevansanalySer ... 7
Digital & Teknologi - Strategi, trends og erfaringer (IT i praksis 2023-24)......c....ccoovvmrrimrrenrrrenne. 7
National behovs- og relevansanalyse for professionsbachelor i cybersikkerhed (KEA 2024) ......8

INtEreSSEtilKENAEZIVEISE ...t 9

HOIINESSVAN 1. 14

KONKLUSTON <ttt 15



1. Baggrund
Med den folgende dokumentation ensker vi at redegore for, at professionsbacheloruddannelsen i
cybersikkerhed er relevant og ngdvendig at udbyde i Esbjerg.

Regeringen lancerede i december 2021 "National strategi for cyber- og informationssikkerhed 2022-2024”"
pa baggrund af et behov for en styrket indsats for at folge med i den lebende udvikling i trusler og digitale
sarbarheder. Strategien har fire malseetninger:

e Robust beskyttelse af de samfundsvigtige funktioner

e (Qget kompetenceniveau og ledelsesforankring

e Styrkelse af det offentlige-private samarbejde

e Aktiv deltagelse i den internationale kamp mod cybertruslen

Siden strategiens lancering er niveauet for cybertrusler haevet. Der er et presserende og stigende behov
for IT-specialister med kompetencer inden for cybersikkerhed, eftersom trusselsniveauet i Danmark nu
vurderes hojt til meget hejt af Center for Cybersikkerhed.

Cybertrusselsbilledet udvikler sig hastigt, og i Forsvarets Efterretningstjenestes rapport "Udsyn 2024”
vurderes trusselsniveauerne for cyberspionage og cyberkriminalitet nu som meget hejt. Samtidigt er

niveauerne for cyberaktivisme og destruktive cyberangreb ogsa steget fra lavt til henholdsvis hejt og
middel.

Pa Erhvervsakademi SydVest har vi flere veletablerede og steerke IT-uddannelser, og dermed et godt
fundament til at udbyde uddannelsen. Vi har en velfungerende undervisergruppe med et opdateret
videngrundlag, der ved rekruttering af supplerende underviserkraefter inden for cybersikkerhed vil danne
et steerkt fagligt miljo. Vi har etablerede labs til at gennemfgre praksisneer undervisning og cases inden for
cybersikkerhedsbrud. Vi har et taet og steerkt samarbejde med vores lokale erhvervsliv - badde gennem
praktikaftaler, uddannelsesudvalg og netveerk. Vi har derfor den ngdvendige kapacitet og opbakning for at
kunne uddanne dimittender med de rette kvalifikationer og staerke kompetencer inden for cybersikkerhed.
En professionsbachelor i cybersikkerhed er en efterspurgt IT-specialist som kan tackle fremtidens
cybertrusler og beskytte kritisk infrastruktur - ogsé i den sydvestlige del af Danmark.

"Modstandsdygtighed over for hybride virkemidler er en ny normal” vi skal omstille os til. Ruslands
konventionelle militaere underlegenhed over for NATO, betyder at Rusland vil sage at styrke sin
position pd en anden boldgade - i grdzonen, som omfatter fx jamming af GPS-sjgnaler, afbrydelse af
energiforsyning, cyberangreb, etc. (FE Udsyn 2024). Cybersikkerhed bliver for en by som Esbjerg derfor
et centralt element, for at sikre forsyningssikkerheden generelt i kommunen og ikke mindst som
Energimetropol for at opretholde driften inden for olje, gas og vedvarende energi. Hertil kommer
sikkerheden for Esbjerg havn for bade traditionel handel og eksport samt havnen i rollen som strategisk
vigtig NATO-havn.

At styrke kompetenceudviklingen med en Professionsbachelor i Cybersikkerhed i Esbjerg vil bidrage til
at tiltraekke kvalificeret arbejdskraft, der kan sikre den samfundsmaessige og sikkerhedspolitisk vigtige
resiliens.”

Major Mark Qvist, Chef for Intelligence Fusion Centre, EFTERRETNINGSREGIMENTET



For at dokumentere behovet af uddannelsen i Esbjerg har vi veeret i dialog med en raekke relevante
interessenter i vores lokalomrade. Dertil har vi kigget ind i Dansk IT’s kortleegning af aktuelle
udfordringer, tendenser og muligheder som danske virksomheder og offentlige organisationer moder i
digitalisering. KEA har udarbejdet en national behovsanalyse for den specifikke uddannelse, og endelig har
vi set pa en lokal analyse af kompetencebehov og arbejdskraft i Esbjerg, herunder IT-specifikke
kompetencer.

OT-sikkerhed (Operational Technology-sikkerhed) er vigtig for Esbjerg, fordi byen er en central hub for
flere industrier, iseer inden for energi og forsyning, herunder olie, gas og vedvarende energi som
vindenergi. Flere forhold gor OT-sikkerhed kritisk i Esbjerg. Mange af de store industrier i Esbjerg, iseer
inden for olie- og gasudvinding samt offshore-teknologi, er afhaengige af automatiserede systemer og
teknologi til at styre kritiske operationer. Hvis disse systemer bliver kompromitteret, kan det fore til
driftsstop, ekonomiske tab og endda miljgkatastrofer.

Der er en stigende cybertrussel, der malretter sig mod industrielle kontrolsystemer, som f.eks. SCADA-
systemer, PLC'er (Programmable Logic Controllers) og andre OT-enheder. Hvis disse systemer bliver
angrebet, kan det have alvorlige konsekvenser for kritisk forsyning, produktion og infrastruktur. Esbjerg er
en vigtig del af Danmarks energiinfrastruktur med blandt andet vindmelleparker og olie- og gasanlaeg. At
sikre disse systemer mod bade cybertrusler og fysiske angreb er afggrende for at opretholde
forsyningssikkerheden ikke kun i Esbjerg med hele Danmark.

Det er Erhvervsakademi SydVest's hensigt at give professionsbacheloruddannelsen i cybersikkerhed en
toning med OT-sikkerhed og derved imgdekomme kompetencebehovet.

Trusselsbilledet fra Forsvarets Efterretningstjenestes rapport "Udsyn 2024" peger desuden pa kraftigt og
stigende behov for kompetencer inden for netvaerkssikkerhed, robust IT-arkitektur, software- og
datasikkerhed. Professionsbacheloruddannelsen i cybersikkerhed fokuserer pé praktiske feerdigheder og
staerke kompetencer inden for dette. Behovet for netvaerkssikkerhed, arkitektur, software- og
datasikkerhed er yderst relevant for alle aftagere - bade private virksomheder og offentlige organisationer
uanset storrelse. P& disse fagomrader har Erhvervsakademi SydVest i forvejen et staerkt vidensgrundlag
og steerke synergier med vores steerke og veletablerede IT-tekniske uddannelser: datamatiker AK og PB i
softwareudvikling.

"Som myndigheder er vores digitale platforme under staerkt stigende pres. Iszer er risikoen for
cyberangreb hoj og konsekvenserne af et angreb kan vaere fatale. Derfor er cybersikkerhed i
fokus i disse dr - og bliver ved med at vaere det mange ar frem. Derfor er det vigtigt for os som
styrelse, at vi kan rekruttere kompetente medarbejdere til at tage del i det forebyggende
arbejde.”

Kirsten Hahn, digitaliseringschef, Sikkerhedsstyrelsen



Den folgende dokumentation bestar saledes af:
e Dokumentation for et regionalt behov og relevans bestdende af to dele:
o Uddrag af en lokal analyse af kompetencebehov og eftersporgsel efter arbejdskraft blandt
virksomheder i Sydvestjylland. Analysen er gennemfert af Epinion for Education Esbjerg i
november 2023.
o Beskaftigelsessituationen for beslaegtede IT-uddannelser i lokalomradet.

e Dokumentation for et nationalt behov og relevans bestdende af to dele:

o En national underspgelse om strategi, trends og erfaringer inden for IT - Digital &
Teknologi. Underspgelsen er gennemfort af Rambgll Management Consulting i samarbejde
med Dansk IT i 2023-24, og den kortlaegger aktuelle udfordringer, tendenser og
muligheder.

o En national behovs- og relevansanalyse for professionsbacheloruddannelsen i
cybersikkerhed. Analysen er gennemfort af KEA Kgbenhavns Erhvervsakademii 2024 i
forbindelse med anspgning om at etablere uddannelsen.

e En raekke interessetilkendegivelser fra det lokale erhvervsliv, der bakker op om et udbud af
professionsbacheloruddannelsen i cybersikkerhed i Esbjerg, herunder en hensigt om at
understotte de studerendes uddannelse, fx omkring sparring i forbindelse med udvikling af
valgfag, praksisnaert case samarbejde, relevante studiejobs og ikke mindst praktikophold i
virksomheden og afsluttende eksamensopgaver.

Dertil kommer en feelles stotteerkleering til uddannelsen pé Erhvervsakademi SydVest fra
Education Esbjerg, Business Esbjerg og ProVarde Erhvervsudvikling

e Hgringssvar fra UCL Erhvervsakademi og Professionshgjskole, herunder en hensigtserklaering om
samarbejde for at daekke kompetencebehovet i Region Syddanmark.

"Esbjerg Kommunes centrale IT-afdeling er ansvarlig for IT-sikkerhed i kommunen. Afdelingen
peger pd vigtigheden af at kunne ansaette kandidater med relevante kompetencer inden for
cybersikkerhed, da truslerne bliver mere avancerede og behovet for specialiserede kompetencer
er stigende. Det er helt afgorende, at der lzegges vaegt pd forstielse for virksomhedens behov og
kultur kombineret med relevant teknisk ekspertise.”

Rikke Vestergaard, kommunaldirektor, Esbjerg Kommune



2. Dokumentation for et regionalt behov og relevans

Uddrag af analyse af kompetencebehov og efterspergsel efter arbejdskraft i
Sydvestjylland

| 2023 gennemforte Epinion pd vegne af Education Esbjerg en sterre underspgelse af kompetencebehov
og eftersporgsel efter arbejdskraft blandt virksomheder i Sydvestjylland. Delanalyse 1 af undersogelsen
havde til formal at afklare uddannelsesbehov og ensker i omradet.

Delanalysens datagrundlag:

e 218 survey-besvarelser fra virksomheder i Sydvestjylland

e 12 interviews blandt virksomheder og offentlige institutioner i Sydvestjylland
Jobopslagsanalyser fra jobindex.dk og ofir.dk
Data fra STAR’s rekrutterings-survey (Styrelsen for Arbejdsmarked og Rekruttering)
Data fra Danmarks Studieunderspgelse

Pa baggrund af survey fremgar det, at 60% af bade offentlige og private virksomheder efterspgrger
kompetencer inden for digitalisering og IT.

Figur 1.2: | hvilken grad eftersperger jeres virksomhed/organisation fagspecifikke kompetencer
inden for felgende omrader i dag?
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Note til figur 1.2: Figuren viser andele af virksomhedeme, der har svaret '| meget hej grad’, 'l hej grad’ eller °| nogen grad’ til
sporgsmalet. M = 218 (Offentige virksomheder N = 78, Private virksomheder N = 142). T

| analysen kigges ind i efterspargslen pa IT kompetencer, og som det fremgar af uddraget pé naeste side,
sa fremhaeves seerligt behovet for IT-profiler specialiserede inden for fx cybersikkerhed.



Der har veeret stor stigning i efterspargslen
pé IT-kompetencer | Sydvestjylland

Den store efterspergsel pad medarbejdere i IT-
branchen, som fremgik af side 7, er ogsa
tydelig, hvis man kigger pa udviklingen i antallet
af jobopslag inden for IT-branchen. Der er
saledes sket en markant positiv udvikling i
antallet af jobopslag inden for IT-branchen i
Sydvestiylland.

Som det ses af figur 1.4 er stigningen sarligt
sket siden 2020, og ligesom det var tilfeeldet pa
tvaers af alle brancheme (jf. side &), viser
figuren ogsa tydeligt, at udviklingen i
Sydvesiiylland ikke er drevet af en generel
opadgaende trend pa landsplan.

Sammenligner man antallet af jobopslag i 2.
kvartal af 2023 med antallet i 2007, er der sket
en sfigning pa 162 pct. i Sydvestjylland, imens
antallet er faldet med to pct. pa landsplan.

Figur 1.4: Indekseret udvikling i antal jobopslag inden for IT-branchen

Behovet for IT-kompetencer ses ligeledes
tydeligt i interviews med forskellige typer af
virksomheder — igen bade offentlige og private.
Her fremhasver flere virksomheder, at derer
mangel pa ‘alle slags’ IT-profiler, mens andre
saerligt fremhasver profiler specialiserede inden
for fx cybersikkerhed, softwareudvikling, cloud-
l@sninger samt profiler, der kan samtanke
digitale problemstillinger med ingeniar- eller
juristfaglige.

Inden for cyber secuwrity, der skal vi bruge
rigtig mange folk. Nar vi laver installafioner
og telekommunikationslesninger, 54 skal
der bare vasre den her sikkerhed, det
kraever kunderne, og vi @ensker def ogsd
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Analysen indeholder et afsnit omhandlende rekruttering til seerlige stillinger, og kvalificerede IT-
medarbejdere er svaere at rekruttere. | citaterne fra et virksomhedsinterview nedenfor beskrives, hvordan
stillingerne outsources eller besattes af udenlandsk arbejdskraft. Det er saerligt de storre virksomheder,
der tiltreekker udenlandsk arbejdskraft, men ogsa mindre virksomheder giver udtryk for, at det er en
rekrutteringsstrategi, de forventer at skulle benytte sig af fremadrettet.

Benytter | jer af cutsourcing og udenlandsk
arbejdskraft?
Ja helf sikkert, og det er ogsa inferessant
for os. | sfigende grad er detf noget, vi gar.
Specielf igen ndr vi gar ind pa IT-roller, s
rekrutterer vi uden for landets greenser
ogsd og hiver dem til Eshjerg. Sa deter
heit klart noget, vi kammer til at gere
fremadretief ogss.
- Blue Water Shipping

Vi har sterst rekruttenngsudfordringer
inden for de digitale kompetencer. Saenligt |
forhold il mere erfarme medarbejdere. Der

er fa andre virksomheder i omradet, hvor
medarbejderne arbejder med samme
kompleksitet, =4 def ger det svaerf af
rekruttere i nasromradet.
- Blue Water Shipping

Beskaftigelsessitutationen for beslaegtede IT-uddannelser i lokalomradet

Data fra Uddannelses- og Forskningsministeriets datavarehus viser, at IT-uddannelserne i Esbjerg generelt
har en lav ledighed. Den lave ledighed understottes af vores erhvervslivs konstante eftersporgsel efter IT-
kompetencer.

Datamatiker AK 2020 2021 2022
Nationalt | EASV Esbjerg | Nationalt | EASV Esbjerg | Nationalt | EASV Esbjerg
Ledighedsgrad 4.-7. kvartal 10,7% 14,5% 7,1% 4,2% 6,9% 6,0%
efter fuldferelse, excl.
udvandr.
Antal fuldferte 576 23 546 21 585 24
PB i softwareudvikling 2020 2021 2022
Nationalt | EASV Esbjerg | Nationalt | EASV Esbjerg | Nationalt | EASV Esbjerg
Ledighedsgrad 4.-7. kvartal 8,2% 11,1% 2,4% 0,0% 7,8% 5,6%
efter fuldforelse
Antal fuldferte 193 33 158 18 165 28

3. Nationale behovs- og relevansanalyser

Digital & Teknologi - Strategi, trends og erfaringer (IT i praksis 2023-24)

Dansk IT og Ramboll Management Consulting har i 2023-24 gennemfort en undersegelse, der kortlaegger
aktuelle udfordringer, tendenser og muligheder inden for IT - bade for den private og den offentlige
sektor.



EU kommer i 2024 (udsat til sommeren 2025/red. EASV) med et NIS2-direktiv, der skaerper kravene til
cyber- og informationssikkerhed betydeligt. NIS2 indeholder 10 punkter fordelt pé tre hovedomrader:
Politikker og procedurer for cybersikkerhed, forebyggelse af cyberangreb samt handtering af cyberangreb.
Af rapporterne fra Dansk IT fremgar det, at den kommende implementering af NIS2-regler for cyber- og
informationssikkerhed vil @ge eftersporgslen efter kompetencer inden for omradet.

"Der kommer et stort eftersporgselspres pa profiler med kompetencer til at implementere NIS2.
Det gzelder bade de mere faglige og indholdsmaessige kompetencer, men ogsa kompetencer til
de mere strategiske og forretningsrettede opgavedele.”

Rapporten Digital & Teknologi - Strategi, trends og erfaringer 2023-24

86% af de private virksomheder og 83% af de offentlige organisationer i undersggelsen angiver, at
cybersikkerhed og resiliens er det vigtigste strategiske emne. Samtidig angiver 77% af de private
virksomheder, at tiltraekning og fastholdelse af medarbejdere med kompetencer inden for cybersikkerhed
er et strategisk fokus.

Undersggelsen kigger endvidere ind i den direkte mangel pa IT-specialister og cybersikkerheds-
kompetencer, vurderet pd cybertrusselsniveauet i 2023, og her svarer kun 50% af de private
virksomheder, at de har de tilstraekkelige cybersikkerhedskompetencer og -faerdigheder til at afbgde det
daveerende risikoniveau. 47% af de offentlige organisationer angiver manglende IT-specialister som
vaesentlig barriere for at kunne drive digitaliseringen.

"Skulle et cyberangreb lykkes, vurderer kun fire ud af 10 organisationer, at de i dag har robuste
business continuity-planer. Flere organisationer tester genropetning efter et cyberangreb, men
hovedparten tester kun i nogen grad eller slet ikke. Det kan efterlade organisationer i en meget
kritisk situation efter et eventuelt cyberangreb.”

Rapporten Digital & Teknologi - Strategi, trends og erfaringer 2023-24

National behovs- og relevansanalyse for professionsbachelor i cybersikkerhed
(KEA 2024)

Pa Erhvervsakademi Sydvest oplever vi opbakning fra de gvrige udbydere af professionsbachelor-
uddannelsen i cybersikkerhed. Vi er sdledes inviteret med til den videre udvikling af uddannelsen, og vi har
derfor anvendt den nationale behovsanalyse, KEA udarbejdede i forbindelse med udvikling af
uddannelsen, i vores ansggning.

Den nationale behovsanalyse viser, at cybersikkerhed er den absolut sterste bekymring i de danske
virksomheder i 2023. | den nationale behovsanalyse, er der gennemfert en spargeskemaunderspgelse ved
118 aftagere fordelt over hele landet, herunder ogsé Region Syddanmark.



Resultaterne fra aftagerundersegelsen viser, at 97% af respondenterne angiver, at behovet for
cybersikkerhedsmedarbejdere vil veere stigende over de naeste fem ar, men allerede nu har mange
virksomheder sveert ved at rekruttere kvalificeret arbejdskraft.

55% af de adspurgte aftagere har provet at rekruttere medarbejdere inden for cybersikkerhed de seneste
2 ar. 68% af aftagerne har oplevet udfordringer med rekruttering, og heraf har 48% ansat en medarbejder
med delvist match, mens 18% har opgivet at anszette.

| behovsanalysen konkluderes, at cybersikkerhed i stigende grad indtaenkes i alle dele af samfundet, og
det er ngdvendigt med dygtige medarbejdere for at afvaerge cyberangreb og udtaenke lgsninger, som
beskytter samfundet. Behovsanalysen viser et stort behov for at uddanne dimittender inden for
cybersikkerhed.

4. Interessetilkendegivelser

For at afdaekke behovet for en professionsbacheloruddannelse i cybersikkerhed i Esbjerg, er der indhentet
stotteerkleeringer fra en raekke udvalgte virksomheder og organisationer. Vi har haft kontakt til et udpluk

af virksomheder for at afdeekke behovet bade for offentlige organisationer og private virksomheder, samt
store, sma og mellemstore virksomheder

Virksomheder og organisationer er blevet spurgt om tilkendegivelse i forhold til folgende:

e Som lokal virksomhed og arbejdsgiver udtrykkes hermed stotte til Erhvervsakademi SydVests
gnske om at udbyde professionsbacheloruddannelsen i cybersikkerhed fra sommeren 2026.

e Som lokal virksomhed anerkender vi et markant behov for specialiseret arbejdskraft inden for
cybersikkerhed.

e Som et led i at understotte uddannelsen og de kommende studerende, er det virksomhedens
hensigt at stille sig til radighed som praktikplads eller som udbyder af et relevant og
kvalificerende studiejob.

Folgende udvalgte virksomheder har tilkendegivet deres stotte jf. ovenstdende. Dokumentation kan
indsendes, hvis gnskes:
Offentlige organisationer
v' Esbjerg Kommune, Rikke Vestergaard, Kommunaldirektor
v" Sikkerhedsstyrelsen, Kirsten Hahn, Digitaliseringschef
v Tender Kommune, Lars Mgldrup, Kommunaldirektor
v" Dansk Fjernvarme, Kim Mortensen, Direktor
Private store virksomheder
v" Sydbank, Kewin Peltonen, CISO samt Tore Josupeit, Security Advisor
v" VIKING Life-Saving Equipment A/S, Henrik Balskev, Senior Digital Director
v' TotalEnergies EP Denmark A/S, David Holm, Head of IS Security & Industrial TEPDK - Information
Technologies Services
v" AGRAMKOW Fluid Systems A/S, Marianne Plougstrup, HR Manager
v" Det Faglige Hus, Morten Sandholdt Nielsen, IT-chef



Trifork A/S, Simon Brandt, Business Unit Leader

itm8, Seren Frandsen, Executive Partner, Consulting, Digital Transformation, Cyber Security
Blue Water Shipping, Dan Nissen, COO Transport & Logistics

Semco Maritime A/S, Kasper Thorse Larsen, HR Business Partner RIG & GSF

te sma og mellemstore virksomheder

Vetech Software Solutions, Johnny Hansen, Direktor

NarraTech Aps, Clemens Madsen, Director

Belman A/S, Klaus Roswall, CIO/Head of Software Development

Bluebyte ApS, Dennis Hansen, CEO

Grumsen Development ApS, Jakob Grumsen, CEO

AN NI NN

Priv

5}

D N NI N NN

| det folgende fremgar et udpluk af stotteerkleeringer fra vores lokale erhvervsliv. Dokumentation kan
indsendes, hvis gnskes:

"Det vil vaere en rigtig god ide, da det kan vaere svaert at 13 kandidater til stillingerne her i
Esbjergomradet fra andre dele af landet, f.eks. trekantsomradet. | princippet vil der vaere behov i
de fleste virksomheder i omrddet, som har egen central IT funktion.”

Henrik Balslev, Senior Digital Director, VIKING Life-Saving Equipment A/S

"En “IT- Sikkerhedskonsulent” vil blandt andet styrke Tonder Kommunes fokus pa folgende
omrader:
1. Jget trusselbillede: Cybersikkerhedstrusler bliver stadig mere sofistikerede og hyppige.
Kommuner er szerligt udsatte mal for cyberangreb, som kan resultere i tab af folsomme data,
okonomiske tab og skade pd vores omdemme. De danske kommuner er i dag betegnet som
vaerende hajrisiko profiler for angreb.
2. Compliance og lovgivning: Vi skal overholde strenge lovgivningsmaessige krav, herunder
GDPR og andre nationale sikkerhedsstandarder. En dedikeret IT-Sikkerhedskonsulent vil sikre, at
vi konstant er i overensstemmelse med disse krav og undgar potentielle boder og juridiske
konsekvenser.
3. Forebyggelse af databrud: En IT-Sikkerhedskonsulent kan implementere og overvige
sikkerhedsforanstaltninger, der forhindrer databrud. Dette inkluderer regelmaessige
sikkerhedsrevisioner, penetrationstest og opdatering af sikkerhedspolitikker.
4. Uddannelse og bevidsthed: En vigtig del af cybersikkerhed er at uddanne vores
medarbejdere i sikkerhedspraksis. £n IT-Sikkerhedskonsulent kan udvikle og gennemfaore
traeningsprogrammer, der ager bevidstheden om sikkerhedstrusler og bedste praksis.
5. Hurtig respons p3 sikkerhedshaendelser: | tilfzlde af et sikkerhedsbrud er det afgorende at
have en ekspert, der kan reagere hurtigt og effektivt for at minimere skaderne. £n IT-
Sikkerhedskonsulent vil have den nedvendige ekspertise til at handtere sddanne situationer.
Jeg er overbevist om, at dette initiativ kun vil vaere en gevinst for Tender Kommune, og vi tager
naturligvis gerne imod eventuelle praktikanter.”
Lars Meldrup, kommunaldirekter, Tonder Kommune



"Et vigtigt initiativ, der understotter det trusselsbillede, der ikke er uvigtigt for Esbjerg, der som

NATO havn og med anden kritisk infrastruktur vil have et “saerligt behov”’.
Dan Nissen, COO Transport & Logistics, Blue Water Shipping

Vi stotter EASVs ansggning om at udbyde professionsbacheloruddannelsen i cybersikkerhed.
Det er et relevant initiativ, der vil styrke de lokale virksomheder samt stotte udviklingen pa et
vigtigt og voksende omrade.

Da vi ligger i et udkantsomrade, er det i forvejen en udfordring at finde kvalificeret arbejdskraft,
og denne uddannelse vil kunne afhjlpe denne problematik.”

Klaus Roswall, CIO/Head of Software Development, Belman A/S

"Tak for muligheden for at stotte etableringen af en uddannelse i det syd og senderjyske der
madlrettes stigende udfordringer med Cybersikkerhed. Danske forsyningsselskaber har i stigende
grad udfordringer med cyber angreb og trusler fra cyber kriminelle. Senest var det sma
vandvaerker og i rigtig mange tilfaelde rammer angrebene bide mindre og store
Forsyningsselskaber.

| samarbejde med den pvrige forsyningssektor etablerede vi det der i dag hedder sektor SERT
der forestar en del af den nationale praeventive indsats. Derudover er der i stigende grad behov
og brug for kompetencer i de enkelte forsyningsselskaber - og her vil yderligere uddannelser
som den foresldede vaere en stor hjzelp.”

Kim Mortensen, Direktgr, Dansk Fjernvarme

"Modstandsdygtighed over for hybride virkemidler er en “ny normal” vi skal omstille os til.
Ruslands konventionelle militaere underlegenhed over for NATO, betyder at Rusland vil sage at
styrke sin position pa en anden boldgade - i grazonen, som omfatter fx jamming af GPS-signaler,
afbrydelse af energiforsyning, cyberangreb, etc. (FE Udsyn 2024). Cybersikkerhed bliver for en
by som Esbjerg derfor et centralt element, for at sikre forsyningssikkerheden generelt i
kommunen og ikke mindst som Energimetropol for at opretholde driften inden for olie, gas og
vedvarende energi. Hertil kommer

sikkerheden for Esbjerg havn for bade traditionel handel og eksport samt havnen i rollen som
strategisk vigtig NATO-havn.

At styrke kompetenceudviklingen med en Professionsbachelor i Cybersikkerhed i Esbjerg vil
bidrage til at tiltraekke kvalificeret arbejdskraft, der kan sikre den samfundsmaessige og
sikkerhedspolitisk vigtige resiliens.”

Major Mark Qvist, Chef for Intelligence Fusion Centre, EFTERRETNINGSREGIMENTET
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"Som myndigheder er vores digitale platforme under staerkt stigende pres. Iszr er risikoen for
cyberangreb hoj og konsekvenserne af et angreb kan vaere fatale. Derfor er cybersikkerhed i
fokus i disse dr - og bliver ved med at vaere det mange ar frem. Derfor er det vigtigt for os som
styrelse, at vi kan rekruttere kompetente medarbejdere til at tage del i det forebyggende
arbejde.”

Kirsten Hahn, digitaliseringschef, Sikkerhedsstyrelsen

"Alt peger pa, at unge vaelger at spge arbejde i det omrdde, hvor de har studeret. Alt tyder pd, at
der vil blive en storre eftersporgsel efter medarbejdere med en uddannelse i cyber- og
informationssikkerhed end der pt er til radighed pa markedet. En professionsbachelor i det
cybersikkerhed i Syd- og Sonderjylland vil vaere til gavn for alle virksomheder, bade private og
offentlige i kommunen.”

Tore Josupeit, Security Advisor, Sydbank

"Esbjerg Kommunes centrale IT-afdeling er ansvarlig for IT-sikkerhed i kommunen. Afdelingen
peger pa vigtigheden af at kunne ansaette kandidater med relevante kompetencer inden for
cybersikkerhed, da truslerne bliver mere avancerede og behovet for specialiserede kompetencer
er stigende. Det er helt afgorende, at der lzegges vaegt pa forstielse for virksomhedens behov og
kultur kombineret med relevant teknisk ekspertise.”

Rikke Vestergaard, kommunaldirektor, Esbjerg Kommune

"Det er en yderst relevant uddannelse for omradet, som kan hjzelpe med at sikre den industri og
erhvervsliv mod den stigende trussel mod driften. Derudover kan det understatte vaeksten af
cybersikkerhedsrelaterede virksomheder, der kan vokse lokalt ved at servicere den nationale og
internationale eftersporgsel for nye sikkerhedsprodukter og -services.”

Marco MacArtney, direkter, SwitchPay Aps
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Education Esbjerg, Business Esbjerg og ProVarde Erhvervsudvikling stetter etablering af
professionsbacheloruddannelsen i cybersikkerhed i Esbjerg:

d | |
EE Ebei  Eshiere:  ProVarde

STOTTEERKLERING TIL ETABLERING AF EN PROFESSIONSBACHELOR-UDDANNELSE |
CYBERSIKKERHED VED ERHVERVSAKADEMI SYDVEST

Education Esbjerg, Business Esbjerg og ProVarde gnsker hermed at udtrykke vores fulde opbakning til etablering
af en professionsbacheloruddannelse | eybersikkerhed ved Erhvervsakademi SydVest | Eshjers.

Til sammen repraesenterer vores tre foreninger over 1.600 virksomheder | det sydvestjyske omride, hvor vi
arbejder for at skabe de bedst mulige betingelsar for erhvervslivet og sikre, at det ngdvendige uddannelsesudbud
er til stede for at impdekomme behovet for arbejdskraft.

Vived, at der er stor efterspargsel efter netop IT-kompetencer blandt virksomhederna i Sydvestjylland. En
analyse foretaget af Epinion | 2022 viste, at 50 pct, af de adspurgte virksomheder | omradet efterspgrger IT-
specialister, og at rekrutteringssituationen inden for dette omrfide vurderes som svaer eller meget svar,

Det billede bakkes op af en underspgelse foretaget pd vegne af Education Esbjerg i 2023, der har vist, at
udviklingen i antallet af jobopslag inden for IT-branchen siden 2007 er steget markant mere i Sydvestjylland (162
pct.) sammenlignet med landsplan, hvor antallet | samme pericde er faldet en smule (-2 pct.). | samme
undersggelse fremhaever flere virksomheder netop cybersikkerhed som et af de omrader, hvor der er behov for

flere medarbejdere.

Den digitale udvikling og de stadigt mere komplekse trusler mod cybersikkerheden kraever, at vi uddanner
specialister, der kan beskytte vores virksomheder og samfund mod cyberangreb, En
professionsbacheloruddannelse i cybersikkerhed vil ikke kun styrke det lokale beredskab, men ogsa bidrage til at
fremme forretningsudvikling og innovation i landsdelen.

Vivil derfor bidrage aktivt til at skabe synlighed omkring uddannelsen og markedsfare den mod potentielle
studerende, ligesom vi igennem vores store netvaerk kan hjzlpe med at skabe kontakt til de mange lokale

aftagere med henblik pa sikre de studerende praktikpladser, studiejobs og mentorer.

Wi kan saledes varmt anbefale, at Erhvervsakademi SydVests ansggning om uddannelsen imadekommes af
ministeriet.

Med venlig hilsen,

) L .
1 Y fl | |
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Lone Saaby, v Karsten Rieder Finn Erlk Kristiansen
Direktar, Education Eshjerg Direktor, Business Eshjerg Direkt@r, ProVarde
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5. Heringssvar

Erhvervsakademi SydVest og UCL Erhvervsakademi og Professionshajskole ansgger i gensidig forstdelse
om udbud af professionsbacheloruddannelsen i cybersikkerhed. Vi anser det som en fordel, at UCL
Erhvervsakademi og Professionshgjskole vil udbyde uddannelsen i Odense, og Erhvervsakademi SydVest i
Esbjerg, eftersom uddannelsen dbner for flere lokalbestemte valgfag, og vi derfor med fordel vil kunne
indga i et samarbejde om udvikling og koordinering af valgfag pa tveers af de to institutioner.

g

akadermni og
sionsha skole

Erhvervsakademi SydVest
Spangshjerg Kirkeve] 103
6700 Eshjerg

Aft. Rektor Henrik Larsen

Diato
Heringssvar vedr. praakvalifikation af udbud af Professions- 27. januar 2025
bacloruddannelse i cybersikkerhed Reference
JMP

UCL Erhwervsakademi og Professionshgjskole takker for muligheden for at blive hgrt i for-
bindelse med Erhvervsakademi SydVests praskvalifikation af et udbud af Professionsba- Journalnr.
cheloruddannelse i cybersikkerhed. -

UCL Erhwvervsakademi og Professionshdjskole ser et ng@dvendigt skarpet fokus pa sam-
fundssikkerhed og en stigende efterspgrgsel for kompetencer indenfor cybersikkerhed i
erhvervslivet. UCL Erhwervsakademi og Professionshgjskole séger ogsa et udbud af Pba. i
cybersikkerhed med placering | Odense.

UCL Erhwervsakademi og Professionshgjskole har allerede et sterkt fagligt samarbejde
med Erhwvervsakademi SydVest omkring de [T-tekniske uddannelser, datamatiker og Pba. i
softwareudvikling, og dermed et godt udgangspunkt for at etablere et samarbejde ogsa
omkring et nyt udbud i cybersikkerhed.

UCL Erhwervsakademi og Professionshgjskole er derfor positiv overfor Erhvervsakademi
SydVests ansggning om et udbud af Pba. i cybersikkerhed.

UCL Erhwervsakademi og Professionshgjskole gnsker Erhvervsakademi SydVest held og
lykke med ansggningen af Professionsbacheloruddannelsen i cybersikkerhed.

Venlig hilsen

Jens Mejer Pedersen
Rektor

TIf. 3062 1240

E-mail jmp@ucl.dk

M

UCL Erhvervsakademi og Professionshajshole
Seebladsgade 1 . 5000 Odense ©
TIf. 6318 3000 . wel dk
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6. Konklusion

Pa baggrund af det stigende behov for specialister inden for cybersikkerhed - bade nationalt og lokalt -
vil det vaere bade oplagt og nedvendigt at placere et udbud af professionsbacheloruddannelsen i
cybersikkerhed i Esbjerg.

Uddannelsen har tre kernekompetenceomrader: 1) Cybersikkerhedsledelse, governance og processer, 2)
Netvaerkssikkerhed og arkitektur samt 3) Softwaresikkerhed, datasikkerhed og automation.

Ved oprettelse af uddannelsen i Esbjerg investerer vi i vores fremtidige cybersikkerhed regionalt og
nationalt. Vi vil med udbuddet kunne uddanne unge mennesker med kernekompetencer inden for de
ovennavnte omrader med henblik p3, at de kan tage aktiv del i den internationale kamp mod cybertrusler
og bidrage til beskyttelse af samfundsvigtige IT-funktioner og IT-infrastruktur.

Vi har et erhvervsliv, der ser ngdvendigheden og behovet for uddannelsen i Esbjerg.

Vi har rekrutteringsgrundlaget med dimittender fra de adgangsgivende uddannelser.

Vi har videngrundlaget og et veletableret fagligt miljo, og ser steerke synergier mellem vores eksisterende
IT-uddannelser, Datamatiker AK og PB i softwareudvikling, samt et udbud af PB i cybersikkerhed.

Vi har etablerede labs til at gennemfgre praksisnaer undervisning og cases inden for ex.
cybersikkerhedsbrud og IT-infrastruktur.

Vi har et steerkt samarbejde med det lokale erhvervsliv om praktikpladser og casesamarbejde.

Vi har derfor den nedvendige kapacitet og opbakning for at kunne uddanne dimittender med de rette
kvalifikationer og staerke kompetencer inden for cybersikkerhed.
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Ministeren

Erhvervsakademi SydVest
Rektor Henrik Larsen

Keaere Henrik Larsen

Pa baggrund af gennemfgart preekvalifikation af Erhvervsakademi SydVests
ansggning om godkendelse af nyt udbud er der truffet falgende afggrelse:

Godkendelse af udbud af professionsbacheloruddannelse i cybersikkerhed
(Esbjerg)

Afgerelsen er truffet i medfer af § 20, stk. 1, nr.1, i bekendtggrelse om
akkreditering af videregaende uddannelsesinstitutioner og godkendelse af
videregaende uddannelser (nr. 1558 af 2. juli 2021 med senere aendringer) og

§ 2, stk. 1, i bekendtgarelse nr. 271 af 22. marts 2014 om seerlige betingelser for
godkendelse af udbud af erhvervsakademiuddannelser, professionsbachelor-
uddannelser, akademiuddannelser og diplomuddannelser.

Da Erhvervsakademi SydVest er positivt institutionsakkrediteret, gives
godkendelsen til umiddelbar oprettelse af uddannelsen.

Ansggningen er blevet vurderet af Det radgivende udvalg for vurdering af udbud af

videregaende uddannelser (RUVU). Vurderingen er vedlagt som bilag.

Vedlagt i bilag er desuden fglgebrev fra Uddannelses- og Forskningsstyrelsen

angaende uddannelsens adgangskrav, titler, struktur, omfang, mv. Ved sp@rgsmal

til afgarelsen eller falgebrevet kan Uddannelses- og Forskningsstyrelsen

kontaktes pa pkf@ufm.dk.

Med venlig hilsen

CLC_ 2

Christina Egelund
Bilag: 1 — RUVU’s vurdering af ansggningen

2 — Folgebrev fra Uddannelses- og Forskningsstyrelsen med
uddannelsens grundoplysninger

@ Uddannelses- og

Forskningsministeriet

8. april 2025

Uddannelses- og
Forskningsministeriet

Bredgade 40-42
1260 Kgbenhavn K

Tel. 3392 9700
ufm@ufm.dk
www.ufm.dk

CVR-nr. 1680 5408

Ref.-nr.
2025 - 9095
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Bilag 1 — RUVU’s vurdering af ansggningen

Nr. C2 — Nyt udbud
(Forar 2025)

Status pa ansggningen:
Godkendt

Ansgger og
udbudssted:

Erhvervsakademi SydVest (Esbjerg)

Uddannelsestype:

Professionsbacheloruddannelse

Uddannelsens navn
(fagbetegnelse) pa
hhv. dansk/engelsk:

Professionsbacheloruddannelse:
- Cybersikkerhed
- Cyber Security

Erhvervsakademiuddannelse:
- Operationel cybersikkerhed AK
- Operational Cyber Security AP

Titel, som
uddannelsen giver ret
til at anvende:

Professionsbacheloruddannelse:
- Professionsbachelor i cybersikkerhed
- Professional Bachelor of Cyber Security

Erhvervsakademiuddannelse (afstigningsmulighed):
- Operationel cybersikkerhed AK
- Operational Cyber Security AP

Hovedomrade:

Tekniske omrade Genansggning: | Nej

Sprog:

Dansk Antal

ECTS:

210 ECTS

Link til ansegning pa
pkf.ufm.dk:

https://pkf.ufm.dk/flows/747bea83f0d244dbf6838ed5
5d007ab7

Link -
UddannelsesGuiden

https://www.ug.dk/uddannelser/professionsbacheloru

ddannelser/tekniskeogteknologiskeudd/oevrigeteknis
keuddannelser/cybersikkerhed

RUVU’s vurdering

RUVU vurderer, at ansggningen opfylder kriterierne som
fastsat i bekendtgarelsen.

RUVU laegger veegt pa, at ansggningen dokumenterer, at
udbud af savel erhvervsakademi- som
professionsbacheloruddannelsen, bade lokalt og nationalt,
vil imgdekomme behovet for flere dimittender inden for
cybersikkerhed. Herunder vil ansggningen om et udbud af
uddannelsen i Esbjerg bidrage til at imgdekomme
virksomhedernes efterspgrgsel efter personer med bade
tekniske og forretningsmaessige kompetencer inden for
cybersikkerhed i Vestdanmark.

RUVU finder det desuden positivt, at uddannelsens
opbygning indebeerer en afstigningsmulighed, der gor det
muligt for den studerende at afslutte uddannelsen efter to
ar og opna en erhvervsakademiuddannelse i operationel
cybersikkerhed.

@ Uddannelses- og

Forskningsministeriet
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https://pkf.ufm.dk/flows/747bea83f0d244dbf6838ed55d007ab7
https://pkf.ufm.dk/flows/747bea83f0d244dbf6838ed55d007ab7
https://www.ug.dk/uddannelser/professionsbacheloruddannelser/tekniskeogteknologiskeudd/oevrigetekniskeuddannelser/cybersikkerhed
https://www.ug.dk/uddannelser/professionsbacheloruddannelser/tekniskeogteknologiskeudd/oevrigetekniskeuddannelser/cybersikkerhed
https://www.ug.dk/uddannelser/professionsbacheloruddannelser/tekniskeogteknologiskeudd/oevrigetekniskeuddannelser/cybersikkerhed

@ Uddannelses- og

Forskningsministeriet

Bilag 2 — Foelgebrev fra Uddannelses- og Forskningsstyrelsen

| forbindelse med godkendelsen af Erhvervsakademi SydVests nye udbud af
professionsbachelor i cybersikkerhed bemaerker Uddannelses- og
Forskningsstyrelsen, at uddannelsen tidligere er godkendt til udbud.
Uddannelsens adgangskrav fremgar af bekendtgarelse nr. 46 af 21. januar 2025
om adgang til erhvervsakademiuddannelser og professionsbacheloruddannelser.
Uddannelsen fastlaegges naermere i en kommende eendring af bekendtggrelse nr.
495 af 22. maj 2024 om tekniske og merkantile erhvervsakademiuddannelser og
professionsbacheloruddannelser.

Det betyder, at hvis der matte veere uoverensstemmelser omkring det i
ansggningen anfgrte om uddannelsen og bekendtgarelsens regler, sa er det de
centralt fastsatte regler i ovenstaende bekendtgegrelser, som finder anvendelse
f.eks. i forhold til titler, adgangskrav m.v.

Styrelsen ger opmeerksom pa, at uddannelsen skal fglge de regler, som er fastsat
om uddannelsen i den til enhver tid geeldende uddannelsesbekendtggrelse og
adgangsbekendtggrelse.

Udbudsgodkendelsen kan bortfalde efter § 16 i lov om
erhvervsakademiuddannelser og professionsbacheloruddannelser, jf.
lovbekendtgarelse nr. 396 af 12. april 2024.

Herudover har styrelsen noteret folgende:

Udbudssted:
Esbjerg.

Sprog:
Dansk.

Takstindplacering:
Uddannelsen indplaceres til: Takstgruppe 7

Professionsbachelor:
Aktivitetsgruppekode: 4050

Erhvervsakademiuddannelse:
Aktivitetsgruppekode: 4054

Koder Danmarks Statistik:
Professionsbachelor:
UDD: 5896

AUDD: 5896

Erhvervsakademiuddannelse:
AUDD: 5910
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